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[bookmark: _Toc517082226]* * * * First change ALL NEW TEXT* * * *

4.X	Architecture for Multiple NWDAF Instances	

[bookmark: _Toc58920853]4.X.1	Hierarchical deployment of NWDAFs
The NWDAF architecture allows for arranging multiple NWDAF instances in a hierarchy/tree with a flexible number of layers/branches. The number and organisation of the hierarchy layers, as well as the capabilities of each NWDAF instance remain deployment choices (apart from the capabilities that are mandatory for the hierarchical deployment as described in this clause).
The lower level NWDAFs can be co-located with NFs.
Each NWDAF in a hierarchical deployment: 
-	shall provide data collection exposure capability for generating analytics based on the data collected by other NWDAFs in the hierarchy 
-	may provide the analytics aggregation capability for aggregation of analytics exposed by NWDAFs in the hierarchy. 
-	is configured with a unique level identifier for the position in the hierarchy.  This level identifier is able to identify the level of the NWDAF in the hierarchy and indicate NWDAFs on the higher levels of the hierarchy. 
-	includes in its NWDAF NF Profile the supported analytics ID(s), the NWDAF serving area, the name (identifying the position in the hierarchy), the data collection exposure capability, and optionally, the analytics aggregation capability. 
Based on the NWDAF naming scheme (which identifies the hierarchy level), an NWDAF can invoke NRF services to discover the NWDAF instances on the next lower level of the hierarchy as well as the NWDAF instance on the next higher level of the hierarchy. Enabling thus the dynamic mapping of the hierarchy structure as well as dynamic mapping of NWDAF instances for each levels of the hierarchy. 
An NWDAF discovers other NWDAFs in the hierarchy using the following information:
-	Analytics ID;
-	NWDAF Serving Area;
-	NWDAF capability (data collection exposure and/or analytics aggregation);
-	Hierarchy Level identifier with the possibility to search for specific levels of the hierarchy or using wild cards to discover the levels above and below of the hierarchy. 
Editor’s note: It is for FFS to determine how data collection exposure and analytics aggregation capabilities in conjunction with further NWDAF NF Profile information can be used to properly determine from which levels of the hierarchy an NWDAF can perform data collection and/or analytics aggregation.
Editor's note:	It is FFS to align the data collection exposure capabilities of NWDAFs in a hierarchical deployment with the further definitions of NWDAF data exposure capabilities.




* * * * Second change * * * *
[bookmark: _Toc58920861]6.2.1	General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF, and AF; OAM), as a basis of the computation of network analytics.
All available data encompass:
-	OAM global NF data,
-	Data available in NFs, e.g. behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),
-	NF data available in the 5GC (e.g. NRF),
-	Data available in AF.
The NWDAF shall use at least one of the following services:
-	the Generic management services as defined in TS 28.532 [6], the Performance Management services as defined in TS 28.550 [7] or the Fault Supervision services as defined in TS 28.545 [9], offered by OAM in order to collect OAM global NF data.
-	the Exposure services offered by NFs in order to retrieve data and other non-OAM pre-computed metrics available in the NFs.
-	Other NF services in order to collect NF data (e.g. NRF)
The NWDAF shall obtain the proper information to perform data collection for a UE, a group of UEs or any UE:
-	For an Analytics ID, NWDAF is configured with the corresponding NF Type(s) and/or event ID(s) and/or OAM measurement types.
-	NWDAF shall determine which NF instance(s) of the relevant NF type(s) are serving the UE, the group of UEs or any UE, taking into account the S-NSSAI(s) and area of interest as defined in clause 7.1.3, TS 23.501 [2].
-	NWDAF invokes Nnf_EventExposure_Subscribe services to collect data from the determined NF instance(s), and/or triggers the procedure in clause 6.2.3.2 to subscribe to OAM services to collect the OAM measurement.
The NWDAF performs data collection from an AF directly as defined in clause 6.2.2.2 or via NEF as defined in clause 6.2.2.3.
The NWDAF shall be able to discover the events supported by a NF.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.
When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service, including:
-	Data on the monitoring period in the past, which is necessary for the provision of statistics and predictions matching the Analytics target period.
-	Data on longer monitoring periods in the past, which is necessary for model training.
Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:
-	The NWDAF may return a probability assertion as stated in clause 6.1.3 expressing the confidence in the prediction produced. Prediction may be returned with zero confidence as described below. This confidence is likely to grow in the case of subscriptions.
-	The value of the confidence depends on the level or urgency expressed by the parameter "preferred level of accuracy of the analytics" as listed in clause 6.1.3, the parameter "time when analytics information is needed" as listed in clause 6.1.3, and the availability of data. If no sufficient data is collected to provide an estimation for the requested level of accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.
-	In order to be prepared for future requests on analytics from NFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs, and retain the data collected in the data storage.
NOTE 1:	The NWDAF can send an error response to the analytics consumer to indicate that statistics are unavailable if the NWDAF was not prepared for future requests and did not collect data on its own initiative.
	The volume and maximum duration of data storage is also subject to operator configuration.
The NWDAF may decide to reduce the amount of data collected to reduce signalling load, by either prioritizing requests received from analytics consumers, or reducing the extent (e.g. duration, scope) of data collection, or modifying the sampling ratios.
The NWDAF may skip data collection phase when the NWDAF already has enough information to provide requested analytics.
The data which NWDAF may collect is listed for each analytics in input data clause and is decided by the NWDAF.
NOTE 2:	NWDAF can skip data collection phase for some specific input data per the requested analytics e.g. when some of the data is already available at NWDAF for the requested analytics, or when NWDAF considers that some of the data is not needed at all to provide the requested analytics as per the analytics consumer request (e.g. based on preferred level of accuracy or based on the time when analytics are needed).
In hierarchical NWDAF deployments, the efficiency of data collection can be achieved by inter-NWDAF instance cooperation among NWDAF instances on different levels of the hierarchy.  An efficient data collection means that the same data required for the same Analytics ID or different Analytics IDs should not be collected multiple times, instead, the data collection should be triggered by the first NWDAF requesting the data and once the data is available it can be distributed to the other NWDAFs requesting the same data. The same data refers to the same data type to be collected from the same source NFs or the aggregated data or the analytics data to be collected from other NWDAF instances.

* * * * Third change – ALL NEW TEXT* * * *
6.2.X	Dedicated Procedures for Data Collection

6.2.X.1	Procedure for Data Collection in a hierarchical deployment of multiple NWDAF instances 

Multiple NWDAF instances can cooperate with each other in a hierarchical deployment to support efficient data collection, i.e. to avoid the duplicatied collection of the same data (i.e., raw data, aggregated data). To achieve this, the NWDAF on a higher level should first check with the NWDAF on lower levels if the required data is available before triggering data collection from the data sources (e.g., NFs, OAM). Figure 6.2.x.1-1 depicts the procedure for data collection in a hierarchical NWDAF. 
 
[image: ]
Figure 6.2.X.1-1- Data Collection in Hierarchical NWDAF Deployment

0. NWDAF Service Consumer invokes NRF services to discovery the NWDAF matching the search criteria based on analytics ID and NWDAF Serving Area. NRF returns the NWDAF in any of the levels of the hierarchy that is able to provide the required analytics ID (Figure 6.2.X.1-1 illustrates the case where the returned NWDAF is the Top Level NWDAF). 
1. An Analytics consumer requests to the returned NWDAF, e.g., Top Level NWDAF of the hierarchy, for an Analytics subscription or request of a specific Analytics ID. 
2. The Top Level NWDAF acquires or is configured with the corresponding NF Type(s) and/or event ID(s) required to generate the requested Analytics ID. The Top Level NWDAF checks its local association of   analytics IDs to analytics ID subscription identification and to the list of triggered event subscription identifications from NFs, OAM.  Based on this local association, the Top Level NWDAF checks if the data to be collected is available at itself. If the data to generate the analytics ID is already stored and available at the Top Level NWDAF, it uses the information to calculate the analytics. 
3. [Optional - Depending on the step 2] If the data is not available, the Top Level NWDAF determines the NWDAFs in the lower levels (e.g., Middle Level NWDAF) to collect the data for analytics generation. If NWDAF does not know the NWDAFs in the lower levels, the Top Level NWDAF invokes NRF discovery services to identify the proper NWDAFs as described in Clause 4.X.1. 
4. [Conditional - depending on the step 2] If the data is not available, the Top Level NWDAF sends a subscription/request for specific data (e.g., Event ID(s)) to all NWDAF(s) in the middle level required for the analytics generation and updates the local association with the mapping of analytics ID to the identification of the request/subscription for data collection from the further NWDAF. 
Editor's note:	The NWDAF services for data collection listed in Figure 6.2.x.1-1 need to be aligned with the definition of the NWDAF services exposed for data collection.
5. [Conditional - depending on the step 3] Each Middle Level NWDAF receiving a request checks the collected data for the received subscription/request based on its local association (similar to step 2). If the data is already stored and available at the middle level, each Middle Level NWDAF sends/notifies the data to the Top Level NWDAF.
6. [Optional - depending on the step 5] If the requested data is not available at the Middle Level NWDAF, the Middle Level NWDAF determines the NWDAFs in the lower levels (e.g., Lower Level NWDAF) to collect the data. If Middle Level NWDAF does not know the NWDAFs in the lower levels, the Middle level NWDAF invokes NRF discovery services to identify the proper NWDAFs as described in Clause 4.X.1.
7. [Conditional - depending on the step 5] If the requested data is not available at the Middle Level NWDAF, the Middle Level NWDAF sends a subscription request for specific data (e.g., Event ID(s)) to each required NWDAFs in the Lower Level.
8. [Conditional - depending on the step 7] Each Lower Level NWDAF receiving a request checks the collected data for the received subscription/request based on its local association (similar to step 2 and 4). If an existing subscription to the same request Event ID is already available, the Lower Level NWDAF sends the requested data to the Middle Level NWDAF. If there is no existing subscription to the same request Event ID, the Lower Level NWDAF subscribes/request the required data to the data source, e.g. NF/OAM, and updates its local association with the mapping of the requested data to the triggered event subscription identifications.
9. [Conditional - depending on the step 8] Each Lower Level NWDAF stores the collected data and sends the data to the Middle Level NWDAF that requested it. 
10.  [Conditional - depending on the step 5-9] Each Middle Level NWDAF stores the collected data and sends the data to the Top Level NWDAF that requested it. 
NOTE 2: 	For hierarchical deployments with more than three-levels, the Steps 5 – 7 and 9-10 can be executed recursively to enable the data collection from all levels of NWDAFs that are required for the analytics output generation.  
11. When the analytics output is available, the Top Level NWDAF notifies the analytics output to the NWDAF Service Consumer.

Editor's note:	Utilization of this procedure for data collection from a lower level NWDAF to an upper level NWDAF is FFS. 



 
* * * * End of changes * * * *
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