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1	Overall description
SA2 thanks SA3 for the “LS on User Plane Integrity Protection for eUTRA connected to EPC”. 
b) (SA2 and CT4) for the supply of UPIP policy to the RAN, is it preferred for the HSS to supply the policy to the MME (as in solution #11), or, for a “combined SMF+PGW-C” to supply the policy to the MME (as outlined in solution #15)? 

[SA2 answer]: In rel.15/16 the way to prevent PDU sessions that require UP integrity protection to move to EPS is to not allocated EPS bearer ID for these PDU sessions from SMF. This text is documented in TS 23.501 cl.5.10.3: 
 
“For PDU Sessions with UP integrity protection of UP Security Enforcement Information set to Required, the SMF shall not trigger the EPS bearer ID allocation procedure in TS 23.502 [3] clause 4.11.1.4.”

Also for 5GS, the SMF determines the the User Plane Security Enforcement information policy taking into account the subscribed User Plane Security Policy as defined in TS 23.501 cl. 5.10.3:

“The SMF determines at PDU session establishment a User Plane Security Enforcement information for the user plane of a PDU session based on:
-	subscribed User Plane Security Policy which is part of SM subscription information received from UDM; and
-	User Plane Security Policy locally configured per (DNN, S-NSSAI) in the SMF that is used when the UDM does not provide User Plane Security Policy information.
-	The maximum supported data rate per UE for integrity protection for the DRBs, provided by the UE in the Integrity protection maximum data rate IE during PDU Session Establishment. The UE supporting NR as primary RAT, i.e. NG-RAN access via Standalone NR, shall set the Integrity protection maximum data rate IE for Uplink and Downlink to full rate at PDU Session Establishment as defined in TS 24.501 [47].”

Taking the above into account, SA2 prefers for a “combined SMF+PGW-C” to supply the policy to the MME (as outlined in solution #15 of SA3 TR).
 
e) (SA2 and CT1)SA3 decides UE to send an indication to the network that the UE support UP IP with eNB, one of options is to reuse EEA/EIA bits in UE EPS Security Capability (e.g. reuse EIA7 to indicate UE support UP IP with eNB), so that both eNB and MME can use the UE EPS Security Capability to know UE support UP IP with eNB. Does there any issue on this?

[SA2 response]: SA2 does not see any issues with to reuse EEA/EIA bits in UE EPS Security Capability  

2	Actions
To SA3
ACTION: 	SA2 asks SA3 to take the above information into account. As SA2 would need to update its specifications according to this work SA2 would like to be notified when SA3 have concluded on this matter.
To CT1
[bookmark: _GoBack]ACTION: 	Confirm the usage of EEA/EIA bits.

3	Dates of next TSG SA WG2 meetings
3GPPSA2#144-e	12-16 April 2021	Electronic Meeting
3GPPSA2#145-e	17-28 May 2021	Electronic Meeting
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