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Abstract of the contribution: This paper discusses the issues of using HL IP MC address as MBS Session ID and propose to go with TMGI only. 
Discussion
In 23.757 v1.2.0, it is concluded that source specific IP multicast address can be used as MBS Session ID:
-
For MBS session management the following conclusions are reached as baseline for normative work:

-
The MBS session is identified throughout the 5G system transport on external interface towards AF and between AF and UE, and towards the UE with an MBS Session ID.

-
MBS Session ID may have the following types: TMGI (MBS broadcast and multicast Session), source specific IP multicast address (MBS multicast Session).

-
For MBS multicast Session, source specific IP multicast address can be assigned by 5GC or external network.

However, if source specific IP multicast address is used as MBS session ID, location-dependent service may not work properly. For location-dependent service, a group of MBS sessions share the same MBS session ID, while 5GC allocates different Flow IDs (also known as “Area Session IDs”) for them. 
-
In control plane, the group of MBS sessions can be differentiated correctly by Flow ID (area session ID), 
-
however, in user plane, if MB-UPF(s) need to receive content by joining multicast group (e.g. for IPTV), they will join the same source specific IP multicast address for those MBS sessions, and thus the MB-UPFs will receive the same content. Consequently, the UEs who joined the location-dependent service, will receive exactly the same content, although content is transmitted via different MBS sessions based on their locations.
[Observation-1] “Source specific IP multicast address” does not work for location-dependent service if MB-UPF receives content externally by joining the multicast group.
 Other transport mechanisms 
such as a unicast tunnel between UPF and AF are then required.
[Proposal-1] It’s proposed to document the restrictions of observation 1 in a NOTE..




Proposal

It is proposed to include the following update in TR 23.757.
* * * Start of change* * * 
8.2.2
Conclusions
8.2.2.1
General

-
For MBS session management the following conclusions are reached as baseline for normative work:

-
The MBS session is identified throughout the 5G system transport on external interface towards AF and between AF and UE, and towards the UE with an MBS Session ID.
-
MBS Session ID may have the following types: TMGI (MBS broadcast and multicast Session), source specific IP multicast address (MBS multicast Session).
-
For MBS multicast Session, source specific IP multicast address can be assigned by 5GC or external network.
NOTE:
If a source specific IP multicast address is used to identify a multicast session with different location dependent content, related multicast streams need to be transported in external networks not based on that IP multicast address, but e.g. using unicast tunnels.
-
TMGI definition is updated for 5G MBS to be able to identify the MBS session when used for the Multicast Session Context and to identify the MBS service when used for the Multicast service context. (see Figure 8.2.2.2-1).

Editor's note:
How TMGI can identify MBS sessions/services in an SNPN and how to signal this efficiently need coordination with FS_eNPN.
-
The UE shall be able to obtain at least one MBS Session ID via MBS service announcement.
* * *Next changes * * * 

8.2.3
Call flows

The call flow in this clause are for information to better understand the principles in clause 8.2.2.

Editor's note:
Call flow in this clause needs to be aligned with clause 8.2.2.
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Figure 8.2.3-1: PDU Session modification for multicast

1.
The content provider may send a request to register and reserve resources for a multicast group to the NEF and communicate the related multicast address as detailed in Figure 8.2.3-2.


The content provider may invoke the services provided by the NEF to provision the multicast information. The multicast information is used to identify (e.g., IP Address of multicast data) and reserve resources for the multicast. The NEF selects MB-SMF controlling an MB-UPF serving as ingress point for the multicast data and creates a multicast context and stores related information including the SMF ID in the UDR. The MB-SMF may request the MB-UPF to allocate an IP address and Port for ingress multicast traffic, which is then provided to the content provider via NEF.

NOTE 1:
The request to reserve resources for the corresponding multicast session is optional and can be replaced by configured data based on commercial agreements. If IP multicast is used in the external network, the content provider does not require information where to send the multicast data.

NOTE 2:
SMF and MB-SMF can be identical.

2.
The UE registers in the PLMN (see clause 4.2.2.2 of TS 23.502 [8]) and request the establishment of a PDU session (see clause 4.3.2.2 of TS 23.502 [8]). The UE also indicates its capability to receive multicast data over the radio. The AMF obtains information from the UDM whether the UE can join multicast sessions as part of the SMF Selection Subscription data. If so, for direct discovery, the AMF selects an SMF capable of handling multicast sessions based on locally configured data or a corresponding SMF capability stored in the NRF and also indicates the UE's capability to receive multicast data over the radio to the SMF.

3.
The content provider announces the availability of multicast using higher layers (e.g., application layer). The announcement includes at least the multicast address of a multicast group that UE can join.

4.
To join the multicast group, the UE sends the PDU Session Establishment/Modification Request either upon a request from higher layers or upon a detection by lower layers of UE joining a multicast group (i.e., detection of IGMP or MLR and detection of the change of content of these messages). The PDU Session Modification Request shall include information about multicast group, which UE wants to join, such as multicast addresses listed in the IGMP and MLR messages. This information is needed for configuration of the UPF with appropriate packet filters.

5.
The AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID, N1 SM container (PDU Session Modification Request with the multicast information)).

6.
The SMF may check whether the UE is authorized to join the multicast session. The SMF may interact with PCF, UDR or NEF for that purpose. See Figure 8.2.3-3

7.
If SMF has no information about the multicast context for the indicated multicast group, SMF checks at the UDR whether a multicast context for the multicast group (address) exists in the system. If the multicast context for the multicast group does not exist, then SMF creates it when the first UE joins the multicast group, stores the multicast context including itself as multicast controlling SMF in the UDR, and configures the UPF to handle the multicast data distribution (SMF and MB-SMF, and UPF and MB-UPF in this flow are then identical). If it is the first UE joining the multicast group, the MB-UPF may also have to join the multicast tree towards the content provider; the MB-SMF should request the MB-UPF to join the multicast tree when configuring the MB-UPF, see e.g. Step 15 and 26. If a multicast context already exists in the UDR, the SMF retrieves the related information, including information related to MB-SMF controlling the multicast ingress point.

Editor's note:
How the SMF obtains MB-SMF ID is ffs, It is also ffs if SMF interacts with UDR via PCF,

Editor's note:
More consideration on how to prevent denial of service attack type situation when first UE joining the multicast group, triggers the MB- to join the multicast tree towards the content provider is ffs.

8-9.:
If SMF has no information about the multicast context for the indicated multicast group, SMF interacts with MB SMF to retrieve QoS information of the multicast QoS flow(s).

10.
SMF requests the AMF to transfer a message to the RAN node using the Namf_N1N2MessageTransfer service (N2 SM information (PDU Session ID, Multicast Context ID, MB-SMF ID, multicast QoS flow information), N1 SM container (PDU Session Modification Command (PDU Session ID, multicast information (Multicast Context ID, multicast QoS flow information, multicast address)) to:
-
create a multicast context in the RAN, if it does not exist already; and

-
inform about the relation between the multicast context and the UE's PDU session.


Based on operator policy, if the SMF is configured to prepare for unicast fall-back, the SMF maps the received QoS information of the multicast QoS flow into unicast QoS flow information of the PDU Session, and includes the information of the unicast QoS flows and the information about the association between those unicast QoS flows and the multicast QoS flows in the N2 SM information. If dedicated unicast QoS flows are required, the information includes the one about those dedicated unicast QoS flows. SMF also includes information about those unicast QoS flows in the N1 SM container.

Editor's note:
Providing associated unicast QoS flows at this stage needs to be confirmed.

11.
The N2 session modification request is sent to the RAN. The request is sent in the UE context using the PDU Session Resource Modify Request message enhanced with multicast related information, which includes a multicast group identity (e.g., multicast address), Multicast Session context ID, and multicast flow information such as multicast QoS Flow ID and associating QoS information. The RAN uses the multicast group identity to determine that the session modification procedures corresponds to one multicast group. In other words, the RAN learns what UEs are receiving the same multicast data from the multicast group identity. When the RAN receives a session modification request for previously unknown multicast group identity, the RAN configures resources to serve this multicast group.

12.
The N1 SM container (PDU Session Modification Command) is provided to the UE.

13.
The RAN performs the necessary access network resource modification such as configuration of PTP or PTM bearers. RAN node checks whether the user plane for the multicast group/context distribution is already established towards the RAN node. If RAN supports MBS, RAN configures the UE for receiving the multicast data via multicast session.

NOTE 3:
The details of access network resource modification should be studied in the RAN WGs.

14.
RAN nodes selects the AMF to reach MB-SMF and signals a request towards AMF [MB-SMF ID, Multicast context/group ID]. If the RAN node is configured to use a unicast transport for multicast distribution sessions, it allocates a downlink tunnel ID (an IP address and a GTP-U TEID) for the reception of the multicast distribution session and indicates the downlink tunnel information in the request.
15.
AMF forwards the request towards the MB-SMF

16.
For unicast transport of the multicast distribution session, MB-SMF configures MB-UPF to transmit the multicast distribution session towards RAN (using the received IP address and a GTP-U TEID).

17.
MB-SMF sends a multicast distribution session response to AMF. For multicast transport of the multicast distribution, it indicates in the downlink tunnel information the transport multicast address for the multicast session.

18.
AMF forwards multicast distribution session response to RAN node.

19.
The RAN sends the session modification response, which does not include the unicast tunnel information.

20.
The AMF transfers the session modification response received in step 18 to the SMF. The SMF determines that the shared tunnel is used for multicast packet transferring and the interaction with UPF is not needed.

21.
MB-UPF receives multicast PDUs, either directly from the content provider or via the MBSF-U that can manipulate the data.

22.
MB-UPF sends multicast PDUs in the N3/N9 tunnel associated to the multicast distribution session to the RAN. There is only one tunnel per multicast distribution session and RAN node, i.e., all associated PDU sessions share this tunnel.

23.
The RAN selects PTM or PTP radio bearers to deliver the multicast PDUs to UEs that joined the multicast group.

24.
The RAN performs the transmission using the selected bearer.

Configuration of a multicast group in the 5GC can occur:

-
when the first UE joins the multicast group;

-
based on static configuration;

-
Triggered by an AF request via the NEF.

At service layer, the MSF can manage an MBS service, and apply related NEF procedures to configure a multicast group.
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Figure 8.2.3-2: Initial Multicast group configuration via NEF

1.
AF of content provider may register at NEF that it provides contents for a multicast. The AF may provide a source specific multicast address or it may request that the network allocates a an identifier for the multicast group (TMGI or source specific multicast address). Multicast information may further include media type information (e.g., audio, video…), QoS requirements, UE authorization information (e.g. a GPSI or an External Group Id or a UE ID to identify UEs authorized to join the multicast service), service area identifying the service scope, and start and end time of MBS. The AF may also request the allocation of an ingress transport address where to send tunnelled multicast data.

Editor's note:
If an application desires to allow UEs to join prior to the start of the multicast transmission, the AF may interact with the NEF separately to announce the multicast service and to request activation of the multicast service. A related call flow should be added.
2.
NEF/MBSF-C checks authorization of content provider. NEF/MBSF-C selects MB-SMF as ingress control node, possibly based on location area.

Editor's note:
The 5GC network entity for TMGI allocation needs to be clarified.
3,4.
NEF/MBSF-C requests storage of multicast session context at UDR and provides multicast group ID and selected MB-SMF ID.

5.
NEF/MBSF-C requests MB-SMF to reserve ingress resources for a multicast distribution session and provides Multicast group ID. It also indicates if the allocation of an ingress transport address is requested.

6.
The MB-SMF sends SM MBS Policy Association Request to MB-PCF with the Multicast group ID, AF Identifier, and the QoS requirements.

7.
The MB-PCF registers at the BSF that it handles the multicast session. It provides an identifier that the policy association is for multicast and the multicast group ID, it own PCF ID and optionally its PCF set ID.

8.
The MB-PCF may query the UDR for policy input related to the multicast session.

9.
The MB-PCF responds with SM MBS Policy Association Response with policies for the Multicast group ID.


In addition, determines whether the request is authorized and notifies the NEF if the request is not authorized.


If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the MB-SMF. The PCF notifies the MB-SMF whether the transmission resources corresponding to the QoS request are established or not.


If the request is not authorized, the required QoS is not allowed, or transmission resources are not established, MB-SMF responds to the NEF in step 12 with a Result value indicating the failure cause, and NEF further notifies AF in step 13.

10.
MB-SMF selects the MB-UPF and requests it to reserve user plane ingress resources. If multicast transport of the multicast data towards RAN nodes is to be used, the MB-SMF also request the MB-UPF to reserve for the outgoing data a tunnel endpoint and the related identifiers (source IP address, source specific multicast address and GTP Tunnel ID) and to forward data received at the user plane ingress resource using that tunnel endpoint.

11.
If requested, MB-UPF selects an ingress address (IP address and port) and a tunnel endpoint for the outgoing data and provides it to MB-SMF

12.
MB-SMF indicates the possibly allocated ingress address to the NEF/MBSF-C. It also indicates the success or failure of reserving transmission resources.

13.
The NEF/MBSF-C indicates the possibly allocated ingress address to the AF.
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Figure 8.2.3-3: UE authorization check
1.
Steps 1 to 4 in Figure 8.2.3-2 apply. In step 1 the AF may provide UE authorization information (e.g. a GPSI or an External Group Id or a UE ID to identify UEs authorized to join the multicast service).

2.
If the AF provided authorization information, the NEF maps the UE authorization information (e.g. a GPSI or an External Group Id or a UE ID to identify UEs authorized to join the multicast service) into SUPIs or internal group IDs and stores information about UEs allowed to join the multicast group in the UDR. This may be combined with step 3 in Figure 8.2.3-2 if the multicast session context is used to store the information.

NOTE 1:
Details of the UDR storage format will be determined during the normative work.

NOTE 2:
Steps 1 and 2 can be omitted if UE authorization information for multicast sessions is configured in the UDR.

3.
A UE requests to join a multicast group. Steps 4 and 5 in Figure 8.2.3-1 are executed.

4.
The SMF queries at the UDR whether the UE is authorized to join the multicast session.

NOTE 3:
If policy control for the UE joining authorization is required, the PCF subscribes to notifications when a UE joins a multicast group and the SMF sends a SM Policy Association Modification to PCF after step 3. Steps 4 is then executed by the PCF. The PCF then indicates in the SM Policy Association Modification Response to the SMF whether the UE is authorized to join the multicast session.

Editor's note:
Possible AF interactions to authorize the join request are ffs and depend on key issue 3 conclusions.

* * * End of changes * * * 

�“Source specific IP multicast address” should be renamed to (source, group) pair. I assume/hope the location-dependent services would use different source addresses, so there should not be problem. Even if not so, those services may have to use TMGI but we should not require all services to use TMGI.


�You are right. “source specific IP multicast address” refers to <S, G>. For location-dependent service, UE is expected to receive the content based on its location. And when it moves to another location, the content can be switched automatically without another join from UE. If <S, G> is used as MBS session ID, different “S” means different MBS session ID. And thus, another join from UE would be expected. 


�We should not remove this option. TMGI may be desired/required for some services but not good for some other services like transparent transport mode.


�MCPTT is a typical transport only mode service.


�Fully agree with Jeffrey. MCPTT is not the only service
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