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FIRST CHANGE
[bookmark: _Toc20150091][bookmark: _Toc27846890][bookmark: _Toc36188021][bookmark: _Toc45183926][bookmark: _Toc47342768][bookmark: _Toc51769470][bookmark: _Toc59095822][bookmark: _Toc20150303][bookmark: _Toc27847111][bookmark: _Toc36188244][bookmark: _Toc45184158][bookmark: _Toc47343000][bookmark: _Toc51769702][bookmark: _Toc59096056]5.30.2.7	Access to PLMN services via stand-alone non-public networks
To access PLMN services, a UE in SNPN access mode that has successfully registered with an SNPN may perform another registration via the SNPN User Plane with a PLMN (using the credentials of that PLMN) following the same architectural principles as specified in clause 4.2.8 (including the optional support for PDU Session continuity between PLMN and SNPN using the Handover of a PDU Session procedures in TS 23.502 [3] clauses 4.9.2.1 and 4.9.2.2) and the SNPN taking the role of "Untrusted non-3GPP access". Annex D, clause D.3 provides additional details.
NOTE:	QoS differentiation in the SNPN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the PLMN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by PLMN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
	To support QoS differentiation in the SNPN with network-initiated QoS, the mapping rules between the SNPN and the PLMN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the PLMN and is expected to be provided by the SNPN, and 2) N3IWF IP address(es) in the PLMN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the SNPN can be based on the N3IWF IP address and the DSCP markings on NWu. Refer to Annex D.Y for more considerations to support consistent QoS between underlay network and overlay network.
	To support QoS differentiation in the SNPN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the SNPN as the 5QI provided by the PLMN. It is assumed that UE-requested QoS is used only when the 5QIs used by the PLMN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.
[bookmark: _GoBack]Editor’s note: Annex (e.g. with procedure) to support consistent QoS between underlay network and overlay network using UE-requested QoS is FFS.
[bookmark: _Toc20150092][bookmark: _Toc27846891][bookmark: _Toc36188022][bookmark: _Toc45183927][bookmark: _Toc47342769][bookmark: _Toc51769471][bookmark: _Toc59095823]5.30.2.8	Access to stand-alone non-public network services via PLMN
To access SNPN services, a UE that has successfully registered with a PLMN over 3GPP access may perform another registration via the PLMN User Plane with an SNPN (using the credentials of that SNPN) following the same architectural principles as specified in clause 4.2.8 (including the optional support for PDU Session continuity between PLMN and SNPN using the Handover of a PDU Session procedures in TS 23.502 [3] clauses 4.9.2.1 and 4.9.2.2) and the PLMN taking the role of "Untrusted non-3GPP access" of the SNPN, i.e. using the procedures for Untrusted non-3GPP access in clause 4.12.2 of TS 23.502 [3]. Annex D, clause D.3 provides additional details. The case where UE that has successfully registered with a PLMN over non-3GPP access to access SNPN services is not specified in this Release.
NOTE:	QoS differentiation in the PLMN can be provided on per-IPsec Child Security Association basis by using the UE or network requested PDU Session Modification procedure described in TS 23.502 [3] clause 4.3.3.2. In the SNPN, N3IWF determines the IPsec child SAs as defined in TS 23.502 [3] clause 4.12. The N3IWF is preconfigured by SNPN to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
	To support QoS differentiation in the PLMN with network-initiated QoS, the mapping rules between the PLMN and the SNPN are assumed to be governed by an SLA including: 1) mapping between the DSCP markings for the IPsec child SAs on NWu and the corresponding QoS, which is the QoS requirement of the SNPN and is expected to be provided by the PLMN, and 2) N3IWF IP address(es) in the SNPN. The non-alteration of the DSCP field on NWu is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters in the PLMN can be based on the N3IWF IP address and the DSCP markings on NWu. Refer to Annex D.Y for more considerations to support consistent QoS between underlay network and overlay network.
	To support QoS differentiation in the PLMN with UE-requested QoS, the UE can request for an IPsec SA the same 5QI from the PLMN as the 5QI provided by the SNPN. It is assumed that UE-requested QoS is used only when the 5QIs used by the SNPN are from the range of standardized 5QIs. The packet filters in the requested QoS rule can be based on the N3IWF IP address and the SPI associated with the IPsec SA.
SECOND CHANGE
D.4	Support for UE capable of simultaneously connecting to an SNPN and a PLMN
When a UE capable of simultaneously connecting to an SNPN and a PLMN is not set to operate in SNPN access mode, the UE only performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17] using the Uu interface for connection to the PLMN.
A UE supporting simultaneous connectivity to an SNPN and a PLMN applies the network selection as applicable for the access and network for SNPN and PLMN respectively. Whether the UE uses SNPN or PLMN for its services is implementation dependent.
A UE supporting simultaneous connectivity to an SNPN and a PLMN applies the cell (re-)selection as applicable for the access and network for SNPN and PLMN respectively. Whether the UE uses SNPN or PLMN for its services is implementation dependent.
[bookmark: _Hlk63719735]D.Y	Guidance for network-initiated QoS in underlay network to support QoS required by overlay network
When UE is accessing an overlay network via an underlay network as described in clause D.3, in order to ensure the underlay network to support the QoS required by the overlay network, the QoS differentiation mechanism based on network-initated QoS modification as described in clause 5.30.2.7 and clause 5.30.2.8 can be used with the following considerations:
-	An overlay network service may have specific QoS requirement that needs to be fulfilled by the underlay network, based on SLA between the two networks.
-	The SLA covers selective services of the overlay network which require QoS support in underlay network. The rest of the overlay network traffic could be handled in best efforts basis by underlay network.
-	The SLA between the overlay network and the underlay network includes a mapping between DSCP values of the IPsec Child SAs and the QoS requirement of the overlay network services. The QoS requirement includes the QoS parameters described in clause 5.7.2 that are necessary (e.g. 5QI, ARP, etc.) during the network-initiated QoS modification in underlay network. In order to facilitate the SLA the suggested a guidancedetails of the mapping i between DSCP values of the IPSec Child SA and QoS requirement of the overlay network services is  described in TS 29.513 [x]. 
-	The SLA also includes an association between the underlay network UE identity(e.g. GPSI), the overlay network N3IWF IP address and the DSCP values of the IPsec Child SAs for the selective services of the overlay network.
-	The NAS signalling from the AMF in the overaly network to the UE is carryied between the N3IWF’s overlay network  and the UE within NWu in the signalling IPsec SA , i.e in the first Child SA as defined in TS 23.502 clause 4.12.2.2 and in TS 24.502 clause 7.3.2. The DSCP marking of this first Child SA is not based on QoS information from PCF since it does not corresponds to user plane traffic from UPF in overlay network, so it is based on configuration in the N3WIF. In order to perform the suitable management of this child SA carrying the signalling IPsec SA (including transport of NAS massages) in the underlay network, it is reccomended that the SLA also includes indication of the mapping of the DSCP used for the signalling IPsec SA (the first child SA) with the corresponding QoS requirement of the overaly network, where this signalling IPsec SA is seen as user plane traffic from/to N6 interface.. 
-	The mapping agreed in SLA is configured at N3IWF of the overlay network and at the SMF/PCF of the underlay network.
-	When UE establishes a PDU Session in underlay network, the PCF in the underlay network installs PCC rules on the SMF which generates and installs PDR/URR on UPF. The PCC rules indicate the DSCP values of IPsec Child SAs of the overlay network which require QoS support by the underlay network, and the PCF is configured based on the agreed mapping in the SLA as described above. So, the UPF in the underlay network can detect packets of IPsec Child SAs corresponding to the overlay network services which require QoS support by the underlay network.
-	UE registers and establishes PDU Session in the overlay network via the User Plane connectivity established in the underlay network. When UE is accessing a specific service of overlay network, a QoS Flow in overlay network may be created, then N3IWF creates dedicated IPsec Child SA for each overlay network QoS Flow that requires underlay network QoS support.
-	N3IWF uses the QoS profile and the Session-AMBR it receives from SMF in overlay network along with the mapping table in the SLA to derive a specific DSCP value for the IPsec Child SA. UE (for UL)and N3IWF(for DL) will set the DSCP marking in the outer IP header accordingly.
-	The overlay network traffic between UE and N3IWF using the specific DSCP marking will be detected by the UPF in the underlay network, based on previous installed PDR/URR. The SMF and PCF in underlay network will be informed when the overlay network traffic is detected. Then the PCF installs new PCC rules on the SMF including the QoS parameters for handling of packets corresponding to specific IPsec Child SA, and the SMF generates a QoS profile that triggers the PDU Session Modification procedure as described in TS 23.502[3] clause 4.3.3. The QoS parameters are derived from the SLA mapping table based on the detected DSCP value.
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