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---Start of the 1st Change---

[bookmark: _Toc19177284][bookmark: _Toc27845021][bookmark: _Toc36186220][bookmark: _Toc45180151][bookmark: _Toc51765270][bookmark: _Toc51765744][bookmark: _Toc59094167]4.2.2	Network Functions and entities
The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.
-	Authentication Server Function (AUSF)
-	Access and Mobility Management Function (AMF)
-	Data Network (DN), e.g. operator services, Internet access or 3rd party services
-	Unstructured Data Storage Function (UDSF)
-	Network Exposure Function (NEF)
-	Network Repository Function (NRF)
-	Network Slice Selection Function (NSSF)
-	Policy Control Function (PCF)
-	Session Management Function (SMF)
-	Unified Data Management (UDM)
-	Unified Data Repository (UDR)
-	User Plane Function (UPF)
-	Application Function (AF)
-	User Equipment (UE)
-	(Radio) Access Network ((R)AN)
-	5G-Equipment Identity Register (5G-EIR)
-	Security Edge Protection Proxy (SEPP)
-	Network Data Analytics Function (NWDAF)
-	CHarging Function (CHF)
NOTE:	The functional description on architecture and principles of the CHF is specified in TS 32.240 [41].

---Start of the 2nd Change---

[bookmark: _Toc19177285][bookmark: _Toc27845022][bookmark: _Toc36186221][bookmark: _Toc45180152][bookmark: _Toc51765271][bookmark: _Toc51765745][bookmark: _Toc59094168]4.2.3	Non-roaming reference architecture
Figure 4.2.3-1 depicts the non-roaming reference architecture. Service-based interfaces are used within the Control Plane.




Figure 4.2.3-1: 5G System architecture
Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.


Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation
NOTE 1:	N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.
NOTE 2:	For the sake of clarity of the point-to-point diagrams, the UDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, UDR, NEF and NRF as necessary.
NOTE 3:	The UDM uses subscription data and authentication data and the PCF uses policy data that may be stored in UDR (refer to clause 4.2.5).
NOTE 4:	For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on data storage architectures refer to clause 4.2.5.
NOTE 5:	For clarity, the NWDAF and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams. For more information on network data analytics architecture refer to clause 4.2.9.
Figure 4.2.3-3 depicts the non-roaming architecture for UEs concurrently accessing two (e.g. local and central) data networks using multiple PDU Sessions, using the reference point representation. This figure shows the architecture for multiple PDU Sessions where two SMFs are selected for the two different PDU Sessions. However, each SMF may also have the capability to control both a local and a central UPF within a PDU Session.


Figure 4.2.3-3: Applying non-roaming 5G System architecture for multiple PDU Session in reference point representation
Figure 4.2.3-4 depicts the non-roaming architecture in the case of concurrent access to two (e.g. local and central) data networks is provided within a single PDU Session, using the reference point representation.


Figure 4.2.3-4: Applying non-roaming 5G System architecture for concurrent access to two (e.g. local and central) data networks (single PDU Session option) in reference point representation
Figure 4.2.3-5 depicts the non-roaming architecture for Network Exposure Function, using reference point representation.


Figure 4.2.3-5: Non-roaming architecture for Network Exposure Function in reference point representation
NOTE 1:	In figure 4.2.3-5, Trust domain for NEF is same as Trust domain for SCEF as defined in TS 23.682 [36].
NOTE 2:	In figure 4.2.3-5, 3GPP Interface represents southbound interfaces between NEF and 5GC Network Functions e.g. N29 interface between NEF and SMF, N30 interface between NEF and PCF, etc. All southbound interfaces from NEF are not shown for the sake of simplicity.

---Start of the 3rd Change---
[bookmark: _Toc19177288][bookmark: _Toc27845025][bookmark: _Toc36186224][bookmark: _Toc45180155][bookmark: _Toc51765274][bookmark: _Toc51765748][bookmark: _Toc59094171][bookmark: _Toc20149637][bookmark: _Toc27846428][bookmark: _Toc36187552][bookmark: _Toc45183456][bookmark: _Toc47342298][bookmark: _Toc51768996][bookmark: _Toc59095346]4.2.6	Service-based interfaces
The 5G System Architecture contains the following service-based interfaces:
Namf:	Service-based interface exhibited by AMF.
Nsmf:	Service-based interface exhibited by SMF.
Nnef:	Service-based interface exhibited by NEF.
Npcf:	Service-based interface exhibited by PCF.
Nudm:	Service-based interface exhibited by UDM.
Naf:	Service-based interface exhibited by AF.
Nnrf:	Service-based interface exhibited by NRF.
Nnssf:	Service-based interface exhibited by NSSF.
Nausf:	Service-based interface exhibited by AUSF.
Nudr:	Service-based interface exhibited by UDR.
Nudsf:	Service-based interface exhibited by UDSF.
N5g-eir:	Service-based interface exhibited by 5G-EIR.
Nnwdaf:	Service-based interface exhibited by NWDAF.
Nchf:	Service-based interface exhibited by CHF.
NOTE:	The Service-based interface exhibited by CHF is defined in TS 32.240 [41].

---Start of the 4th Change---
[bookmark: _Toc19177289][bookmark: _Toc27845026][bookmark: _Toc36186225][bookmark: _Toc45180156][bookmark: _Toc51765275][bookmark: _Toc51765749][bookmark: _Toc59094172][bookmark: _Toc20149638][bookmark: _Toc27846429][bookmark: _Toc36187553][bookmark: _Toc45183457][bookmark: _Toc47342299][bookmark: _Toc51768997][bookmark: _Toc59095347]4.2.7	Reference points
The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the AMF.
N2:	Reference point between the (R)AN and the AMF.
N3:	Reference point between the (R)AN and the UPF.
N4:	Reference point between the SMF and the UPF.
N6:	Reference point between the UPF and a Data Network.
NOTE 1:	The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network are not specified in this Release of the specification.
N9:	Reference point between two UPFs.
The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.
N5:	Reference point between the PCF and an AF.
N7:	Reference point between the SMF and the PCF.
N8:	Reference point between the UDM and the AMF.
N10:	Reference point between the UDM and the SMF.
N11:	Reference point between the AMF and the SMF.
N12:	Reference point between AMF and AUSF.
N13:	Reference point between the UDM and Authentication Server function the AUSF.
N14:	Reference point between two AMFs.
N15:	Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).
N17:	Reference point between AMF and 5G-EIR.
N18:	Reference point between any NF and UDSF.
N22:	Reference point between AMF and NSSF.
N23:	Reference point between PCF and NWDAF.
N24:	Reference point between the PCF in the visited network and the PCF in the home network.
N27:	Reference point between NRF in the visited network and the NRF in the home network.
N31:	Reference point between the NSSF in the visited network and the NSSF in the home network.
NOTE 2: in some cases, a couple of NFs may need to be associated with each other to serve a UE.
In addition to the reference points above, there are interfaces/reference point(s) between SMF and the CHF. The reference point(s) are not depicted in the architecture illustrations in this specification.
NOTE 3:	voidThe functionality of these interface/reference points are defined in TS 32.240 [41].
N32:	Reference point between SEPP in the visited network and the SEPP in the home network.
NOTE 4:	The functionality of N32 reference point is defined in TS 33.501 [29].
N33:	Reference point between NEF and AF.
N34:	Reference point between NSSF and NWDAF.
N35:	Reference point between UDM and UDR
N36:	Reference point between PCF and UDR.
N37:	Reference point between NEF and UDR
N40:	Reference point between SMF and the CHF.
NOTE 5:	The reference points from N40 up to and including N49 are reserved for allocation and definition in TS 23.503 [45].
N50:	Reference point between AMF and the CBCF.
NOTE 6:	The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].
The reference points to support SMS over NAS are listed in clause 4.4.2.2.
The reference points to support Location Services are listed in clause 4.4.4.2.

---Start of the 5th Change---
[bookmark: _Toc19177393][bookmark: _Toc27845130][bookmark: _Toc36186329][bookmark: _Toc45180260][bookmark: _Toc51765379][bookmark: _Toc51765853][bookmark: _Toc59094276]5.6.2	Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.
N1 related interaction with SMF is as follows:
-	The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU Session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	The serving PLMN ensures that subsequent SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	SMF handles the Session management part of NAS signalling exchanged with the UE.
-	The UE shall only initiate PDU Session Establishment in RM-REGISTERED state.
-	When a SMF has been selected to serve a specific PDU Session, AMF has to ensure that all NAS signalling related with this PDU Session is handled by the same SMF instance.
-	Upon successful PDU Session Establishment, the AMF and SMF stores the Access Type that the PDU Session is associated.
N11 related interaction with SMF is as follows:
-	The AMF reports the reachability of the UE based on a subscription from the SMF, including:
-	The UE location information with respect to the area of interest indicated by the SMF.
-	The SMF indicates to AMF when a PDU Session has been released.
-	Upon successful PDU Session Establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause 5.21.
N2 related interaction with SMF is as follows:
-	Some N2 signalling (such as handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU Session ID in N2 signalling.
-	SMF shall provide PDU Session Type together with PDU Session ID to NG-RAN, in order to facilitate NG-RAN to apply suitable header compression mechanism to packet of different PDU type. Details refer to TS 38.413 [34].
N3 related interaction with SMF is as follows:
-	Selective activation and deactivation of UP connection of existing PDU Session is defined in clause 5.6.8.
N4 related interaction with SMF is as follows:
-	When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU Session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF
The AMF is responsible of selecting the SMF per procedures described in clause 6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM to send it to the (R)AN as defined in clause 5.7.2
AMF-SMF interactions to support LADN are defined in clause 5.6.5.
In order to support charging data collection and to fulfill regulatory requirement (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228 [15]) related with with the set-up, modification and release of IMS Voice calls or with SMS transfer the following applies
-	At the time of the PDU Session Establishment, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF.
-	When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the UP connection activation of a PDU Session, the AMF provides any User Location Information it has received from the 5G-AN as well as the Access Type (3GPP - Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF also provides the corresponding UE Time Zone. In addition, in order to fulfill regulatory requirement (i.e. providing Network Provided Location Information (NPLI), as defined in TS 23.228 [15]) when the access is non-3GPP, the AMF may also provide the last known 3GPP access User Location Information with its age, if the UE is still attached to the same AMF for 3GPP access (i.e. valid User Location Information).
The User Location Information, the access type and the UE Time Zone may be further provided by SMF to PCF. The PCF may get this information from the SMF in order to provide NPLI to applications (such as IMS) that have requested it.
The User Location Information may correspond to
-	In the case of a 3GPP access: Cell-Id. The AMF includes only the Primary Cell-Id even if it had received also the Cell-Id of the Primary cell in the Secondary RAN node from NG-RAN.
-	In the case of non-3GPP access: a UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
When the SMF receives a request to provide Access Network Information reporting while there is no action to carry out towards the 5G-AN or the UE (e.g. no QoS flow to create / Update / modify), the SMF may request User Location Information from the AMF.

---Start of the 6th Change---
[bookmark: _Toc19177397][bookmark: _Toc27845134][bookmark: _Toc36186333][bookmark: _Toc45180264][bookmark: _Toc51765383][bookmark: _Toc51765857][bookmark: _Toc59094280]5.6.4.2	Usage of an UL Classifier for a PDU Session
In the case of PDU Sessions of type IPv4 or IPv6 or IPv4v6 or Ethernet, the SMF may decide to insert in the data path of a PDU Session an "UL CL" (Uplink classifier). The UL CL is a functionality supported by an UPF that aims at diverting (locally) some traffic matching traffic filters provided by the SMF. The insertion and removal of an UL CL is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU Session a UPF supporting the UL CL functionality during or after the PDU Session Establishment, or to remove from the data path of a PDU Session a UPF supporting the UL CL functionality after the PDU Session Establishment. The SMF may include more than one UPF supporting the UL CL functionality in the data path of a PDU Session.
The UE is unaware of the traffic diversion by the UL CL, and does not involve in both the insertion and the removal of UL CL. In the case of a PDU Session of IPv4 or IPv6 or IPv4v6 type, the UE associates the PDU Session with either a single IPv4 address or a single IPv6 Prefix or both of them allocated by the network.
When an UL CL functionality has been inserted in the data path of a PDU Session, there are multiple PDU Session Anchors for this PDU Session. These PDU Session Anchors provide different access to the same DN. In the case of a PDU Session of IPv4 or IPv6 or IPv4v6 type, only one PDU Session Anchor is IP anchor point for the IPv4 address and/or IPv6 prefix of the PDU Session provided to the UE.
NOTE 0:	The mechanisms for packet forwarding on the N6 reference point between the PDU Session Anchor providing local access and the DN are outside the scope of this specification.
The UL CL provides forwarding of UL traffic towards different PDU Session Anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU Session Anchors on the link towards the UE. This is based on traffic detection and traffic forwarding rules provided by the SMF.
The UL CL applies filtering rules (e.g. to examine the destination IP address/Prefix of UL IP packets sent by the UE) and determines how the packet should be routed. The UPF supporting an UL CL may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (Session-AMBR per PDU Session).
NOTE 1:	The UPF supporting an UL CL may also support a PDU Session Anchor for connectivity to the local access to the data network (including e.g. support of tunnelling or NAT on N6). This is controlled by the SMF.
Additional UL CLs (and thus additional PDU Session Anchors) can be inserted in the data path of a PDU Session to create new data paths for the same PDU Session. The way to organize the data path of all UL CLs in a PDU Session is up to operator configuration and SMF logic and there is only one UPF supporting UL CL connecting to the (R)AN via N3 interface.
The insertion of an ULCL in the data path of a PDU Session is depicted in Figure 5.6.4.2-1.


Figure 5.6.4.2-1 User plane Architecture for the Uplink Classifier
NOTE 2:	It is possible for a given UPF to support both the UL CL and the PDU Session Anchor functionalities.

---Start of the 7th Change---
[bookmark: _Toc19177398][bookmark: _Toc27845135][bookmark: _Toc36186334][bookmark: _Toc45180265][bookmark: _Toc51765384][bookmark: _Toc51765858][bookmark: _Toc59094281]5.6.4.3	Usage of IPv6 multi-homing for a PDU Session
A PDU Session may be associated with multiple IPv6 prefixes. This is referred to as multi-homed PDU Session. The multi-homed PDU Session provides access to the Data Network via more than one PDU Session Anchor. The different user plane paths leading to the different PDU Session Anchors branch out at a "common" UPF referred to as a UPF supporting "Branching Point" functionality. The Branching Point provides forwarding of UL traffic towards the different PDU Session Anchors and merge of DL traffic to the UE i.e. merging the traffic from the different PDU Session Anchors on the link towards the UE.
The UPF supporting a Branching Point functionality may also be controlled by the SMF to support traffic measurement for charging, traffic replication for LI and bit rate enforcement (Session-AMBR per PDU Session). The insertion and removal of a UPF supporting Branching Point is decided by the SMF and controlled by the SMF using generic N4 and UPF capabilities. The SMF may decide to insert in the data path of a PDU Session a UPF supporting the Branching Point functionality during or after the PDU Session Establishment, or to remove from the data path of a PDU Session a UPF supporting the Branching Point functionality after the PDU Session Establishment.
Multi homing of a PDU Session applies only for PDU Sessions of IPv6 type. When the UE requests a PDU Session of type "IPv4v6" or "IPv6" the UE also provides an indication to the network whether it supports a Multi-homed IPv6 PDU Session.
The use of multiple IPv6 prefixes in a PDU Session is characterised by the following:
-	The UPF supporting a Branching Point functionality is configured by the SMF to spread the UL traffic between the IP anchors based on the Source Prefix of the PDU (which may be selected by the UE based on routing information and preferences received from the network).
-	IETF RFC 4191 [8] is used to configure routing information and preferences into the UE to influence the selection of the source Prefix.
NOTE 1:	This corresponds to Scenario 1 defined in IETF RFC 7157 [7] "IPv6 Multi-homing without Network Address Translation". This allows to make the Branching Point unaware of the routing tables in the Data Network and to keep the first hop router function in the IP anchors.
-	The multi-homed PDU Session may be used to support make-before-break service continuity to support SSC mode 3. This is illustrated in Figure 5.6.4.3-1.
-	The multi-homed PDU Session may also be used to support cases where UE needs to access both a local service (e.g. local server) and a central service (e.g. the internet), illustrated in Figure 5.6.4.3-2.
-	The UE shall use the method specified in TS 23.502 [3], clause 4.3.5.3, to determine if a multi-homed PDU Session is used to support the service continuity case shown in Figure 5.6.4.3-1, or if it is used to support the local access to DN case shown in Figure 5.6.4.3-2.


Figure 5.6.4.3-1: Multi-homed PDU Session: service continuity case
NOTE 2:	It is possible for a given UPF to support both the Branching Point and the PDU Session Anchor functionalities.


Figure 5.6.4.3-2: Multi-homed PDU Session: local access to same DN
NOTE 3:	It is possible for a given UPF to support both the Branching Point and the PDU Session Anchor functionalities.

---Start of the 8th Change---
[bookmark: _Toc19177425][bookmark: _Toc27845162][bookmark: _Toc36186361][bookmark: _Toc45180292][bookmark: _Toc51765411][bookmark: _Toc51765885][bookmark: _Toc59094308]5.7.1.6	DL traffic
The following characteristics apply for processing of DL traffic:
-	UPF maps User Plane traffic to QoS Flows based on the PDRs.
-	UPF performs Session-AMBR enforcement as specified in clause 5.7.1.8 and performs counting of packets for charging.
-	UPF transmits the PDUs of the PDU Session in a single tunnel between 5GC and (R)AN, the UPF includes the QFI in the encapsulation header. In addition, UPF may include an indication for Reflective QoS activation in the encapsulation header.
-	UPF performs transport level packet marking in DL on a per QoS Flow basis. The UPF uses the transport level packet marking value provided by the SMF (as described in clause 5.8.2.7).
-	(R)AN maps PDUs from QoS Flows to access-specific resources based on the QFI and the associated 5G QoS profile, also taking into account the N3 tunnel associated with the DL packet.
NOTE:	Packet Filters are not used for the mapping of QoS Flows onto access-specific resources in (R)AN.
-	If Reflective QoS applies, the UE creates a new derived QoS rule as defined in clause 5.7.5.2.

---Start of the 9th Change---
[bookmark: _Toc19177426][bookmark: _Toc27845163][bookmark: _Toc36186362][bookmark: _Toc45180293][bookmark: _Toc51765412][bookmark: _Toc51765886][bookmark: _Toc59094309]5.7.1.7	UL Traffic
Following characteristics apply for processing of UL traffic:
-	UE uses the stored QoS rules to determine mapping between UL User Plane traffic and QoS Flows. UE marks the UL PDU with the QFI of the QoS rule containing the matching Packet Filter and transmits the UL PDUs using the corresponding access specific resource for the QoS Flow based on the mapping provided by (R)AN. For NG-RAN, the UL behaviour is specified in TS 38.300 [27] clause 10.5.2.
-	(R)AN transmits the PDUs over N3 tunnel towards UPF. When passing an UL packet from (R)AN to CN, the (R)AN includes the QFI value, in the encapsulation header of the UL PDU, and selects the N3 tunnel.
-	(R)AN performs transport level packet marking in the UL on a per QoS Flow basis with a transport level packet marking value that is determined based on the 5QI, the Priority Level (if explicitly signalled) and the ARP priority level of the associated QoS Flow.
-	UPF verifies whether QFIs in the UL PDUs are aligned with the QoS Rules provided to the UE or implicitly derived by the UE in the case of Reflective QoS).
-	UPF and UE perform Session-AMBR enforcement as specified in clause 5.7.1.8 and the UPF performs counting of packets for charging.

---Start of the 10th Change---
[bookmark: _Toc19177427][bookmark: _Toc27845164][bookmark: _Toc36186363][bookmark: _Toc45180294][bookmark: _Toc51765413][bookmark: _Toc51765887][bookmark: _Toc59094310]5.7.1.8	AMBR/MFBR enforcement and rate limitation
For UL Classifier PDU Sessions, UL and DL Session-AMBR (see clause 5.7.2.6) shall be enforced in the SMF selected UPF that supports the UL Classifier functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
For multi-homed PDU Sessions, UL and DL Session-AMBR shall be enforced in the UPF that supports the Branching Point functionality. In addition, the DL Session-AMBR shall be enforced separately in every UPF that terminates the N6 interface (i.e. without requiring interaction between the UPFs) (see clause 5.6.4).
NOTE:	The DL Session-AMBR is enforced in every UPF terminating the N6 interface to reduce unnecessary transport of traffic which may be discarded by the UPF performing the UL Classifier/Branching Point functionality due to the amount of the DL traffic for the PDU Session exceeding the DL Session-AMBR. Discarding DL packets in the UL Classifier/Branching Point could cause erroneous PDU counting for support of charging
The (R)AN shall enforce UE-AMBR (see clause 5.7.2.6) in UL and DL per UE for Non-GBR QoS Flows.
The UE shall perform UL rate limitation on PDU Session basis for Non-GBR traffic using Session-AMBR, if the UE receives a Session-AMBR.
MBR per SDF is mandatory for GBR QoS Flows but optional for Non-GBR QoS Flows. The MBR is enforced in the UPF.
The MFBR is enforced in the UPF in the Downlink for GBR QoS Flows. The MFBR is enforced in the (R)AN in the Downlink and Uplink for GBR QoS Flows. For non-3GPP access, the UE should enforce MFBR in the Uplink for GBR QoS Flows.
The QoS control for Unstructured PDUs is performed at the PDU Session level and in this Release of the specification there is only support for maximum of one 5G QoS Flow per PDU Session of Type Unstructured.
When a PDU Session is set up for transferring unstructured PDUs, SMF provides the QFI which will be applied to any packet of the PDU Session to the UPF and UE.
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User Plane Function(s) handle the user plane path of PDU Sessions. 3GPP specifications support deployments with a single UPF or multiple UPFs for a given PDU Session. UPF selection is performed by SMF. The details of UPF selection is described in clause 6.3.3. The number of UPFs supported for a PDU Session is unrestricted.
For IPv4 or IPv6 or IPv4v6 type PDU Sessions, the PDU Session Anchor may be IP anchor point of the IP address/prefix allocated to the UE. For an IPv4 type PDU Session or an IPv6 type PDU Session without multi-homing or an IPv4v6 type PDU Session, when multiple PDU Session Anchors are used (due to UL CL being inserted), only one PDU Session Anchor is the IP anchor point for the PDU Session. For an IPv6 multi-homed PDU Session there are multiple IP (IPv6) anchor points as described in clause 5.6.4.3.
If the SMF had requested the UPF to proxy ARP or IPv6 Neighbour Solicitation for an Ethernet DNN, the UPF should respond to the ARP or IPv6 Neighbour Solicitation Request, itself.
Deployments with one single UPF used to serve a PDU Session do not apply to the Home Routed case and may not apply to the cases described in clause 5.6.4.
Deployments where a UPF is controlled either by a single SMF or multiple SMFs (for different PDU Sessions) are supported.
UPF traffic detection capabilities may be used by the SMF in order to control at least following features of the UPF:
-	Traffic detection (e.g. classifying traffic of IP type, Ethernet type, or unstructured type)
-	Traffic reporting (e.g. allowing SMF support for charging).
-	QoS enforcement (The corresponding requirements are defined in clause 5.7).
-	Traffic routing (e.g. as defined in clause 5.6.4. for UL CL or IPv6 multi-homing).
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Triggered by the PCC rules received from the PCF or preconfigured information available at SMF, as well as from the CHF for online charging via Credit-Control session mechanisms, the SMF shall provide Usage Reporting Rules to the UPF for controlling how usage reporting is performed.
The SMF shall request the report of the relevant usage information for Usage Monitoring, based on Monitoring Keys and triggers which are specified in TS 23.503 [45]. Each Usage Reporting Rule requested for usage monitoring control is associated with the PDR(s) whose traffic is to be accounted under this rule. The SMF shall generate the Usage Reporting Rule for each Monitoring-key within the active PCC Rule(s), either preconfigured or received from the PCF, and also shall keep the mapping between them. Multiple different Usage Reporting Rules may be associated with the same PDR.
The SMF shall request the report of the relevant usage information for offline and online charging, based on Charging keys and additional triggers which are specified in TS 32.240 [41]. Each Usage Reporting Rule requested for offline or online charging is associated with the PDR(s) whose traffic is to be accounted under this rule. The SMF shall generate the Usage Reporting Rule for each Charging key and Sponsor Identity (if applicable) within the active PCC Rule(s), either preconfigured or received from the PCF and also shall keep the mapping between them. Multiple Usage Reporting Rules may be associated with the same PDR.
The SMF function shall also provide reporting trigger events to the UPF for when to report usage information. The reporting trigger events (e.g. triggers, threshold information etc.) shall be supported for the PDU Session level reporting as well as on Rule level basis as determined by the SMF. The triggers may be provided as a volume, time or event to cater for the different charging/usage monitoring models supported by the TS 23.503 [45] for usage monitoring and by TS 32.240 [41] for offline and online charging. The SMF shall decide on the thresholds value(s) based on allowance received from PCF, CHF or based on local configuration. Other parameters for instructing the UPF to report usage information are defined in TS 29.244 [65].
When the PCC Rule attribute Service Data flow handling while requesting credit (specified in TS 23.503 [45]) indicates "non-blocking", the SMF shall request the report of the relevant usage information for the Charging key and Sponsor Identity (if applicable) and provide a default threshold value to the UPF while waiting for the credit from the CHF.
In some cases, the same Usage Reporting Rule can be used for different purposes (for both usage monitoring and charging), e.g. in the case that the same set of PDR(s), measurement method, trigger event, threshold, etc. apply. Similarly a reported measurement can be used for different purposes by the SMF.
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The UPF shall support reporting of usage information to the SMF. The UPF shall be capable to support reporting based on different triggers, including:
-	Periodic reporting with period defined by the SMF.
-	Usage thresholds provided by the SMF.
-	Report on demand received from the SMF.
The SMF shall make sure that the multiple granularity levels required by the reporting keys in the Usage Reporting rules satisfy the following aggregation levels without requiring a knowledge of the granularity levels by the UPF:
-	PDU Session level reporting;
-	Traffic flow (for both charging and usage monitoring) level reporting as defined by the reporting keys in the Usage Reporting Rule (see the description above).
Based on the mapping between Monitoring key and PCC rule stored at the SMF, the SMF shall combine the reported information with session and subscriber related information which is available at the SMF, for Usage Monitoring reporting over the corresponding Npcf interface (N7 reference point).
Based on the mapping between Charging key and Sponsor Identity (if applicable) and PCC rule stored at the SMF, the SMF shall combine the reported information with session and subscriber related information which is available at the SMF, for offline and online charging reporting over the corresponding charging interfaces.
This functionality is specified in TS 32.240 [41].
The usage information shall be collected in the UPF and reported to the SMF as defined in 5.8.2.6, based on Monitoring Keys and triggers which are specified in TS 23.503 [45]. 
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The following table describes the Usage Reporting Rule (URR) that defines how a packet shall be accounted as well as when and how to report the measurements.
Table 5.8.2.11.5-1: Attributes within Usage Reporting Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this URR
	

	Rule ID
	Unique identifier to identify this information.
	Used by UPF when reporting usage.

	Reporting triggers
	One or multiple of the events can be activated for the generation and reporting of the usage report.
	Applicable events include:
-	Start/stop of traffic detection with/without application instance identifier and deduced SDF filter reporting; Deletion of last PDR for a URR; Periodic measurement threshold reached; Volume/Time/Event measurement threshold reached; Immediate report requested; Measurement of incoming UL traffic; Measurement of discarded DL traffic; MAC address reporting in the UL traffic.

	Periodic measurement threshold 
	Defines the point in time for sending a periodic report for this URR (e.g. timeofday).
	This allows generation of periodic usage report for e.g. offline charging.
It can also be used for realizing the Monitoring time of the usage monitoring feature.
It can also be used for realizing the Quota-Idle-Timeout, i.e. to enable the CP function to check whether any traffic has passed during this time.

	Volume measurement threshold
	Value in terms of uplink and/or downlink and/or total byte-count when the measurement report is to be generated.
	

	Time measurement threshold
	Value in terms of the time duration (e.g. in seconds) when the measurement report is to be generated.
	

	Event measurement threshold
	Number of events (identified according to a locally configured policy) after which the measurement report is to be generated.
	

	Inactivity detection time

	Defines the period of time after which the time measurement shall stop, if no packets are received.
	Timer corresponding to this duration is restarted at the end of each transmitted packet.

	Event based reporting
	Points to a locally configured policy which is identifies event(s) trigger for generating usage report.
	

	Linked URR ID(s)
	Points to one or more other URR ID.
	This enables the generation of a combined Usage Report for this and other URRs by triggering their reporting. See clause 5.2.2.4, TS 29.244 [65].

	Measurement Method
	Indicates the method for measuring the network resources usage, i.e. the data volume, duration, combined volume/duration, or event.
	

	Measurement information
	Indicates specific conditions to be applied for measurements
	It is used to request:
-	measurement before QoS enforcement, and/or
-	to pause or set to active a measurement as for the Pause of charging described in clause 4.4.4 of TS 23.502 [3], and/or
-	to request reduced reporting for application start/stop events.
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The 5GC charging supports controlcollection and reporting of charging information for network resource usage, as defined in TS 32.240 [41]. The CHF and the Nchf service interfaces of the CHF are defined in TS 32.290 [67]TS 32.240 [41].
The SMF supports the interactions towards the charging system, as defined in TS 32.255 [68]TS 32.240 [41]. The UPF supports functionality to collect and report usage data to SMF. The N4 reference point supports the SMF control of the UPF collection and reporting of usage data. 
The SMSF supports interactions towards the charging system, as defined in TS 32.274 [78].
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The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:
-	Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.
-	UE IP address allocation & management (including optional Authorization).
-	DHCPv4 (server and client) and DHCPv6 (server and client) functions.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The SMF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Selection and control of UP function, including controlling the UPF to proxy ARP or IPv6 Neighbour Discovery, or to forward all ARP/IPv6 Neighbour Solicitation traffic to the SMF, for Ethernet PDU Sessions.
-	Configures traffic steering at UPF to route traffic to proper destination.
-	Termination of interfaces towards Policy control functions.
-	Lawful intercept (for SM events and interface to LI System).
-	Charging data control, collection and support of charging interfaces.
-	Control and coordination of charging data collection at UPF.
-	Termination of SM parts of NAS messages.
-	Downlink Data Notification.
-	Initiator of AN specific SM information, sent via AMF over N2 to AN.
-	Determine SSC mode of a session.
-	Roaming functionality:
-	Handle local enforcement to apply QoS SLAs (VPLMN).
-	Charging data control, collection and charging interface (VPLMN).
-	Lawful intercept (in VPLMN for SM events and interface to LI System).
-	Support for interaction with external DN for transport of signalling for PDU Session authentication/authorization by external DN.
NOTE:	Not all of the functionalities are required to be supported in a instance of a Network Slice.
In addition to the functionalities of the SMF described above, the SMF may include policy related functionalities as described in clause 6.2.2 in TS 23.503 [45].
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The CHF discovery and selection function is supported by the SMF, the SMSF and the PCF. It is used by the SMF to select a CHF that manages the online charging or offline charging for a PDU Session of a subscriber. It is used by the SMSF to select a CHF that manages the online charging or offline charging for the SMS over NAS transactions of a subscriber. It is used by the PCF to select a CHF that manages the spending limits for a PDU Session of a subscriber.
For the PCF selection, the address(es) of the CHF, including the Primary CHF address and the Secondary CHF address, may be:
-	stored in the UDR as part of the PDU Session policy control subscription information as defined in clause 6.2.1.3 of TS 23.503 [45].
-	locally configured in the PCF based on operator policies.
-	discovered using NRF as described in in clause 6.1 of TS 32.290 [67].
The CHF address(es) retrieved from the UDR takes precendence over the locally configured CHF address(es). If no CHF adddress(es) are available at the PCF, then the PCF utilizes the NRF to discover the CHF address(es).
To enable the SMF to select the same CHF that is selected by the PCF for a PDU Session, the PCF provides the selected CHF address(es) in the PDU Session related policy information to the SMF as described in Table 6.4-1 of TS 23.503 [45] and the SMF applies them as defined in clause 5.1.8 of TS 32.255 [68]. Otherwise, the SMF selection of the CHF as defined in clause 5.1.8 of TS 32.255 [68] applies.

---End of Changes---
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