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[bookmark: _Toc50467039][bookmark: _Toc50468383][bookmark: _Toc50468653][bookmark: _Toc50468924][bookmark: _Toc50630899][bookmark: _Toc54944249][bookmark: _Toc54945725][bookmark: _Toc54946112][bookmark: _Toc57104911][bookmark: _Toc57105295][bookmark: _Toc57106640][bookmark: _Toc59102407]The text below inherits from TR 23.748 § 7.1.5	Evaluation for Key Issue #1: Solutions for Distributed Anchors.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.548 as follows

FIRST CHANGE all text is new
[bookmark: _Toc60733168]6.2.2.2	EAS discovery procedure procedure 	Comment by HW_Hui_d1: We should keep original title to fit with the whole skeleton. 6.2.2 is for Distributed anchor case only.
In order to provide a translation of the FQDN of an EAS into the address of an EAS as close as possible to the UE (where closeness relates to IP forwarding distance) the DNS system may use following information:
- 	The source IP address of the DNS query, and/or,
-	Complementary IP addressing information added in the DNS request:  a DNS ECS header (as defined in RFC 7871 [xx])
NOTE 1: 	The mechanisms described in this clause require the corresponding resolution support by the Authoritative (DNS) name server. Many Authoritative (DNS) Name servers already today return different responses based on the perceived topological location of the user, either using the source IP address of the DNS query or ECS when received according to RFC 7871 [xx]. If the Authoritative (DNS) Name server does not support such mechanisms, complementary application layer mechanisms may be needed to reselect EAS based on the source IP address of the user application traffic.
The EAS discovery based on IP addressing information within the DNS query described in this clause is applicable to the 3 connectivity models described in clause 4.3 : Distributed Anchor Point, Session Breakout and Multiple PDU Sessions; 	Comment by HW_Hui_d1: Session breakout is in 6.2.1 not this clause.	Comment by LTHBM1: I know, are we going to repeat almost the same text
-	in case of Distributed Anchor Point or Multiple PDU Sessions the SMF can enforce that the PSA is local, 	Comment by LTHBM1: This applies to distributed anchor
-	in case of Session Breakout, the SMF can ensure that DNS requests from the UE targetting an EAS are handled by an EASDF (as decribed in clause) or are relayed via a local PSA that enforces NAT (thus the IP address of the DNS request refers to the local PSA) or are relayed via a local DNS resolver 
NOTE 2: 	A PSA (PDU Session Anchor) is the UPF feature associated with the interface between a PDU Session and the Data Network. It is defined in TS 23.501 [2]).	Comment by HW_Hui_d1: No need to redefine the PSA. we can direct reuse the terms in 501/503 as per skeleton proposal.
[bookmark: _GoBack]NOTE 3:	The considerations in Annex X for EAS (re)discovery apply if the OS, user or applications override the operator-provided DNS settings.	Comment by HW_Hui_d1: This can be highlighted in general part in future meeting since it's common for all models.
In order to provide addressing information to the DNS system that is related to the UE topological location, Wwhen a DNS request is sent via a the lLocal PSA UPF,
-	and either the DNS request is relayed by a resolved by a DNS resolver: the DNS resolver may that adds a DNS ECS header that may be built based  on a locally pre-configured value or based on the source IP address of the DNS request; then the Authoritative DNS server may take into account the DNS ECS header, or
-	and the DNS request is directly sent to an Authoritativeresolved by a DNS server that is close to the PSA: the Authoritative DNS server may take into account the source IP address of the DNS query.  
The EAS discovery based on IP addressing information within the DNS query has no impact on the Application itself and keeps UE unaware of the application deployment (at edge or at central DN) and of application ownership (e.g. whether the EAS is owned by the Serving network  or by a third party). 
The UE IP address may be subject to privacy restrictions, in which case, the UE IP address shall not be sent to authoritative DNS or DNS resolvers outside the network operator, be it within ECS or as UE source IP address. In this case, UE source IP address may in this case be hidden by NATing the DNS request.
NOTE 2: 	Hiding the IP address applies to the ECS header and to the source IP address of the DNS request.



NEXT CHANGE (2)

[bookmark: _Toc60733152]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System".
[5]	3GPP TS 23.558: "Architecture for enabling Edge Applications (EA)".

[xx]	IETF RFC 7871: "Client Subnet in DNS Queries".

End of changes
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