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This CR supports stage 1 requirements, TS 22.153, clause 9.3.1:
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· MPS for DTS for an authorized Service User using a UE with a subscription for MPS, and
· MPS for DTS for an authorized Service User using a UE that does not have an MPS subscription.

TS 23.501 currently does not support MPS for DTS.
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FIRST CHANGE
[bookmark: _Toc20149965]5.16.5	Multimedia Priority Services
TS 22.153 [24] specifies the service requirements for Multimedia Priority Service (MPS). MPS allows Service Users (as per TS 22.153 [24]) priority access to system resources in situations such as during congestion, creating the ability to deliver or complete sessions of a high priority nature. Service Users are government-authorized personnel, emergency management officials and/or other authorized users. MPS supports priority sessions on an "end-to-end" priority basis.
MPS is based on the ability to invoke, modify, maintain and release sessions with priority, and deliver the priority media packets under network congestion conditions. MPS is supported in a roaming environment when roaming agreements are in place and where regulatory requirements apply.
NOTE 1:	If a session terminates on a server in the Internet (e.g. web-based service), then the remote end and the Internet transport are out of scope for this specification.
A Service User may use an MPS-subscribed UE or any other UE to obtain MPS. An MPS-subscribed UE obtains priority access to the Radio Access Network by using the Unified Access Control mechanism according to TS 22.261 [2]. This mechanism provides preferential access to UEs based on its assigned Access Identity. If an MPS-subscribed UE belongs to the special Access Identity as defined in TS 22.261 [2], the UE has preferential access to the network compared to ordinary UEs in periods of congestion.
MPS subscription allows users to receive priority services, if the network supports MPS. MPS subscription entitles a USIM with special Access Identity. MPS subscription includes indication for support of priority PDU connectivity service including MPS for Data Transport Service, and IMS priority service support for the end user. Priority level regarding QoS Flows and IMS are also part of the MPS subscription information. The usage of priority level is defined in TS 22.153 [24], TS 23.503 [45] and TS 23.228 [15].
[bookmark: _Hlk55754160]NOTE 2:	The term "Priority PDU connectivity services" is used to refer to 5G System functionality that corresponds to the functionality as provided by LTE/EPC Priority EPS bearer services in clause 4.3.18.3 of TS 23.401 [26]. 
MPS includes signalling priority and media priority. All MPS-subscribed UEs get priority for QoS Flows (e.g., used for IMS signalling) when established to the DN that is configured to have priority for a given Service User by setting MPS-appropriate values in the QoS profile in the UDM. 

Service Users are treated as On Demand MPS subscribers or not, based on regional/national regulatory requirements. On Demand service is based on Service User invocation/revocation explicitly and applied to the media QoS Flows being established. When not On Demand, MPS service does not require invocation, and provides priority treatment for all QoS Flows only to the DN that is configured to have priority for a given Service User after attachment to the 5G network.

MPS for Data Transport Service is an on-demand service that may be invoked/revoked by an authorized Service User using a UE with a subscription for MPS (i.e., according to its MPS profile), or using a UE that does not have a subscription for MPS (using methods not in scope of this specification).

[bookmark: _GoBack]MPS for Data Transport Service requires explicit invocation. The Service User invokes the service by communicating with an AF. The AF authorizes MPS for Data Transport Service requests. Upon successful authorization, the AF invokes/revokes Priority PDU connectivity service for MPS for Data Transport Service. The AF interacts with the PCF over N5 to request QoS modifications in the 5GC. 

When MPS for Data Transport Service is invoked, the AF interacts with the PCF to modify the QoS of the QoS Flow associated with the default QoS rule and other QoS Flows in accordance with operator policy and regulatory rules by means of local PCF configuration. 

NOTE 3:	According to regional/national regulatory requirements and operator policy, On-Demand MPS (including MPS for Data Transport Service) Service Users can be assigned the highest priority.
NOTE 4: If no configuration is provided, MPS for Data Transport Service applies only to the QoS Flow associated with the default QoS rule.
NOTE 5: 	MPS for DTS controls the priority of traffic on QoS Flows independent of the application(s) being used. Other mechanisms (e.g., Priority PDU connectivity service) can be used to control the priority of traffic on other QoS Flows under the control of specific data application(s), based on operator policy.
NOTE 6: 	MPS for Data Transport Service can be applied to any DNN other than the well-known DNN for IMS.
For MPS for Data Transport Service, the AF may also create an SDF for priority signaling between the UE and the AF (see clause 6.1.3.11 of TS 23.503 [45]).
Priority treatment is applicable to IMS based multimedia services and priority Priority PDU connectivity service including MPS for Data Transport Service.
Priority treatment for MPS includes priority message handling, including priority treatment during authentication, security, and Mobility Management procedures.
Priority treatment for MPS session requires appropriate ARP and 5QI (plus 5G QoS characteristics) setting for QoS Flows according to the operator's policy.
NOTE 46:	Use of QoS Flows for MPS with QoS characteristics signalled as part of QoS profile enables the flexible assignment of 5G QoS characteristics (e.g. priority level) for MPS.
When an MPS session is requested by a Service User, the following principles apply in the network:
-	QoS Flows employed in an MPS session shall be assigned ARP value settings appropriate for the priority level of the Service User.
-	Setting ARP pre-emption capability and vulnerability for MPS QoS Flows, subject to operator policies and depending on national/regional regulatory requirements.
-	Pre-emption of non-Service Users over Service Users during network congestion situation, subject to operator policy and national/regional regulations.
The terminating network identifies the priority of the MPS session and applies priority treatment, including paging with priority, to ensure that the MPS session can be established with priority to the terminating user (either a Service User or normal user). 
MPS priority mechanisms can be classified as subscription-related, invocation-related, and those applied to existing QoS Flows. Subscription related mechanisms, as described in clause 5.22.2, are further divided into two groups: those which are always applied and those which are conditionally applied. Invocation-related mechanisms, as described in clause 5.22.3, are further divided into three groups: those that apply for mobile originated SIP call/sessions, those that apply for mobile terminated SIP call/sessions, and those that apply for the Priority PDU connectivity services including MPS for Data Transport Service. Methods applied to existing QoS Flows focus on handover and congestion control and are described in clause 5.22.4.
NOTE 7: 	The network can hide its topology from the AF supporting MPS for Data Transport Service. At the same time, the UE needs to provide its locally known IP address to the AF supporting MPS for Data Transport Service to support interactions with the applicable PCF. Thus, there can be no NAT of the UE IP address between the UPF and the AF supporting MPS for Data Transport Service. 

SECOND CHANGE
[bookmark: _Toc20150044][bookmark: _Toc27846843]5.22.3	Invocation-related Priority Mechanisms
The generic mechanisms used based on invocation-related Priority Mechanisms for prioritised services are based an interaction with an Application Function Server and between the Application Server Function and the PCF over Rx/N5 interface, as described in TS 23.228 [15] clause 5.21 in the case of MPS using IMS. 
These mechanisms apply to mobile originated as well as mobile terminated SIP call/sessions (TS 23.228 [15], clause 5.21) and Priority PDU connectivity services including MPS for Data Transport Service. 
NOTE 1:	Clause 5.21 in TS 23.228 [15] is applicable to 5GS, with the understanding that the term PCRF corresponds to PCF in the 5GS.
Invocation-related mechanisms for Mobile Originations e.g. via SIP/IMS:
-	PCF: When an indication for a session arrives over the Rx/N5 Interface and the UE does not have priority for the signalling QoS Flow, the PCF derives the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, of the QoS Flow for Signalling as per Service Provider policy as specified in clause 6.1.3.11 of TS 23.503 [45].
-	PCF: For sessions such as MPS, when establishing or modifying a QoS Flow for media as part of the session origination procedure, the PCF selects the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to provide priority treatment to the QoS Flow(s).
-	PCF: When all active sessions to a particular DN are released, and the UE is not configured for priority treatment to that particular PDU Session for a DN, the PCF will downgrade the IMS Signalling QoS Flows from appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to those entitled by the UE based on subscription.
Invocation-related mechanisms for Mobile Terminations e.g. via SIP/IMS:
-	PCF: When an indication for a session arrives over the Rx/N5 Interface, mechanisms as described above for Mobile Originations are applied.
-	UPF: If an IP packet arrives at the UPF for a UE that is CM-IDLE, the UPF sends a "Data Notification" including the information to identify the QoS Flow for the DL data packet to the SMF, as specified in clause 4.2.3.3 of TS 23.502 [3].
-	SMF: If a " Data Notification" message arrives at the SMF for a QoS Flow associated with an ARP priority level value that is entitled for priority use, delivery of priority indication during the Paging procedure is provided by inclusion of the ARP in the N11 interface "N1N2MessageTransfer" message, as specified in clause 4.2.3.3 of TS 23.502 [3].
-	AMF: If an "N1N2MessageTransfer" message arrives at the AMF containing an ARP priority level value that is entitled for priority use, the AMF handles the request with priority and includes the "Paging Priority" IE in the N2 "Paging" message set to a value assigned to indicate that there is an IP packet at the UPF entitled to priority treatment, as specified in clause 4.2.3.3 of TS 23.502 [3].
-	SMF: For a UE that is not configured for priority treatment, upon receiving the "N7 Session Management Policy Modification" message from the PCF with an ARP priority level that is entitled for priority use, the SMF sends an "N1N2MessageTransfer" to update the ARP for the Signalling QoS Flows, as specified in clause 4.3.3.2 of TS 23.502 [3].
-	AMF: Upon receiving the "N1N2MessageTransfer" message from the SMF with an ARP priority level that is entitled for priority use, the AMF updates the ARP for the Signalling QoS Flows, as specified in clause 4.3.3.2 of TS 23.502 [3].
-	(R)AN: Inclusion of the "Paging Priority" in the N2 "Paging" message triggers priority handling of paging in times of congestion at the (R)AN as specified in clause 4.2.3.3 of TS 23.502 [3].
Invocation-related mechanisms for the Priority PDU connectivity services:
-	PCF: If the state of the Priority PDU connectivity services is modified from disabled to enabled, the QoS Flow(s) controlled by the Priority PDU connectivity services are established/modified to have the service appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, using the PDU Session Modification procedure as specified in clause 4.3.3 of TS 23.502 [3].
-	PCF: If the state of Priority PDU connectivity services is modified from enabled to disabled, the QoS Flow(s) controlled by the Priority PDU connectivity services are modified from Priority PDU connectivity service appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to those entitled by the UE as per subscription, using the PDU Session Modification procedure as specified in clause 4.3.3 of TS 23.502 [3].
Invocation-related mechanisms for MPS for Data Transport Service:

PCF: If the PCF, upon authorization of the change request, is informed by the AF that the state of MPS for DTS is modified from disabled to enabled, the QoS Flow(s) associated with the default QoS rule to a specific DNN and S-NSSAI (determined by the PCF based on configuration) are modified to have the service appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, using the PDU Session Modification procedure as specified in clause 4.3.3 of TS 23.502 [3]. 
-	PCF: If the PCF, upon authorization of the change request, is informed by the AF that the state of MPS for DTS is modified from enabled to disabled, the QoS Flow(s) associated with the default QoS rule to a specific DNN and S-NSSAI (determined by the PCF based on configuration) are modified from MPS for DTS appropriate settings of the ARP and 5QI parameters, plus associated QoS characteristics as appropriate, to those otherwise entitled by the UE e.g., as per subscription, using the PDU Session Modification procedure as specified in clause 4.3.3 of TS 23.502 [3]. 


-	MPS for Data Transport Service follows the same steps as those for Priority PDU connectivity services. The QoS Flows that will be subject to MPS for Data Transport Service are based on operator policy and regulations by means of local PCF configuration. 



NOTE 2:	If no configuration is provided, MPS for Data Transport Service applies to the QoS Flow associated with the default QoS rule.

THIRD AND LAST CHANGE
[bookmark: _Toc20150045][bookmark: _Toc27846844]5.22.4	QoS Mechanisms applied to established QoS Flows
Mechanisms applied to established QoS Flows:
-	(R)AN: QoS Flows requested in the Xn "Handover Request" or N2 "Handover Request" which are marked as entitled to priority by virtue of inclusion of an ARP value from the set allocated by the Service Provider for prioritised services are given priority over requests for QoS Flows which do not include an ARP from the set as specified in clause 4.9 of TS 23.502 [3].
-	SMF: Congestion management procedures in the SMF will provide priority to QoS Flows established for sessions during periods of extreme overload.  Prioritised services are exempt from any session management congestion controls. See clause 5.19.
-	AMF: Congestion management procedures in the AMF will provide priority to Mobility Management procedures required for the prioritised services during periods of extreme overload. Prioritised services are exempt from Mobility Restrictions and any Mobility Management congestion controls. See clauses 5.3.4.1.1 and 5.19.5.
-	QoS Flows whose ARP parameter is from the set allocated by the Service Provider for prioritised services' use shall be exempt from release during QoS Flow load rebalancing.
[bookmark: _Hlk491361240]-	(R)AN, UPF: IMS Signalling Packets associated with prioritised services' use are handled with priority.  Specifically, during times of severe congestion when it is necessary to drop packets on the IMS Signalling QoS Flow, or QoS flow supporting MPS for Data Transport Service signaling, to ensure network stability, these FEs shall drop packets not associated with priority signalling such as MPS or Mission Critical services before packets associated with priority signalling. See clauses 5.16.5 and 5.16.6.
-	(R)AN, UPF: During times of severe congestion when it is necessary to drop packets on a media QoS Flow to ensure network stability, these FEs shall drop packets not associated with priority sessions such as MPS or Mission Critical services before packets associated with priority sessions. See clauses 5.16.5 and 5.16.6. 
END OF CHANGES
