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	According to the conclusion of TR23.700-91 of FS_eNA_Ph2, the Analytic IDs for “User Data congestion”, “Data Dispersion”, “Service in use” and “Observed Service Experience” are proposed for the normative work for the KI#12, NWDAF-assisted RFSP policy. The conclusion also proposes a new analytics ID "WLAN performance" for the normative work for KI#8, UE data as an input for analytics generation.
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[Change -1] clause 5.3.11

Updated to include all the potential NWDAF analytics inputs into the PCF.

[Change-2] clause 6.1.1.3
Adding descriptions on PCF usage of NWDAF Analytics Id “User Data Congestion”, “Data Dispersion”, “Observed Service”, and “UE Communicaiton” and "WLAN performance" realated to RFSP index management.

Re-organize the structure of this clause. For PCF may use more than 1 analytics result to make one policy decision, while same analytics can be use for different policy decision under different circumstances, it is better to separate the part of PCF’S subcription to NWDAF from the part of PCF’s usage of the analytics. 

[Change-3] clause 6.1.2.1
Extend PCF’s consideration when selecting RFSP index with conclusions from KI#12, e.g., the service(s) UE consuming and the congestion situation in the network.

[Change-4] clause 6.1.2.2
How PCF can use WLAN performance analytics results to update WLANSP is clarified.
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* * * 1st Change * * * 
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The Nnwdaf enables the PCF to subscribe to and be notified on the following slice load level analytics:. The following information are notified by the NWDAF:
-	Slice Load Level 
-	Service Experience
-	Network Performance
-	Abnormal Behaviour
-	UE Mobility
-	UE Communication
-	User Data Congestion 
-	Data Dispersion
-	WLAN performance

-	Identifier of network slice instance;
-	Load level information of network slice instance.
NOTE:	How this information is used by the PCF is not standardized in this release of the specification.
The Nnwdaf enables the PCF to request or subscribe to and be notified on a "Slice Load Level" analytics including a slice instance load level. This is described in clause 6.3 of TS 23.288 [24]. 
The Nnwdaf enables the PCF to request or subscribe to and be notified on "Observed Service Experience" analytics (i.e. the average observed Service MoS) as described in clause 6.4 of TS 23.288 [24].
The Nnwdaf enables the PCF to request or subscribe to and be notified on "Network Performance analytics" as described in clause 6.6 of TS 23.288 [24].
The Nnwdaf enables the PCF to request or subscribe to and be notified on UE related analytics as described in clause 6.7 of TS 23.288 [24].
The Nnwdaf enables the PCF to request or subscribe to and be notified on an "Abnormal Behaviour" analytics. This is described in clause 6.7.5 of TS 23.288 [24]. 
The Nnwdaf enables the PCF to request or subscribe to and be notified on a "UE Mobility" analytics. This is described in clause 6.7.2 of TS 23.288 [24]. 
The Nnwdaf enables the PCF to request or subscribe to and be notified on a "UE Communication analytics". This is described in clause 6.7.3 of TS 23.288 [24]. 
The Nnwdaf enables the PCF to request or subscribe to and be notified on a "User Data Congestion" analytics in an area of interest. This is described in clause 6.8 of TS 23.288 [24]. 
The Nnwdaf enables the PCF to request or subscribe to "Dispersion Analytics". This is described in clause 6.x of TS 23.288 [24]. 
The Nnwdaf enables the PCF to request or subscribe to "WLAN performance". This is described in clause 6.x of TS 23.288 [24].
NOTE:	How this information may be used by the PCF is described in clause 6.1.1.3
The N23 reference point is defined for the interactions between NWDAF and PCF in the reference point representation.
* * * * 2nd  Change * * * * 

6.1.1.3	Policy decisions based on network analytics
Policy decisions based on network analytics allow PCF to perform policy decisions taking into account the analytics information provided by the NWDAF. The PCF subscribes/unsubscribes to Analytics information as defined in TS 23.288 [24].
The following Analytics IDs are relevant for Policy decisions: "Load level information", "Service Experience", "Network Performance" and, "Abnormal behaviour", "UE Mobility", "UE Communication", "User Data Congestion", "Data Dispersion" and "WLAN performance":. 
· The PCF may subscribe to notifications of network analytics related to "Load Level Information" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Load level information", the Analytics Filter "S-NSSAI and NSI ID" and the Analytics Reporting Information set to a load level threshold value. The PCF is notified when the load level of the Network Slice Instance reaches the threshold., and then the PCF may verify if the RFSP index value needs to be modified for a SUPI for which an AM Policy Association is created; this is based on operator policies in the PCF, as defined in clause 6.1.2.1.
The NWDAF service to retrieve the Load Level Information is described in clause 6.3 of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "Service Experience" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Service Experience", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including one or more "Application ID(s)". The PCF is notified on the Service Experience statistics or predictions including, for each Application Id, the list of SUPIs for which Service Experience is provided. In addition, both spatial and time validity may be provided as well as the confidence of the prediction. The PCF may check the 5QI values assigned to the Application, the number of UEs affected and may use this as input to calculate and update the authorized QoS for a service data flow template. 
The NWDAF service to retrieve the service experience (i.e. the average observed Service MoS) is described in clause 6.4 of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "Network Performance" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Network Performance", the Target of Analytics Reporting "Internal Group Id" and the Analytics Filter including the Area of Interest. The PCF is notified on the Network Performance statistics or predictions including the Area of Interest. In addition, the confidence of the prediction may be provided. The PCF may use this information as input to calculate the background data transfer policies that are negotiated with the ASP, as defined in clause 6.1.2.4.
The NWDAF services to retrieve "Network Performance" as described in clause 6.6 of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "Abnormal behaviour" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Abnormal behaviour", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including the expected analytics type or the list of Exceptions IDs and per each Exception Id a possible threshold and other Analytics Filter Information if needed. The list of Exception IDs is specified in TS 23.288 [24]. The PCF may use "Unexpected UE location" as input to determine the Service Area Restrictions defined in clause 6.1.2.1, "Suspicion of DDoS attack" or "Too frequent Service Access" to request the SMF to terminate the PDU session as defined in clause 6.1.3.6, "Wrong destination address" to perform gating of a service data flow as defined in clause 6.1.3.6 and "Unexpected long-live/large rate flows" to perform QoS related policies such as gating or policing as defined in clause 6.2.1.1.
The NWDAF services to retrieve UE related "Abnormal behaviour" analytics are described in clause 6.7.5 of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "UE Mobility" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE Mobility", the Target of Analytics Reporting "SUPI", "Internal Group Id" and the Analytics Filter may include one or more "Area(s) of Interest". The PCF is notified on the UE Mobility statistics or predictions as defined clause 6.7.2 of TS 23.288 [24].
The NWDAF services to retrieve "UE Mobility" analytics are described in clause 6.7.2 of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "UE Communication" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE communication", the Target of Analytics Reporting "SUPI", "Internal Group Id" and the Analytics Filter may include one or more "Application ID(s)". The PCF is notified on the UE communication statistics or predictions including list of application(s) in use and corresponding characteristics, e.g. start time and duration time. In addition, the confidence of the prediction may be provided.
The NWDAF services to retrieve "UE Communication" analytics are described in clause 6.7.3 of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "User Data Congestion" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "User Data Congestion", the Target of Analytics Reporting containing either a SUPI and the Analytics Filter may include Area of Interest and reporting threshold. The PCF is notified when the congestion level reaches the threshold.
The NWDAF services to retrieve "User Data Congestion" analytics are described in clause 6.8 of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "Data Dispersion" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE Dispersion Analytics" and the dispersion analytic (DA) type, Data or Transactions. The Target of Analytics Reporting containing "SUPI", "Internal Group Id" or "any UE", and the Analytics Filter may include a list of TA(s) or anArea of Interest, or a list of Cells, or a S-NSSAI or top heavy users 
The NWDAF services to retrieve "Data Dispersion" analytics are described in clause 6.X of TS 23.288 [24].
· The PCF may subscribe to notifications of network analytics related to "WLAN performance" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "WLAN performance", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including the Area of Interest, SSID(s), or BSSID(s). The PCF is notified on the WLAN performance statistics or predictions. In addition, the confidence of the prediction may be provided.
The NWDAF services to retrieve "WLAN performance" analytics are described in clause 6.x of TS 23.288 [24].
Possible triggers for the PCF to subscribe to analytics information from the NWDAF may include:
-	requests from AF/NEF;
-	AM Policy association establishment or modification request from the AMF;
-	SM Policy association establishment or modification request from the SMF;
-	notifications received from UDR or CHF on UE subscription change;
-	analytics information received.
The trigger conditions depend on operator policy and may be configured locally in the PCF. When a trigger condition happens, the PCF may check local configuration or evaluate operator policy to decide if any or additional analytics information is needed and if so, initiate a subscription to the analytics information from the NWDAF.
The PCF may, upon a request from AF/NEF for negotiation for future background data transfer, subscribe to the network analytics related to "Network Performance" from the NWDAF to assist in determination of BDT policies as described in clause 6.1.2.4.
The PCF may, upon AM or SM Policy association establishment or modification request from the AMF or SMF, or based on notifications received from UDR or CHF on UE subscription change, decide that network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE is needed for policy decision and therefore subscribe to notifications of network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE from the NWDAF.
The PCF may, upon reception of analytics information, subscribe to other analytics information from the NWDAF.
The PCF may use the network analytics information from NWDAF as input to its policy decision to apply operator defined actions for session and non-session management related policy control as described in sections 6.1.2 and 6.1.3. 
	Comment by CATT_dxy1: Removed, for it is covered by trigger conditions and also the last bullet of this clause “Based on the notification of "User Data Congestion" …”
Examples of operator policies including network analytics information from NWDAF as inputs for policy decisions included below:
· Based on the notification of "Load Level Information" of the Network Slice Instance, the PCF may verify if the RFSP index value needs to be modified for a SUPI for which an AM Policy Association is created; this is based on operator policies in the PCF, as defined in clause 6.1.2.1.
· Based on the Service Experience statistics or predictions, the PCF may check the 5QI values assigned to the Application, and may use this as input to calculate and update the authorized QoS for a service data flow template. 
· The PCF may use the network analytics related to "Network Performance" as input to calculate the background data transfer policies that are negotiated with the ASP, as defined in clause 6.1.2.4. 
· Based on the UE mobility statistics or predictions, the PCF may adjust Service Area Restriction as defined in clause 6.1.2.1. 
· The PCF may use the network analytics related to "Unexpected UE location" as input to determine the Service Area Restrictions defined in clause 6.1.2.1, "Suspicion of DDoS attack" or "Too frequent Service Access" to request the SMF to terminate the PDU Session as defined in clause 6.1.3.6, "Wrong destination address" to perform gating of a service data flow as defined in clause 6.1.3.6 and "Unexpected long-live/large rate flows" to perform QoS related policies such as gating or policing as defined in clause 6.2.1.1.	Comment by Zhuoyi: To Align with 16.7.0, changed to Upper Case “S”
· Based on the WLAN performance statistics or predictions, the PCF may update WLANSP as defined in clause 6.1.2.2.1.
· The PCF may also use the network analytics as input to its policy decision to apply operator defined actions for example for the UE context(s) or PDU Session(s).	Comment by Zhuoyi: To Align with 16.7.0, changed to Upper Case “S”
Examples of operator policies including combination of multiple network analytics from NWDAF as inputs for policy decisions are included below:
· Based on the notification of application(s) in use, either from NWDAF provided by "UE Communication" analytics or from other NFs depending on the method to be used, the PCF may request the "Service Experience" analytics for each application in use) where the UE is located, as determined by the PCF operator policies Then the PCF may use this information as input to determine if  change the RFSP index value is needed.
·  Based on the notification of "User Data Congestion", the PCF may further request the NWDAF to report the "Data Dispersion Analytics" of either a UE or just the heavy UEs located at the congested area of interest. To mitigate the reported or predicted congestion at the area of interest, the PCF may perform:
-	AM policy modification to update UE-AMBR, RFSP index   and/or service area restriction, for those UEs reported as heavy users 	Comment by Ericsson User: The PCF only changes RFSP index value. And not RAT or frequency that is done at RAN
-	SM policy modification to update the policies in the SMF for those UEs reported as heavy users.
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* * * 3rd Change * * * 
[bookmark: _Toc19197323][bookmark: _Toc27896476][bookmark: _Toc36192644][bookmark: _Toc37076375][bookmark: _Toc45194821][bookmark: _Toc47594233][bookmark: _Toc51836864][bookmark: _Toc51837011]6.1.2.1	Access and mobility related policy control
The access and mobility policy control encompasses the management of service area restrictions, the management of the RFSP functionalities and UE-AMBR, and the management of the SMF selection. This clause defines the management of service area restrictions and RFSP Index for a UE registered over 3GPP access. The management of service area restrictions for a 5G-RG or a FN-CRG using W-5GAN are specified in TS 23.316 [27].
The management of service area restrictions enables the PCF of the serving PLMN (e.g. V-PCF in roaming case) to modify the service area restrictions used by AMF as described in TS 23.501 [2] clause 5.3.4.
A UE's subscription may contain service area restrictions, which may be further modified by PCF based on operator defined policies at any time, either by expanding a list of allowed TAIs or by reducing a non-allowed TAIs or by increasing the maximum number of allowed TAIs. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, network analytics from NWDAF, etc.
The AMF may report the subscribed service area restrictions received from UDM during Registration procedure or when the AMF changed, the conditions for reporting are that local policies in the AMF indicate that Access and Mobility Control is enable. The AMF reports the subscribed service area restrictions to the PCF also when the policy control request trigger for service area restrictions changes, as described in clause 6.1.2.5, is met. The AMF receives the modified service area restrictions from the PCF. The AMF stores them and then uses it to determine mobility restriction for a UE. The PCF may indicate to the AMF that there is an unlimited service area.
The service area restrictions consist of a list of allowed TAI(s) or a list of non-allowed TAI(s) and optionally the maximum number of allowed TAIs.
NOTE 1:	The enforcement of the service area restrictions is performed by the UE, when the UE is in CM-IDLE state or in CM-CONNECTED state when in RRC Inactive, and in the RAN/AMF when the UE is in CM-CONNECTED state.
The management of the RFSP Index enables the PCF to modify the RFSP Index used by the AMF to perform radio resource management functionality as described in TS 23.501 [2] clause 5.3.4. The PCF modifies the RFSP Index based on operator policies that take into consideration e.g. accumulated usage, load level information per network slice instance, and other information described in clause 6.1.1.3etc. The subscribed RFSP Index may be further adjusted by the PCF based on operator policies at any time.	Comment by Ericsson User: Proposal is to refer to the clause above.
For radio resource management, the AMF may report the subscribed RFSP Index received from UDM during the Registration procedure or when the AMF changed. The conditions for reporting are that local policies in the AMF indicate that Access and Mobility Control is enabled. The AMF reports the subscribed RFSP Index to the PCF when the subscription to the RFSP Index change to the PCF is met. The AMF receives the modified RFSP Index from the PCF.
NOTE 2:	The enforcement of the RFSP Index is performed in the RAN.
Upon change of AMF, the source AMF informs the PCF that the UE context was removed in the AMF in the case of inter-PLMN mobility.
The management of UE-AMBR enables the PCF to provide the UE-AMBR information to the AMF based on serving network policy. The AMF may report the subscribed UE-AMBR received from UDM. The conditions for reporting are that the PCF provided Policy Control Request Triggers to the AMF to report subscriber UE-AMBR change. The AMF receives the modified UE-AMBR from the PCF. The AMF provides a UE-AMBR value of the serving network to the RAN as specified in TS 23.501 [2], clause 5.7.2.6.
The management of the SMF selection enables the PCF to instruct the AMF to contact the PCF during the PDU Session Establishment procedure to perform a DNN replacement, as specified in TS 23.501 [2], clause 5.6.1. To indicate the conditions to check whether to contact the PCF at PDU Session establishment (as specified in clause 6.1.2.5), the PCF provides the Policy Control Request Triggers SMF selection management and, if necessary, Change of the Allowed NSSAI, together with the SMF selection management related policy control information (see clause 6.5) during UE Registration procedure and at establishment of the AM Policy Association.
The PCF may update the SMF selection management information based on a PCF local decision or upon being informed about a new Allowed NSSAI. The AMF applies the updated the SMF selection management information to new PDU Sessions only, i.e. already established PDU Sessions are not affected.

* * * 4th Change * * * 
[bookmark: _Toc36192645][bookmark: _Toc37076376][bookmark: _Toc45194822][bookmark: _Toc47594234][bookmark: _Toc51836865][bookmark: _Toc59101299]6.1.2.2	UE policy control
[bookmark: _Toc19197325][bookmark: _Toc27896478][bookmark: _Toc36192646][bookmark: _Toc37076377][bookmark: _Toc45194823][bookmark: _Toc47594235][bookmark: _Toc51836866][bookmark: _Toc59101300]6.1.2.2.1	General
The 5GC shall be able to provide policy information from the PCF to the UE. Such UE policy information includes:
1)	Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses and for selection of the N3IWF in the PLMN. The structure and the content of this policy are specified in clause 6.6.1.
2)	UE Route Selection Policy (URSP): This policy is used by the UE to determine if a detected application can be associated to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session. The structure and the content of this policy are specified in clause 6.6.2. A URSP rule includes one Traffic descriptor that specifies the matching criteria and one or more of the following components:
2a)	SSC Mode Selection Policy (SSCMSP): This is used by the UE to associate the matching application with SSC modes.
2b)	Network Slice Selection Policy (NSSP): This is used by the UE to associate the matching application with S-NSSAI.
2c)	DNN Selection Policy: This is used by the UE to associate the matching application with DNN.
2d)	PDU Session Type Policy: This is used by the UE to associate the matching application with a PDU Session Type.
2e)	Non-Seamless Offload Policy: This is used by the UE to determine that the matching application should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU Session).
2f)	Access Type preference: If the UE needs to establish a PDU Session for the matching application, this indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access).
[bookmark: _Hlk499721075]3)	V2X Policy (V2XP): This policy provides configuration parameters to the UE for V2X communication over PC5 reference point or over Uu reference point or both. V2X Policies are defined in clause 5.1.2.1 and clause 5.1.3.1 of TS 23.287 [28].
The ANDSP and URSP may be pre-configured in the UE or may be provisioned to UE from PCF. The pre-configured policy shall be applied by the UE only when it has not received the same type of policy from PCF.
The methods of configuring V2XP to the UE, including (pre-)configuration and provisioning, and the priority of the same type of parameters acquired from different sources are defined in clause 5.1.1 of TS 23.287 [28].
The PCF selects the UE policy information applicable for each UE based on local configuration, and operator policies taking into consideration the information defined in clause 6.2.1.2.
In the case of a roaming UE, the V-PCF may retrieve UE policy information from the H-PCF over N24/Npcf. When the UE is roaming and the UE has valid rules from both HPLMN and VPLMN the UE gives priority to the valid ANDSP rules from the VPLMN.
The UE policy information shall be provided from the PCF to the AMF via N15/Namf interface and then from AMF to the UE via the N1 interface as described in TS 23.502 [3] clause 4.2.4.3. The AMF shall not change the UE policy information provided by PCF.
The PCF is responsible for delivery of UE policy. If the PCF is notified about UE policy information delivery failure (e.g. because of UE unreachable), the PCF may provide a new trigger "Connectivity state changes" in Policy Control Request Trigger of UE Policy Association to AMF as defined in TS 23.502 [3] clause 4.16.12.2. After reception of the Notify message indicating that the UE enters the CM-Connected state, the PCF may retry to deliver the UE policy information.
NOTE 1:	For backward compatibility the PCF may subscribe the "Connectivity state changes (IDLE or CONNECTED)" event in Rel-15 AMF as defined in TS 23.502 [3] clause 5.2.2.3.
If due to UE Local Configurations, a UE application requests a network connection using Non-Seamless Offload, the UE shall use Non-Seamless Offload for this application without evaluating the URSP rules. Otherwise, the UE shall select the PDU Session or Non-Seamless Offload in the following order:
-	If the UE has an URSP rule (except the URSP rule with the "match all" Traffic descriptor) that matches the application as defined in clause 6.6.2.3, the UE shall perform the association of the application to the corresponding PDU Session or to Non-Seamless Offload according to this rule; Otherwise,
-	If no URSP rule is applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session according to the applicable UE Local Configurations, if any. If the UE attempts to establish a new PDU Session according to the UE Local Configurations and this PDU Session Establishment request is rejected by the network, then the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload according to the URSP rule with the "match all" Traffic descriptor; Otherwise,
NOTE 2:	It is assumed that the S-NSSAI(s) in the UE Local Configurations are operator-provided S-NSSAI(s). The provision of the S-NSSAI(s) is not specified.
NOTE 3:	The application layer is not allowed to set the S-NSSAI when the UE establishes a PDU Session based on the UE Local Configurations.
NOTE 4:	Any missing information in the UE Local Configurations needed to build the PDU Session Establishment request can be the appropriate corresponding component from the URSP rule with the "match all" Traffic descriptor.
-	If neither the UE Local Configurations nor the URSP rules are applicable for the application (except the URSP rule with the "match all" Traffic descriptor), the UE shall perform the association of the application to a PDU Session or to Non-Seamless Offload according to the URSP rule with the "match all" Traffic descriptor.
For the existing PDU Session(s), the UE shall examine the URSP rules within the UE policy information in order to determine whether the existing PDU Session(s) (if any) are maintained or not. If not, then the UE may initiate a PDU Session release procedure for the PDU Session(s) that cannot be maintained.
If there are multiple IPv6 prefixes within the PDU Session, then the IPv6 multi-homed routing rules, described in clause 5.8.2.2.2 in TS 23.501 [2], on the UE shall be used to select which IPv6 prefix to route the traffic of the application.
NOTE 5:	For the case that an application cannot be associated to any PDU Session, the UE can inform the application that association of the application to PDU Session fails.
The PCF may subscribe to analytics on "WLAN performance" from NWDAF following the procedures and services described in TS 23.288 [24]. When the PCF gets a notification from the NWDAF, the PCF may try to update WLANSP rules.
* * *End of Changes * * * 

