

SA WG2 Temporary Document
Page 2

SA WG2 Meeting #143e	S2-210087r05
Feb 24th – March 9th, 2021 ; Elbonia              		(revision of S2-210087)
	
Source: 	Nokia, Nokia Shanghai Bell	
[bookmark: _Hlk62476538]Title: 	 Support of AF guidance to PCF determination of proper URSP rules
Document for: 	Agreement (P-CR)	
Agenda Item: 	8.3	
Work Item / Release:	eEDGE_5GC / Rel-17
Abstract of the contribution: Support of AF guidance to PCF determination of proper URSP rules
1 Discussion
This a Companion of 23.502/503 CR(s) with the same title
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TS 23.548 as follows

FIRST CHANGE (all text apart from the clause title is new)

[bookmark: _Toc60733174][bookmark: _Hlk62476916]6.2.4	EAS (re-)discovery over Multiple Sessions connectivity model
6.2.4	Support of AF guidance to PCF determination of proper URSP rules
This clause describes how an Edge Computing related AF may send guidance to PCF determination of proper URSP rules to send to the UE.
NOTE 1: 	This clause can apply in all deployment models especially in the Multiple Sessions connectivity model.
An AF related with Edge computing may need to guide PCF determination of proper URSP rules. The guidance sent by the AF may apply to any UE or to a set of UE(s) e.g. identified by a Group Id. The AF may belong to the operator or to a third party. 
NOTE 2: 	Some examples of Tthe delivery of such AF guidance are shown in Annex X can apply in following examples:
[bookmark: _Hlk65776212]An AF may deliver such guidance to the PCF (supporting UE policy control as defined in 23.503 [4] clause 4.2.2) via application guidance for URSP determination mechanisms defined in 23.502 [3] clause 4.15.6.x. This mechanism is defined only to deliver the guidance to a PCF of the HPLMN of the UE; .
The usage content of such guidance for URSP generation in PCF is defined in 23.502 [3] clause 4.15.6.as below:
-	Application traffic descriptor including the traffic matching priority is used to set the URSP Traffic Descriptor (e.g. Destination FQDNs or a regular expression in the Domain descriptor) in the URSP rule (defined in Table 6.6.2.1-2);	Comment by HW_Hui_d8: moved from S2-2100086r07
NOTE: If multiple Edge Computing specific parameters for the same application is received, the PCF decides the a traffic matching priority Rule precedence value of the URSP rule (defined in Table 6.6.2.1-2). The PCF may make the decision based on Longest Match Algorithm when it has received rules with the same  traffic matching priority, for example, when detecting a FQDN: a rule targeting FQDN = toto.example.com has higher precedence than a rule targeting FQDN = *.example.com.
-	Each Route selection parameter is used to set a Route Selection Descriptor as follows:
-	DNN and S-NSSAI and SSC mode from the Route selection parameter are used to set the DNN selection, Network Slice selection components in the Route Selection Descriptor of the URSP rule, respectively (defined in Table 6.6.2.1-3). PCF local policies may be used to translate the information infrom UDR into the actual values configured in the systemUE;
-	Route selection precedence is used to set the Route Selection Descriptor Precedence in the Route Selection Descriptor (defined in Table 6.6.2.1-3);
-	The geographical zone identifier in the spatial Validity conditions, if any, are mapped to the list of Cell IDs, RAN node IDs or TAI list in the Location Criteria in the Route Selection Descriptor of the URSP rule (defined in Table 6.6.2.1-3).

The PCF may use the different guidance received from different AFs and local operator policy to determine the URSP to send to a UE ; The operator may apply policies to determine the USRP to send to the UE based on the guidance received from different AF(s) and on default operator rules. In case of Roaming the URSP for a UE are communicated from H-PCF to V-PCF as defined in 23.503 [4], clause 5.3.4.



NEXT CHANGE (2)
[bookmark: _Toc20150318][bookmark: _Toc27847126][bookmark: _Toc36188259][bookmark: _Toc45184173][bookmark: _Toc47343015][bookmark: _Toc51769717][bookmark: _Toc59096071]Annex X (informative):
Examples of AF guidance to PCF for determination of URSP rules
a)	The UE is to use a specific (DNN, S-NSSAI) (e.g. working in SSC mode 2 or 3 with the Distributed Anchor deployment) when trying to reach some domains while it should use another (DNN, S-NSSAI) (e.g. working in SSC mode 1) for other domains. In this example, the AF can indicate two FQDN filters, optionally with corresponding filtering rule priorities, if the FQDN filters overlap. For each FQDN filter, the AF can indicate a corresponding DNN, S-NSSAI. 
b)	Corporate applications only reachable via a specific (DNN, S-NSSAI) negotiated with the operator; corresponding URSP rules (URSP rules referring to domains of these corporate applications) shall only point to this specific (DNN, S-NSSAI). In this example, the AF can indicate one FQDN filter for the corporate applications. Optionally, the AF can indicate also the corresponding DNN, S-NSSAI for the FQDN filter. If DNN, S-NSSAI is not provided by the AF, the NEF can determine it based on the AF identity.
c)	Corporate applications reachable via a (DNN, S-NSSAI) but only in some location (DNAI) ; e.g. the corporate applications are only accessible when the UE is in some location corresponding to the corporate premises. In this example, the AF can provide information as in bullet b), and additionally provides DNAI or geographical zone identifier where the corporate applications are accessible. URSP Rules will guide the UE select the (DNN, S-NSSAI) when the UE is in the geographical zone .	Comment by LTHM1: Ditto

d)	Internet applications not reachable via a specific (DNN, S-NSSAI) negotiated with the operator but that should be only reachable via a general purpose (DNN, S-NSSAI); e.g. traffic of UE(s) of a third party targeting Internet applications is not to be sent to a specific (DNN, S-NSSAI) negotiated with the operator as this traffic is not expected to cross the Intranet of the corporate. In this example, the default operator rules are used generate a “match all” URSP rule with a low filtering rule priority and a corresponding generic purpose DNN, S-NSSAI.  
e)	Internet applications reachable via both a specific (DNN, S-NSSAI) negotiated with the operator and via a general purpose (DNN, S-NSSAI) for which the third party may want to set preferences between these 2 kinds of connectivity. These preferences may depend on the UE location,. In this example, the AF can indicate FQDN filters as in bullet b), but the FQDN filters are for Internet applications. In addition, the AF can indicate the DNAI or geographical zone identifier where the Internet applications are accessible via the specific DNN, S-NSSAI. In addition, the default operator rules are used generate a “match all” URSP rule with a low filtering rule priority and a generic purpose DNN, S-NSSAI.  
f)	Combination of bullets c) and e). In this example, the AF can indicate one FQDN filter for corporate applications as in bullet c), and another FQDN filter for Internet applications as in bullet c), In addition, the AF can indicate filtering rule priorities for the FQDN filters, if the FQDN filters overlap. 
g) 	Corporate applications reachable via a (DNN, S-NSSAI) in some location (DNAI) and via another DNN, S-NSSAI in another location; e.g. the corporate applications are only accessible via a location specific corporate DNN, S-NSSAI. In this example, the AF can indicate an FQDN filter as in bullet c), but indicates two or more DNAIs for the FQDN filter, and indicates different DNN, S-NSSAI per DNAI. In addition, if the geographical locations of the DNAIs overlap, the AF can indicate a Route Selection Descriptor Precedence for each DNAI.     

The cases examples b) to e) above can correspond to different AF(s) representing different corporate that have different policies. How the rule precedence between rules for different AFs are set in the URSP rules is up to the operator policy.

End of changes
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