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FIRST CHANGE	Comment by LTHBM1: The text here corresponds to TR text modified to fit to 23.502
4.15.6.X	Configuring DN priorities for appDomain application information	Comment by HW_Hui_d1: As commented during study phase, this name "DN priority" is confusing because it is not only related to DN , but DNN+S-NSSAI+[may be SSC mode]. Maybe we should call it another name e.g. "Session parameter" or something else more general.
	Comment by Ericsson. M.L.Mas: Make more generic, not restricting to domains, since there are other forms of application traffic descriptors, and the AF input needs to support those as well (Solution #1).


This clause describes the procedures for enabling theto allow external party an AF to configure DN priorities for appDomain informationthe application to 5G system via NEF and therefore influence PCF decisions for URSP rules. The AF may belong to the operator or to an external party. The PCF considered in this clause is in the Home PLMN as it is the PCF that determines the URSP for the UE.
NOTE 1:	The operator may can negotiate with external party (typically a Corporate represented by an AF) dedicated DNN(s) and/or S-NSSAI(s) for the traffic of UE(s) of this external party. UE(s) of the external party may can be identified by a group identifier. 
External partyAn AF may request application traffic enforcement with provide information about the relative precedence of PDU Sessions, e.g. relative precedence of (DNN, S-NSSAI), used to reach different applications domains (appDomains) represented by sets of FQDN(s)application filters. This relative precedence  that may depend on the DNAI where traffic of this the PDU Session to a (DNN, S-NSSAI) may be offloaded. The request may be associated with a specific UE, orf a group of UE(s) of this external partyor any UE. 
In the case of the usage of a specific (DNN, S-NSSAI) external party AF may request to influence the DNS resolver used by the UE (the IP address of the DNS server sent to the UE as specified in TS 23.501 clause 5.6.10 and the corresponding security related information).

Information on the DN priorities for application appDomains consists of a list of rules that each associates an application FQDN filter with requested features for the PDU session to use to reach the application matching this application filterDN priority information:
-	An FQDN application filter, whose definition corresponds to that of the URSP Traffic Descriptors (as defined for the URSP rule in TS 23.503 Table 6.6.2.1-2)a (possibly set of) FQDN (with possible wildcarding such as "*.example.com") and is associated with a filtering rule priority.
-	one or more set of DN prioritizedy DN information that each may correspond to:
-	DN information i.e. a (DNN, S-NSSAI). This may be provided by the AF or determined by the NEF based on the AF identity Identifier when it is not provided by the AF and the AF provides only one instance of prioritized DN DN priority information.	Comment by HW_Hui_d1: Same reason as above, another name is better, like "Session information"	Comment by Ericsson. M.L.Mas: SSC is nothing that the AF should be changing dynamically but set by the core based on local configuration that has been provisioned taking the SLA into account. SSC needs to be configured at network level and nothing that the AF owns.
-	a default DN priority value to be used for the FQDN(s) identified by the FQDN filter when DN priority for DNAI is not provided or does not applya list of DN priority for DNAI that each associate a DN priority value and a DNAI for the FQDN(s) identified by the FQDN filter / rule when the DNAI applies to the PDU Session.
-	a DN information priority with a optional corresponding spatial validity condition that indicates where the DN information rule is to apply. This may correspond to a geographical area (i.e. geographical zone identifier) or to a (set of) DNAI.
NOTE 32:	the DNAIs that apply to a session may depend among other on the DNN and S-NSSAI, the user location and network topologyThe different sets of prioritized DN information indicate different sets of PDU Session information (DNN, S-NSSAI) that can be associated with applications matching the application filter. Each set is meant to apply for a specific (set of) spatial validity condition. Each set is associated with a priority to cope with the case where multiple spatial validity conditions overlap. .
[bookmark: _Hlk64366849]	 	Comment by HW_Hui_d1: Isn't this clarified in above paragraph?
An AF may provide information about the relative precedence of (DNN, S-NSSAI), used to reach different application domains (appDomains) represented by sets of FQDN(s)......


-	An optional spatial Validity condition that.If the AF provides a geographical area as spatial validity condition, it is up to the NEF to transform this information into 3GPP identifiers (e.g. TAI(s)).	Comment by HW_Hui_d1: This is a general issue for NEF not only for this DN priority. Should be addressed in a more general place if not yet.
DN priorities for appDomains information may be used by PCF to set URSP rules that
-	are not related with 5G VN group;
-	allows the AF to provide different rules for the same domains (sets of FQDN(s)) with different DN priority values for different (DNN, S-NSSAI).
NOTE 4:	DN priorities for appDomains information are not related with 5G VN group
The PCF composes the URSP rules for the UE as follows for each DN priorities for appDomains application filtering rule descriptor corresponding to appDomains (sets of FQDN(s)):	Comment by HW_Hui_d1: Suggest to move this part to 23.503 clause 6.6.2.x since this is URSP generation.

-	the FQDN application filter is used to set the Destination FQDNs or a regular expression in the Domain descriptor in the Traffic descriptor in the URSP rule (defined in TS 23.503 Table 6.6.2.1-2);
-	the filtering rule priority is used to set the Rule precedence value of the URSP rule (defined in TS 23.503 Table 6.6.2.1-2),
-	each prioritized DN information is used to set a Route Selection Descriptor as follows:
-	DNN and S-NSSAI from the prioritized DN information are used to set the DNN selection and and Network Slice selection Route selection components in the Route Selection Descriptor of the URSP rule, respectively (defined in TS 23.503 Table 6.6.2.1-3); The DNN and S-NSSAI provided may be mapped in order to isolate AF from changes on the system configuration;
-	the DN information priority that results of DNAI applicability evaluationis used to set the Route Selection Descriptor Precedence in the Route Selection Descriptor (defined in TS 23.503 Table 6.6.2.1-3); 
-	DNAI or geographical zone identifier in the spatial Validity conditions, if any, are mapped to the list of Cell IDs, RAN node IDs or TAI list in the Location Criteria in the Route Selection Descriptor of the URSP rule (defined in TS 23.503 Table 6.6.2.1-3).	Comment by Ericsson. M.L.Mas: But Have NEF/PCF the information that is needed to convert DNAIs into geographical information that the UE understand? Isn’t that known to SMF and beyond PCF/NEF role?

The PCF stores the composed URSP rules of the UE to the UDR as part of UE's Policy Set entry and updates the UE as described in clause 4.2.4.3 in TS 23.502 and clause 6.1.2.4 2.2 in TS 23.503.
4.15.6.X.3	Configuring PCF with DN priorities for application	Comment by HW_Hui_d1: 1. Do we need this procedure? It is same as  4.15.6.7. No need to repeat it again.
2. step 0 and 5 should be Nudr_DM_sub/Notify

AF
NEF
UDR
PCF
UE
6. UE policy delivery as specified in TS 23.503 clause 6.6
1. Nnef_ServiceParameter_ Create Request
2. Nudr_DataRepository_ Create Request
3. Nudr_DataRepository_ Create Response
5. Nudr_DataRepository_ Notify
4. Nnef_ServiceParameter_ Create Response
0. Nudr_DataRepository_ Subsribe

Figure 4.15.6.X.3-1: Configuring DN priorities for appDomain informationapplication
1.	An Application Function (AF) invokes Nnef_ServiceParameter APIservice to communicate DN priorities for appDomains application (as defined in clause 4.15.6.X.2) to Network Exposure Function (the NEF). This information may be associated ("target") with an individual UE or with a group of UE (for example all UE(s) of a corporate) or with any UE.
	AF may update or remove an existing request as specified in clause 4.15.6.7
2.	The NEF may perform parameter translation such as translatinge the AF identity into a target (DNN, S-NSSAI). The NEF stores the information (after possible  translation by NEF) in the UDR (the corresponding data set and subset are indicated in step  5).
3.	The UDR responds to NEF.
[bookmark: _GoBack]4.	The NEF responds to the AF and provides a Transaction Reference ID allowing the AF to later on update or remove the information.
5.	The PCF may acquire (GET or SUBSCRIBE to notifications on change of) Application Data from UDR for the DN priorities for appDomains information.
	The PCF(s) that have subscribed to notification on modifications of AF requests (Data Set = Application Data; Data Subset = DN priorities for appDomainsapplication,) receive(s) a Nudr_DM_Notify notification of data change from the UDR. Internal Group Identifier or SUPI may be used as Data Key to cover the case where the AF requests "targets" an individual UE or a group of UE.
6.	The PCF applies DN priorities for appDomains informationapplication to determine policies to build URSP or policies related with DNS priority selection in the UE. The PCF stores the URSP rules to the UDR as part of UE's Policy Set entry as specified in clause 6.1.2.4 in TS 23.503 and updates the UE as specified in clause 4.2.4.3 in TS 23.502.
NOTE 1:	PCF NEF may receive different policies from different AF (e.g. receive policies from external party AF corresponding a (corporate) group of users and apply policies associated to any UE received from different AF(s) managing Edge computing application deployments). The PCF needs to build an unique map of relative priorities between (DNN, S-NSSAI) for a given domain application (e.g. range of FQDN) (to be sent to the UE as URSP, see clause 6.13.2.2 or as information sent to the SMF for a PDU Session see clause 6.13.2.3). For this purpose, the NEF and PCF considers local policies to resolve the potential conflicts: these local, policies that take into account the identity of the AF that has provided a DN priorities for appDomains application policy. The PCF and the NEF can also use local policies to determine URSP parameters not provided in the AF requests. 

NEXT CHANGE (2)

[bookmark: _Toc20204675][bookmark: _Toc27895389][bookmark: _Toc36192492][bookmark: _Toc45193594][bookmark: _Toc47593226][bookmark: _Toc51835313][bookmark: _Toc59101139]5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application Identifier
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 in TS 23.501 [2]).
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	DN priorities for appDomains
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI or indication for Any UE
	

	
	
	Transaction Reference ID
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 in TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 in TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP id that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4, TS 23.503 [20].



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in TS 23.501 [2], clause 5.6.7, Table 5.6.7-1. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.

NEXT CHANGE (3)
[bookmark: _Toc20204563][bookmark: _Toc27895263][bookmark: _Toc36192361][bookmark: _Toc45193474][bookmark: _Toc47593106][bookmark: _Toc51835193][bookmark: _Toc59101019]5.2.6.11.2	Nnef_ServiceParameter_Create operation
Service operation name: Nnef_ServiceParameter_Create
Description: The consumer stores service specific parameters in the UDR via the NEF.
Inputs, Required: Service Descriptor (e.g. the combination of DNN and S-NSSAI, an AF-Service-Identifier or an application identifier)
Inputs, Optional: Service Parameters and Target UE identifiers (e.g. the address (IP or Ethernet) of the UE if available, GPSI if available, External Group Identifier if available, indication that the parameters are to apply to any UE)
Outputs, Required: Transaction Reference ID, operation execution result indication.
Outputs, Optional: None.
Service Parameters corresponding to DN priorities for appDomains is defined in clause 4.15.6.X.2. The Service Descriptor corresponding to DN priorities for appDomains is an AF Identifier.
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