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Abstract of the contribution: AF requested multicast session join procedure. 
1	Introduction
This paper proposes procedure of AF requested multicast session join.
FS_5MBS has concluded that both UE-triggered and AF-triggered join/leave are to be supported, as documented in 8.2.2.2 of TR 27.757:
-	For multicast session establishment/join/leave/release:
-	The UE may perform application level join/leave to a multicast session, the 5GC shall support multicast session join/leave operation for a user, e.g based on AF request.
Subject to FFS, IPTV procedures used for AF to provide access control list information to 5GC could be extended to support this – all that is needed is an extra parameter to indicate if this is also a join request from the AF and corresponding handling for that join indication.
2	Proposal
It is proposed to approve following changes in TS 23.247:
[bookmark: _Toc517082226]* * * * First change (new text)* * * *
7.2.1.4	Multicast session join requested by AF
Editor’s note: The name of service operation of NEF (MBSF) is FFS. 
The operation of multicast session join requested by AF triggers the 5GC to notify the new members in group or individually for establishing multicast data transmission resources for an active multicast session towards them. 
The following call flow depicts the multicast session join requested by AF. 
   Editor’s note: An alternative is to extend the procedures that IPTV uses to provide access control list information – add a parameter to indicate is this is also a join request from the AF. This is FFS.


Figure 7.2.1.4-1: Multicast session join based on AF request
NOTE 1:	The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in case of non-roaming or VPLMN in case of roaming).
1.	[Optional] The UE and AF may interact over application layer, e.g. over IMS.
2.	For an external AF, the AF invokes Nnef_MBService_Update with AF-Service-Identifier, MBS Session ID, Join Indicator, and Target UE Identifier. For an internal AF, the AF invokes Npcf_PolicyAuthorization_Update with MBS Session ID and Join Indicator.
3.	The NEF authorizes the AF request and invokes Npcf_PolicyAuthorization_Update if authorization succeeds. The NEF performs the following mappings:
-	Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.
	The NEF may interact with BSF to discover the PCF.
4.	The PCF invokes Npcf_SMPolicyControl_UpdateNotify with MBS Session ID and Join Indicator towards the SMF.
5.	This step is same as step 2 in clause 7.2.1.2 with the following differences:
-	The SMF invokes Namf_Communication_N1N2MessageTransfer towards the AMF; and, 
-	The N1 SM container includes PDU Session Modification Command.
6.	The AMF may performs network triggered service request procedure.
7.	This step is same as described in clause 7.2.1.2 for AN, N3, and N9 resources management as well as SMF information management in MB-SMF with the following difference:
-	The UE also sends PDU Session Modification Command Ack to the network.
* * * * End of changes * * * *
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