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	Reason for change:
	According to the conclusions for “Remote provisioning for SNPN credentials (Component 2 of KI#4)” in clause 8.4.1 of TR23.700-07, Onboarding configuration is introduced to User Plane Remote Provisioning for SNPN credentials. Provisioning of PS address to the UE can be supported using one of the following methods:
-  a.	SMF may deliver onboarding configuration data as part of extended Protocol Configuration Options (PCO) in PDU Session Establishment Response to UE. This is similar to use of PCO to configure Autoconfiguration server for UE in Wireless and Wireline Convergence (TR 23.716 [28] clause 6.10).
-  b.	Alternatively, onboarding configuration data may be configured in the UE during Registration Procedure.
-  c.	In addition, onboarding configuration data may be configured in the UE using service specific policies subject to UE capabilities similar to what is used for V2X communications as specified in TS 23.287 [29] clause 5.1.1 for ways how parameters may be made available to the UE and TS 23.287 [29] clause 6.2.5 for AF-based service parameter provisioning and TS 24.587 [30] clause 5.2.4 for configuration parameters such as validity timer, server address and geographical area.
Furthermore, in order to access to a O-SNPN, it has been agreed “It should be possible to support a registration procedure that enables support for UE onboarding using Default UE credentials and with an O-SNPN as the Onboarding Network (ON).
Also, in order to support O-SNPN selection, an ON list is required to be preconfigured on the UE. 
This above conclusion should be reflected in TS 23.501.
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***** Start of changes *****
5.30.2.X.4.2	Onboarding configuration for the UE
Editor’s Note:	This clause should include the configuration data in the UE for UP provisioning.

5.30.x.2.2.3	UE Configuration Aspects
5.30.x.2.2.3.1              Default Credential and Corresponding the Onborading UE identifier when ON is a SNPN
In order to access to the ON and the ON is a SNPN(O-SNPN), an Onboarding-enabled UE is configured with the default credential, the UE identifier corresponding to the default credential, in order to obtain the limited access to the O-SNPN. The UE identifier is assigned by the DCS and is used to identify the UE and the DCS.
The Onboarding-enabled UE need not be preconfigured with DNN, NSSAI of the O-SNPN.
When the ON is a PLMN, the UE has got the PLMN credentials and corresponding UE identifier, no additional credential is applied.
5.30.x.2.2.3.2              Configuration for Onboarding Network(ON) Selection when ON is a SNPN
An Onboarding-enabled UE is preconfigured by an ON list. In order to acquire different SNPN’s credential, the ON list is per SNPN. The ON list is in a prioritized order can be applied by the Onboarding-enabled UE to select an O-SNPN (see clause 5.30.X.2.4.2). 
The ON list is not applied to select O-PLMN. 
5.30.x.2.2.3.3              Configuration for User Plane Remote Provisioning

[bookmark: _GoBack]Configuration data for UP Remote Provisioning (i.e., PVS address information including PVS IP address information or PVS FQDN) may be stored in the ME or on the UICC.

[bookmark: _Hlk65682323]
	Comment by Qualcomm-HZ: Which SNPN-ID? The O-SNPN, or the SO-SNPN? 
[xwke] it is SO-SNPN

	Comment by Qualcomm-HZ: This text is indeed part of the conclusion but is not clear what it means. If the O-SNPN provides the PVS address with PCO it is by default integrity protected like all the NAS signalling is, but what was the intention?
[xwke] if using MM signalling to provide PS address the statement required; but if  using SM signalling only, agree with you. 
	Comment by Qualcomm-HZ: We don’t see why we need to impact NAS MM and have two options to achieve the same thing
[xwke] if people are fine to use SM signalling only, we are OK





***** End of changes *****

