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Abstract of the contribution: This paper addresses ENs in "6.34 Solution #34: ASP-handled UE request and authorization" 
1	Introduction
There are currently two ENs in 6.34. They can be removed as explained below.
Editor's note:	Whether the IP address alone is enough to identify the UE or if GPSI should be used is FFS. Ideally, the ASP should use the same signalling for both wireline and wireless networks so using IP address alone is preferred. When the application on a UE communicates with the ASP, its address can be detected by the ASP and used in the ASP's signalling to 5GS, which should be able to identify the UE based on its address.
As the EN mentioned, it is best to only use IP information to identify the UE so that the ASP can use the same procedures for both wireless and wireline recipients. If 5GS uses NAT, then the source TCP/UDP port number in the application level request from UE to ASP can be provided by ASP to 5GS along with the shared public IP address, so that the NAT gateway can map to the UE’s private IP address.
If there are situations where GPSI must be used, then a UE must learn its GPSI and notify the ASP at the application level. That should be an optional requirement and solution.
Editor's note:	Handling of case where UE is not connected is FFS.
With “ASP-handled UE request and authorization”, it is expected that an ASP sends the “start sending” or “stop sending” request to 5GS because of a corresponding request of a UE at application level, similar to an UE sending IGMP/MLD join/leave requests. It is not for “pre-authoriation” purpose (i.e. the ASP pre-authorizes a UE to receive traffic and waiting for the UE to come online).Therefore, the UE should not be in the “not connected” state when the request happens. Even if the UE just got disconnected at the time of 5GS’s processing of the request, it is fine – the 5GS simply replies to ASP with a success result for “stop sending” request or a failure result for “start sending” request.

2	Proposal
The following changes are proposed to TR 23.757:
FIRST CHANGE (1)
[bookmark: _Toc50193092][bookmark: _Toc50467237][bookmark: _Toc54730002][bookmark: _Toc55203152][bookmark: _Toc57450128][bookmark: _Toc57450532]6.34.2	Procedures
The high level procedures for the ASP-MNO interactions are outlined in the previous clause already. Once the MNO gets the notification from the ASP to start/stop sending multicast traffic to a UE, it can be handled as if an IGMP/MLD join/leave message was received from the UE in the PDU session.
The UE can be identified by any of the following methods:
· If NAT is not used, UE’s IP address that the ASP sees in the application level requests from the UE.
· Or, If NAT is used, the <UE’s IP address, TCP/UDP port> tuple that the ASP sees in the application level requests from the UE.
Note: NEF needs to query the NAT device for the corresponding private address of the UE. If this is not feasible, then GPSI needs to be used as identification. 
Editor’s notes: Whether the NAT device is a new NF or can use existing NF is FFS. 
· 
· Or, the 5GS assigned UE’s GPSI that the ASP received in the application level requests from the UE. The ASP uses the GPSI to identify the UE when it interacts with 5GS.
NOTE 1: If External Identifier is used as GPSI, it implies that the such identifier needs to be configured in 5GC for each user from every ASP.  
NOTE 2: use of GPSI should be avoided when possible, so that the ASP can use the same procedure (that does not require GPSI) for both receivers connected by wireless and receivers connected by other means that do not use GPSI (e.g. receivers in a corporate network). 
The procedures are integrated into session management solutions. At this time, only integration with Solution #3 is specified but it is expected to be integrated also with other selected solutions as appropriate.
Specifically, alternative 1a is added to clauses 6.3.2.1 and 6.3.2.3:
	Alternative 1a: ASP (Application Service Provider) signalling (ASP requests 5GC to start/stop sending certain multicast session data to a certain UE).
4A.	The ASP determines that a certain UE (identified by its IP address) should start/stop receiving multicast traffic identified as (multicast source, multicast group), and notifies 5GS via NEF.
Editor's note:	Whether the IP address alone is enough to identify the UE or if GPSI should be used is FFS. Ideally, the ASP should use the same signalling for both wireline and wireless networks so using IP address alone is preferred. When the application on a UE communicates with the ASP, its address can be detected by the ASP and used in the ASP's signalling to 5GS, which should be able to identify the UE based on its address.
4B.	The NEF identifies the SMF1 that is responsible for the UE and notifies the SMF1  (via PCF) of (multicast source, multicast group, UE identificationaddress, start/stop). This is as if the UE sent IGMP/MLD join/leave to UPF1 and UPF1 in tuern notified SMF1 as in Alternative 1.

Editor's note:	Handling of case where UE is not connected is FFS.
4C.	The SMF1 notifies session setup/deactivation result to ASP via NEF. If the UE is not connected at this time, a failure result is sent for a “start” request while a success result is sent for a “stop” request.

END OF CHANGES
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