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* * * * start of 1st change * * * *
[bookmark: _Toc20203961][bookmark: _Toc27894646][bookmark: _Toc36191713][bookmark: _Toc45192799][bookmark: _Toc47592431][bookmark: _Toc51834512][bookmark: _Toc59100338]4.2.x	Network Slice Admission Control (NSAC) procedure
4.2.x.1	General
The Network Slice Admission Control procedure is performed for an S-NSSAI which is subject to network slice admission control as described in TS 23.501 [2].
4.2.x.2	Monitoring the status of registered UEs
The AMFs serving the S-NSSAI subject toNSAC offer an Event Exposure service to the NSACF. The NSACF subscribes with the AMF to be notified about the current status of number of registered UEs in the AMFs. The NSACF is configured with the S-NSSAI(s) which are subject to NSAC and with the maximum number of UEs which are allowed to be registered with the S-NSSAI(s).


Figure 4.2.x.2-1: Monitoring procedure for NSAC
1.	The NSACF is configured with the maximum number of UEs which are allowed to be registered with the S-NSSAI. The NSACF performs AMF discovery for the AMFs serving the S-NSSAI using the NRF services. The NSACF may subscribe with NRF for notifications about new AMFs which serve the S-NSSAI.
2.	The NSACF subscribes with the AMFs for the event of the current number of UEs registered with the S-NSSAI by using the Namf_EventExposure_Subscribe request service operation. The Target of Event Reporting is the S-NSSAI subject to NSAC. The NSACF may include Event Filters to control the reporting granularity. For example, a reporting may be periodic or immediate based on operator's configuration and the level of current number of UEs compared to the maximum number of UEs as described in TS 23.501 [2]. 
3.	 The AMF reports the current status of the number of UEs registered with the S-NSSAI in the AMF. The AMF sends the Notifications according to the Event Filters requested by the NSACF. 
4.	The NSACF may determine to update the Event Filters and Event Reporting Information based on the current total number of UEs registered with the S-NSSAI compared to the maximum number of UEs. The NSACF uses the Namf_EventExposure_Subscribe request service operation. 

4.2.x.3	Admission enforcement of the number of registered UEs
The admission enforcement of the maximum number of registered UEs is managed by the NSACF, which notifies the subscribed AMFs that the maximum number of UEs is reached. The AMFs shall start to reject new registrations to the S-NSSAI and allow further re-registrations to the S-NSSAI, which has been already part of the UE' Allowed NSSAI. 

 
[bookmark: _Hlk63943062]Figure 4.2.x.3-1: Admission enforcement procedure for NSAC
1.	The AMF is configured with the S-NSSAI(s) subject to network slice admission control for the maximum number of registered UEs. The AMF performs the NSACF discovery for the S-NSSAI using the NRF services. 
2.	The AMF subscribes with the NSACF for the events "start admission enforcement" and "stop admission enforcement" and the Target of Event Reporting is the S-NSSAI subject to NSAC. The AMF uses the Nnsacf_EventExposure_Subscribe request service operation. The NSACF replies to the AMF whether the service subscription is successful. 
3.	The NSACF monitors the status of current number of registered UEs for the S-NSSAI and compares with the maximum number of allowed registered UEs. When the NSACF deteremines that the maximum number of registered UEs for the S-NSSAI is reached, the NSACF notifies the AMF to start the admission enforcement (i.e. the Event ID "start admission enforcement"). 
4.	The AMF starts enforcing the admission control. The AMF rejects the UE request attempting a new registration to the S-NSSAI, i.e. the UEs were not registered to the S-NSSAI before. If a UE is moving from an old AMF, and requests registration to the S-NSSAI, which is part of the Allowed NSSAI in the old AMF, the AMF shall not reject the S-NSSAI due to NSAC. 
5.	If the current number of UEs registered with the S-NSSAI falls below the maximum number of UEs, the NSACF indicates to the AMF that admission control stops (i.e. the Event ID "stop access enforcement"). The AMF allows new UEs to register with the S-NSSAI. 
* * * * end of 1st change * * * *


* * * * start of 2nd change * * * *
[bookmark: _Toc36192212][bookmark: _Toc45193325][bookmark: _Toc47592957][bookmark: _Toc51835044][bookmark: _Toc59100870][bookmark: _Toc27846418][bookmark: _Toc36187542][bookmark: _Toc45183446][bookmark: _Toc47342288][bookmark: _Toc51768986][bookmark: _Toc59095336][bookmark: _Toc45193659][bookmark: _Toc47593291][bookmark: _Toc51835378][bookmark: _Toc59101204]5.2.2.3	Namf_EventExposure service
[bookmark: _Toc20204417][bookmark: _Toc27895116][bookmark: _Toc36192213][bookmark: _Toc45193326][bookmark: _Toc47592958][bookmark: _Toc51835045][bookmark: _Toc59100871]5.2.2.3.1	General
[bookmark: _Hlk63065261]Service description: This service enables an NF to subscribe and get notified about an Event ID.
Following UE access and mobility information event are considered (Event ID is defined in clause 4.15.1 and Table 4.15.3.1-1):	Comment by Moto-1: Do we need update to clause 4.1.5.1?
-	Location Report (TAI, Cell ID, N3IWF/TNGF node, UE local IP address and optionally UDP source port number);
-	UE moving in or out of a subscribed "Area Of Interest" as described in clauses 5.3.4.4 and 5.6.11 in TS 23.501 [2];
-	Number of UEs served by the AMF and located in "Area Of Interest";
-	Time zone changes (UE Time zone);
-	Access Type changes (3GPP access or non-3GPP access);
-	Registration state changes (Registered or Deregistered);
-	Connectivity state changes (IDLE or CONNECTED);
-	UE loss of communication;
-	UE reachability status;
 -	UE indication of switching off SMS over NAS service; 
-	Subscription Correlation ID change (implicit subscription);
-	UE Type Allocation code (TAC);
-	Frequent mobility re-registration;
-	Subscription Correlation ID addition (implicit subscription); and
-	User State Information in 5GS, as described in clause 5.4.4 in TS 23.632 [68].
-	Number of UEs registered with an S-NSSAI subject to the network slice admission control as described in clause 4.2.x.2.
Event Filters are used to specify the conditions to match for notifying the event (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides some examples on how the conditions to match for event reporting can be specified for various Event IDs for AMF exposure.
NOTE:	The conditions to match can be set based on AMF-associated expected UE Behaviour parameter(s) to only notify the event when the UE's behaviour deviates from its expected UE behaviour as described in TS 23.288 [50].
Table 5.2.2.3.1-1: Example of Event Filters for AMF exposure events
	Event ID
	Event Filter (List of Parameter Values to Match)

	Location Report
	<Parameter Type = LocationFilter, Value = TA1>

	UE moving in or out of Area of Interest
	<Parameter Type = TAI, Value = TA1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>
<Parameter Type = NSI ID, Value = NSI ID1>
<Parameter Type = PRA ID, Value = PRA ID value>

	Access Type
	<Parameter Type=AN Type, Value=3GPP Access">

	Location
	<Parameter Type=TAI, Value=wildcard> (to report any TAI change)

	Location
	<Parameter Type=TAI Value=abnormal> (to report only when the TAI deviates from expected values based on Expected UE Moving Trajectory).

	Reachability Filter
	Applicable to the event UE reachability. Value = UE reachability status change or UE reachable for DL traffic. Absence of this parameter in UE reachability event request is interpreted as "UE reachability status change".

	Number of UEs registered with an S-NSSAI
	Applicable to the event number of UEs registered with an S-NSSAI. 
<Target of Event Reporting = S-NSSAI, Value = S-NSSAI1>
<Event Parameter Type = Offset compared to the previous report from the AMF> 
<Event Parameter Value= Offset value, value = 5/1 >
<Parameter Type = period, Value = NumberOfSeconds>



The following service operations are defined for the Namf_EventExposure service:
-	Namf_EventExposure_Subscribe.
-	Namf_EventExposure_UnSubscribe.
-	Namf_EventExposure_Notify.
* * * * end of 2nd change * * * *

* * * * start of 3rd change * * * *
5.2.xx	NSACF services
5.2.xx.1	General
The following table illustrates the NSACF services.
Table 5.2.xx-1: List of NSACF services
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nnsacf_EventExposure
	Subscribe
	Subscribe/Notify
	AMF, SMF

	
	Unsubscribe
	Subscribe/Notify
	AMF, SMF

	
	Notify
	Subscribe/Notify
	



Editor's Note: The NSAC for KI#2 of FS_eNS_Ph2 (i.e. NSAC for max. number of established PDU Sessions) is FFS. Especially the issue whether the SMF or AMF perform the admission enforcement.

5.2.xx.2	Nnsacf_EventExposure services
5.2.xx.2.1	General
Service Description: This service enables a consumer NF to subscribe and get notified about an Event ID.
Following events are considered (Event ID is defined in clause 4.15.1 and Table 4.15.3.1-1):
-	start access enforcement; and 
-	stop access enforcement.
TBD
5.2.xx.2.1	Nnsacf_EventExposure_Subscribe service operation
Service operation name: Nnsacf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe to or modify event reporting for an S-NSSAI.
Input, Required: NF ID, Target of Event Reporting:S-NSSAI, ((set of) Event ID(s) defined in clause 5.2.xx.2.1, Notification Target Address (+ Notification Correlation ID))s, Event Reporting Information defined in Table 4.15.1-1.
Input, Optional: (Event Filter(s) associated with each Event ID; Event Filter (s) are defined in clause 5.2.xx.2.1, Subscription Correlation ID (in the case of modification of the event subscription), Expiry time.
Output, Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription), Expiry time (required if the subscription can be expired based on the operator's policy).
Output, Optional: First corresponding event report is included, if available (see clause 4.15.1).
The NF consumer subscribes to the event notification by invoking Nnsacf_EventExposure to the NSACF. The NSACF allocates a Subscription Correlation ID for the subscription and responds to the consumer NF with the Subscription Correlation ID. The S-NSSAI identifies the Network Slice which is subject of NSAC. The Event ID (see clause 4.15.1) identifies the events that the NF consumer is interested in. The Subscription Correlation ID is unique within the NSACF.
The ((set of) Event ID(s), Notification Target Address (+ Notification Correlation ID)) helps the Event Receiving NF to co-relate a notification against a corresponding event subscription for the indicated Event ID.
Event receiving NF ID identifies the NF that shall receive the event reporting.
When the consumer NF needs to modify an existing subscription previously created by itself in the NSACF, it invokes Nnsacf_EventExposure_Subscribe service operation which contains the Subscription Correlation ID and the new Event Filters with Event ID to the NSACF.
[bookmark: _Toc20204419][bookmark: _Toc27895118][bookmark: _Toc36192215][bookmark: _Toc45193328][bookmark: _Toc47592960][bookmark: _Toc51835047][bookmark: _Toc59100873]5.2.xx.2.3	Nnsacf_EventExposure_UnSubscribe service operation
Service operation name: Nnsacf_EventExposure_UnSubscribe.
Description: The NF consumer uses this service operation to unsubscribe for a specific event for an S-NSSAI.
Input, Required: Subscription Correlation ID.
Input, Optional: None.
Output, Required: Operation execution result indication.
Output, Optional: None.
The NF consumer unsubscribes the event notification by invoking Nnsacf_EventExposure_Unsubscribe (Subscription Correlation ID) to the NSACF.
[bookmark: _Toc20204420][bookmark: _Toc27895119][bookmark: _Toc36192216][bookmark: _Toc45193329][bookmark: _Toc47592961][bookmark: _Toc51835048][bookmark: _Toc59100874]5.2.xx.2.4	Nnsacf_EventExposure_Notify service operation
Service operation name: Nnsacf_EventExposure_Notify.
Service operation description: Provides the previously subscribed event information to the NF Consumer which has subscribed to that event before.
Input, Required: NSACF ID, Notification Correlation Information, Event ID, corresponding S-NSSAI, time stamp.
Input, Optional: Event specific parameter list.
Output, Required: None.
Output, Optional: None.
When the NSACF detects the access enfocement should be activated due to current number of UEs has reached the maximum number of UEs, the NSACF invokes Nnsacf_EventExposure_Notify service operation to the NF consumer(s) which has subscribed to the event before. The event "start access enforcement" is notified towards the consumers for which the Event Filters match. The Notification Target Address (+ Notification Correlation ID) indicates to the Event Receiving NF the specific event notification subscription. 
When the NSACF detects the access enfocement should be deactivated due to current current number of UEs undergoes the maximum number of UEs, the NSACF invokes Nnsacf_EventExposure_Notify service operation to the NF consumer(s) which has subscribed to the event before. The event "start access enforcement" is notified towards the consumers for which the Event Filters match. The Notification Target Address (+ Notification Correlation ID) indicates to the Event Receiving NF the specific event notification subscription. 


* * * * end of 3rd change * * * *
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