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Abstract: This paper provides discussion whether AMF or SMF enforce the slice quota for number of PDU Session.
1. Introduction
The Pre SA2#142E meeting, the following conclusion was agreed for KI#2.
A new NF is defined to support the storing of network slice information (i.e., the maximum number of PDU Sessions allowed to be served by a network slice), and managing, updating and enforcing the network slice information for the purpose of network slice access control. The new NF can be deployed as standalone or co-located with an existing NF
When the number of PDU Session in the network slice exceeds the maximum number, the network needs to reject new PDU Session establishment request. The network can provide a rejection cause and optionally with a back-off timer to the UE. 
One open issue is whether the AMF or SMF will reject the PDU Session establishment request message if the network slice related quota is overflown. 
Another open issue whether the AMF or SMF can report the current number of PDU session in the network slice.
This paper provides analysis and makes proposals on this issue.
Discussion 
The followings are two options in the TR to reject the PDU session establishment request when the network slice related quota on the number of PDU Sessions is overflown:
Option 1(AMF based solution): The AMF knows the network slice quota status and rejects the PDU session establishment request message.
Option 2(SMF based solution): The SMF knows the network slice quota status and reject the PDU session establishment request message.

Admission control procedure:
For non-roaming and roaming with local breakout case, both options can work. However the option 1 seems more suitable than option 2 because the following reasons:
1. Option 1 is aligned with KI#1, i.e. only AMF is impacted. Therefore this option has less impact on the system.
2. Option 1 has less signalling on SMF because no further message is sent to SMF when the AMF checks that network slice quota is overflown.
3. In Option 1 if the S-NSSAI quota is overflown the AMF can remove this S-NSSAI from the Allowed NSSAI to block the UE to request service on this slice. This can further reduce the UE signalling.
Therefore it is proposed to use option 1 for both non roaming case and roaming with local breakout case.
For HR roaming case, the option 1 can also be applicable for the quota status check in VPLMN and any enhancement on V-SMF to do the network slice quota check can be avoided. However in this case the H-SMF still needs to perform the network slice quota check in HPLMN because the following reasons:
1. The operators may not want to exposure the network slice status information to other operators due to security issue. Therefore the VPLMN cannot know the network slice status information in HPLMN.
2. The home PLMN may want to deploy this feature without dependency on the support of this feature in VPLMN.

Monitoring procedure:
For collecting the current number of PDU session in the network slice, because all of the AMF, SMF and UDM have knowledge about the PDU Session status and the associated S-NSSAI, therefore all of them can determine the current number of PDU Sessions in the network slice. When we consider the roaming case, the NSACF in the home PLMN cannot collect data from the AMF, and the NSACF in visited PLMN cannot collect data from UDM. 
However it is possible that the NSACF can collect these information from SMF in its own PLMN, for example collecting data for non-roaming PDU session and data for roaming with LBO PDU session from anchor SMF, and collecting data for roaming with home routed PDU Session from V-SMF. Therefore it is proposed that the NSACF collect the current number of PDU session in the network slice from SMF.

Conclusion
Based on the analysis above, it is proposed that 
Proposal 1: The AMF communicates with the NSACF to perform admission control on the number of PDU Sessions. .
Proposal 2: When the AMF option is not possible (i.e. home routed case) the SMF communicates with the NSACF to perform admission control on the number of PDU Sessions.
Proposal 3: The NSACF can collect the current number of PDU session in the network slice from the SMF within the network slice. 
[bookmark: _GoBack]
Proposal
It is proposed to agree the above proposals and agree the following changes in TR23.700-40.

/************* Start of Change************/
[bookmark: _Toc57616478][bookmark: _Toc57131738][bookmark: _Toc54639668][bookmark: _Toc54638786][bookmark: _Toc54638292]8.2	Conclusion for Key Issue#2
To enable a 5GS to support network slice related quota on the maximum number of PDU Sessions, the following new functionalities in the 5GS are needed:
[bookmark: _Hlk52447725]-	Storing of network slice related quota information: If a network slice is subject to a network slice quota management on a maximum number of PDU Sessions, it is assumed that the O&M should have for this network slice a) the information of the quota of maximum number of PDU Sessions. To enable the network slice related quota enforcement, this information is configured and stored in 5GC.
-	Managing and updating the network slice related quota on maximum number of PDU Sessions established in a S-NSSAI: This functionality is part of the 5GC and it manages the NW Slice quota of maximum number of PDU Sessions in a S-NSSAI, and updates the current number of PDU Sessions successfully established in the network slice subject to a network slice quota checking on a maximum number of PDU Sessions.
-	Enforcing the network slice related quota on the maximum number of PDU Sessions: This functionality is part of the 5GC and it controls the establishment of PDU session of a S-NSSAI subject to the quota management by accepting or rejecting the request. In case of rejection, the function may provide a rejection cause and optionally with a back-off timer.
-	A new NF is defined to support the storing of network slice information (i.e., the maximum number of PDU Sessions allowed to be served by a network slice), and managing, updating and enforcing the network slice information for the purpose of network slice access control. The new NF can be deployed as standalone or co-located with an existing NF.
NOTE:	Whether to use an existing rejection cause and back-off timer or a new rejection cause and back-off timer, this is to be determined in Stage-3.
-	The new NF collects the number of PDU Sessions from SMF in the network slice by requesting the SMF to report the number of PDU Sessions per single PDU Session basis or per batch of PDU Sessions basis. The new NF ensures that the current number of established PDU Sessions for the S-NSSAI subject to the network slice access control/quota management does not exceed the maximum number of PDU Sessions. If exceeded, 1) the new NF notifies the AMF so the AMF can either reject the PDU Session request with the S-NSSAI, or remove the S-NSSAI from the UE’s Allowed NSSAI, and 2) the new NF notifies the SMF so the SMF can reject the PDU Session request with the S-NSSAI.
/************* End of Change************/
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