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Abstract: This contribution proposes the overall evaluation for L2 and L3 U2N Relay.
1. Introduction/Discussion
There are three types of solutions to address KI# 3 documented in TR 23.752; L2 Relay, L3 Relay without N3IWF and L3 Relay with N3IWF. This contribution provides the overall evaluation from the aspects of QoS, service continuity, security, network control and system impact.
Followings are the summary of the overall evaluation and solution comparison.
	Evaluation criteria
	L2 Relay
	L3 Relay without N3IWF
	L3 Relay with N3IWF

	QoS
	RAN makes the precise QoS parameter splitting with the knowledge of Uu and PC5 interface. QoS parameters can better match the link status.
	The E2E QoS parameter is split based on 5QI and PQI mapping. Since the knowledge of Uu and PC5 interface is not considered, QoS parameters may not match the link status causing E2E QoS assurance failure.
	1. Remote UE makes QoS parameter splitting for the underlay network without the knowledge of Uu interface. QoS parameters may not match the link status causing E2E QoS assurance failure.
2. E2E delay requirement may not be satisfied due to the long transmission path depending by N3IWF and UPF location.
3. The transmission delay between Relay UE’s UPF and N3IWF is ignored, which causes that the E2E QoS cannot be satisfied by the configured QoS.

	Service continuity
	Similar to handover, lossless service continuity can be achieved by using the continuous PDCP SN.
	The solution depends upon application layer implementation. It cannot guarantee lossless delivery. Some packets in the old path may be lost and service interruption may be experienced.
	1. Session continuity is supported for direct and indirect communication path switch, but it cannot guarantee the lossless delivery and some packets in the old path may be lost.
2. For the Relay change case, whether the service continuity can be supported is not clear.

	Security
	Enforced at the PDCP layer between the Remote UE and the RAN. The data of Remote UE is protected and cannot be intercepted by the Relay UE.
	Hop-by-hop security, but the data of Remote UE can be intercepted by Relay UE.
	Using IPSec between the Remote UE and N3IWF, the data of Remote UE is protected and cannot be intercepted by Relay UE.

	Network control
	Full control, same as a normal UE.
	Partial control, mobility restriction and authorization update cannot be performed.
	Partial control, mobility restriction cannot be performed.

	System Impact
	1. Relay UE should support the L2 based data forwarding and monitor paging occasion for the Remote UE. 
2. RAN should support L2 relay functionality for data forwarding of Remote UE. 
3. Impact on CN for authorization.
	1. Relay UE should support the L3 based data forwarding. 
2. Impact on SMF and PCF for QoS handling.
3. Impact on CN for authorization.
	1. Remote UE should support IPSec over PC5 and Relay UE should support the L3 based data forwarding. 
2. The solution depends upon the N3IWF, and this will bring complexity to deployments and adoption restrict and delay Relay business. 
3. To keep IPSec connection alive will consume more UE power.



Thus, the different Relay solutions provide the different service performance from the aspects of QoS assurance, service continuity, security and network control. L2 Relay provides the best service performance.
In the RAN2#113E meeting, it has been concluded that Layer-2 based Relay architecture is feasible and RAN2 recommends L2 UE to NW relay can proceed to normative work.
In the LS S2-2008354 from SA3, SA3 has confirmed that solution #7 (Layer-2 based U2N Relay) is feasible to meet end-to-end security requirements for the Remote UE.
From the SA2 perspective, Layer-2 based U2N Relay has little standardization impact and needs little standardization effort.
Thus, L2 UE-to-Network Relay solution can be selected for normative work.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.752.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc50549063][bookmark: _Toc55202371][bookmark: _Toc55193891]7.3	Key Issue #3: Support of UE-to-Network Relay
For L3 UE-to-NW relay option of Key Issue #3: "Support of UE-to-Network Relay", the following solutions are relevant: Sol#6, Sol#19, Sol#23, Sol#24, Sol#25, Sol#26, Sol#27, Sol#28, Sol#35, Sol#38, Sol#40, Sol#42, Sol#43, Sol#45, Sol#46, Sol#47, Sol#48. Among these solutions:
-	Sol#6 proposes the L3 solution for the support of UE-to-Network Relay. The L3 Relay UE relays any IP, Ethernet, or Unstructured unicast traffic (UL and DL) between the Remote UE and the network.
-	Sol#19, Sol#28, Sol #48 are focusing on the UE-to-Network Relay discovery. The proposals are mainly on the information and identifiers to support the relay discovery and the Remote UE relay selection criteria.
-	Sol#23 proposes to support end-to-end security and IP address preservation for Remote UE traffic transmitted using Layer-3 UE-to-Network Relay using N3IWF. The solution reuses the design of "untrusted non-3GPP access to 5GC via N3IWF" in clause 4.2.8 of TS 23.501 [6] or "Access to PLMN services via stand-alone non-public networks" in clause 5.30.2.7 of TS 23.501 [6].
-	Sol#24, 25, 45 focuses on the solutions to support end-to-end QoS for Remote UE connected to network via L3 UE-to-NW relay with or without N3IWF. Both static QoS mapping support and dynamic QoS handling solutions are discussed.
-	Sol#26 provides the URSP rules changes to provide the policy control information to assist the Remote UE select a L3 route with or without N3IWF among the different communications paths for an application/service.
-	Sol#27 proposes to support secondary authentication of the Remote UE to let the application server in DN to authorize Remote UE to access the services using the PDU session of the L3 UE-to-NW relay via PC5 link.
-	Sol#28, Sol#38, Sol#42 discusses about the Relay PDU Session parameters that the Remote UE includes in the PC5 Connection setup messages and the Relay UE derive the Relay PDU Session parameters from URSP.
-	Sol#16, Sol#35 focuses on the procedures related to Relay service authorization and policy/parameter provisioning to Remote UE and Relay UE and the policy parameters required for relay operation.
-	Sol#40 proposes the provisioning of dedicated/shared relay session indication to the Remote UE and Relay UE and the support of network controlled Remote UE authorization for the Remote UE to use the PDU Session of Relay UE for the Dedicated/Shared Relay PDU Session.
-	Sol#43 proposes an alternative option to Sol#6 to establish the PC5 connection by reusing the Layer-2 link establishment procedure defined in TS 23.287 [5] clause 6.3.3.1, in which standalone discovery procedure is not needed and implicit UE-to-Network Relay discovery is embedded into the Direct Communication procedure. Both UE oriented and Relay Service Code oriented procedures are proposed in this solution.
-	Sol#46, 47 discuss about solutions to support network controlled Remote UE and Relay UE authorization to allow the UE access 5GC via L3 relay
-	Solution #27 is based on Solution #6 and provides a mechanism to support secondary authentication. If secondary authentication is not performed, the application layer may not provide service to the UE because the application layer behaviour should be the same regardless of whether a UE is connected via ProSe 5G UE-to-Network Relay or directly connected to 5GC. Based on this observation, Solution #27 needs to be supported on top of Solution #6.
Following are analysis of L2 Relay solution:
-	Sol#7 describes the L2 Relay, including registration and connection management, path selection, mobility restrictions, connection establishment, QoS handling, paging and security. The Remote UE accesses RAN via a UE-to-Network Relay UE using RAN specified L2 relay method. The data of Remote UE is protected by PDCP layer between the Remote UE and the RAN. QoS parameter splitting for PC5 QoS parameter and Uu QoS parameter is performed by RAN, with the knowledge of Uu and PC5 interface, and without any impact on CN. For paging, it proposed the concluded solution in clause 6.6.2 of TR 23.733 [26] can be reused.
-	Sol#29 describes path switch with high-level procedure and an AS related procedure will be defined in RAN. Similar to handover, lossless service continuity will be achieved by using the continuous PDCP SN.
-	Sol#19 proposes the procedure of Relay Discovery and Selection, including Model A and Model B. A Remote UE performs relay selection based on the relay related discovery parameters.
-	Sol#41 proposes Relay selection based on PLMN selection in the NAS layer of the Remote UE. PLMN selection behavior in the NAS layer of the Remote UE follows the existing mechanism. The solution is only applicable for RAN sharing case and assumes inter-PLMN agreements for Relay service. It is not clear whether this solution can be used for general case, i.e., non-RAN sharing case.
-	Sol#16 and Sol#35 proposes PCF based service authorization and provisioning, similar to the V2X mechanism. Compared with Sol#16, Sol#35 also provides the policy update mechanism and authorization information provisioning to RAN from the AMF.
-	Sol#30 proposes the authorization of the UE-to-Network Relay UE and the Remote UE. The core network, such as the PCF authorizes, whether the Remote UE can access to the network via the specific Relay UE.
-	Sol#44 proposes QoS parameter splitting for PC5 QoS and Uu QoS parameters in the CN. This will involve some impacts to the CN, since Remote UE's CN such as Remote UE's SMF or PCF needs to know that the Remote UE accesses the network via an indirect network connection. In Sol#7, QoS parameter splitting is performed by RAN. Since RAN has the knowledge of Uu and PC5 interface aspects, such as link quality and available resource, RAN can make more informed and better QoS parameter splitting choices. So QoS parameter splitting in RAN will be selected.
Table 7.3-X presents the overall evaluation on L2 Relay, L3 Relay without N3IWF and L3 Relay with N3IWF, for the aspects of QoS, service continuity, security and system impact.
Table 7.3-X Comparison of solution types
	Evaluation criteria
	L2 Relay
	L3 Relay without N3IWF
	L3 Relay with N3IWF

	QoS
	RAN makes the precise QoS parameter splitting with the knowledge of Uu and PC5 interface. QoS parameters can better match the link status.
	The E2E QoS parameter is split based on 5QI and PQI mapping. Since the knowledge of Uu and PC5 interface is not considered, QoS parameters may not match the link status causing E2E QoS assurance failure.
	1. Remote UE makes QoS parameter splitting for the underlay network without the knowledge of Uu interface. QoS parameters may not match the link status causing E2E QoS assurance failure.
2. E2E delay requirement may not be satisfied due to the long transmission path depending by N3IWF and UPF location.
3. The transmission delay between Relay UE’s UPF and N3IWF is ignored, which causes that the E2E QoS cannot be satisfied by the configured QoS.

	Service continuity
	Similar to handover, lossless service continuity can be achieved by using the continuous PDCP SN.
	The solution depends upon application layer implementation. It cannot guarantee lossless delivery. Some packets in the old path may be lost and service interruption may be experienced.
	1. Session continuity is supported for direct and indirect communication path switch, but it cannot guarantee the lossless delivery and some packets in the old path may be lost.
2. For the Relay change case, whether the service continuity can be supported is not clear.

	Security
	Enforced at the PDCP layer between the Remote UE and the RAN. The data of Remote UE is protected and cannot be intercepted by the Relay UE.
	Hop-by-hop security, but the data of Remote UE can be intercepted or seen by the Relay UE.
	Using IPSec between the Remote UE and N3IWF, the data of Remote UE is protected and cannot be intercepted by Relay UE.

	Network control
	Full control, same as a normal UE.
	Partial control, mobility restriction and authorization update cannot be performed.
	Partial control, mobility restriction cannot be performed.

	System Impact
	1. Relay UE should support the L2 based data forwarding and monitor paging occasion for the Remote UE. 
2. RAN should support L2 relay functionality for data forwarding of Remote UE. 
3. Impact on CN for authorization.
	1. Relay UE should support the L3 based data forwarding. 
2. Impact on SMF and PCF for QoS handling.
3. Impact on CN for authorization.
	1. Remote UE should support IPSec over PC5 and Relay UE should support the L3 based data forwarding. 
2. The solution depends upon the N3IWF, and this will bring complexity to deployments and adoption restrict and delay Relay business. 
3. To keep IPSec connection alive will consume more UE power.



The different Relay solutions provide the different service performance from the aspects of QoS assurance, service continuity, security and network control.
L2 Relay provides the good service performance from the aspects of QoS assurance, service continuity, security and network control. The L2 Relay can be used in all circumstances, when deployed.
L3 Relay without N3IWF can be only used when the Relay UE is trusted, and cannot support service continuity from the network side.
L3 Relay with N3IWF, when deployed, cannot provide good QoS performance due to the long path, and cannot support service continuity for the relay change case from the network side.
* * * * Second change * * * *
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For Key Issue #3 (Support of UE-to-Network Relay), the followings are taken as interim conclusions:
-	UE-to-Network Relay conclusions are subject to confirmation from RAN WG2 and SA WG3 for normative work.
-	The final decision on whether or not to proceed with Layer-2 and/or Layer-3 into normative work will be made in cooperation with other WGs.
The following is taken as interim conclusions for the L3 UE-to-Network Relay solution:
-	No showstopper has been identified by SA WG2 for L3 UE-to-Network solution. SA WG2 recommends L3 UE-to-Network Relay proceed into normative work, subject to RAN WG2 and SA WG3 conclusion.
-	Solution #6 is taken as baseline in case the UE-to-Network Relay is a trusted entity by the Remote UE. Solution#23 is agreed to be used to provide end-to-end security for the Remote UE in case the UE-to-Network Relay is not a trusted entity by the Remote UE.
-	The determination and enforcement that a ProSe Service cannot or shall not use Solution #6 or Solution #23 is FFS.
-	How a peer UE determines whether a Remote UE and/or a Relay UE supports one or both of Solution #6 and Solution #23 and how the selected solution is indicated when establishing the relay connection is FFS.
-	For L3 Relay discovery procedure, it is proposed to adopt the standalone discovery procedure (i.e. Model A and Model B), and, the additional information advertised by Relay UE as described in Sol#28 as the basis for normative work.
-	For the L3 relay operation support, Remote UE uses URSP rules to route the traffic on suitable communication path (as described in Sol#26).
-	Security aspects require confirmation from SA WG3.
NOTE 1:	The procedures to support authentication of Remote UE and Relay UE by the network will be determined by SA WG3.
-	For the Remote UE to use the network resources (e.g. PDU Session and Network Slice) of the Relay UE's serving network, the network-controlled authorization procedures will be determined in the normative phase with coordination with SA WG3. The alignment with the associated security procedures to authenticate the Remote UE and Relay UE will be carried out in normative phase via coordination with SA WG3.
-	The secondary authentication for a Remote UE will be determined by SA WG3. The alignment with the associated security procedures for secondary authentication of the Remote UE will be carried out in normative phase via coordination with SA WG3.
-	For QoS handling, following aspects in Solution #24 and Option #2 of Solution #25 are selected as basis for normative work:
-	L3 Relay can be configured with the 5QIs and PQIs mapping. Based on the mapping or, in case of a non-configured mapping of a requested QoS parameter, based on its implementation, the L3 relay translates the Uu QoS parameters to PC5 QoS parameters and vice versa.
-	To support the dynamic QoS handling, relay UE determines the Uu QoS parameters and PC5 QoS parameters by taking into account the end-to-end QoS requirements provided by remote UE based on its configured QoS mapping information or, in case of a non-configured mapping of a requested QoS parameter, based on its implementation, and initiates PDU session modification procedure and L2 link modification procedure to setup corresponding QoS Flows over Uu and PC5.
-	The SMF of the L3 Relay provides the corresponding QoS rules and flow level QoS parameters to the L3 Relay as part of the PDU session establishment or modification procedures as defined in TS 23.502 [8], clause 4.3.2 and 4.3.3. Alternatively, reflective QoS control over Uu as defined in TS 23.501 [6], clause 5.7.5.3 can be leveraged for dynamic QoS handling of Remote UE to save on signalling between SMF and L3 Relay.
-	Based on signalled QoS rules (via SMF) or derived QoS rules (Uplink Uu via reflective QoS), the UE-to-Network Relay may use the L2 Link Modification procedures as defined in TS 23.287 [5], clause 6.3.3.4 to either move the corresponding ProSe service(s) to the mapped existing PC5 QoS flow or to set up a new PC5 QoS flow.
Editor's note:	The radio aspects of relay (re-)selection criteria and procedures, and service continuity for L3 U2N Relay are still under discussion in RAN WG2 in TR 38.836 [32] and will be determined by RAN WG2.
The followings are taken as interim the conclusions for the L2 UE-to-Network Relay solution:
-	No showstopper has been identified by SA WG2 for L2 UE-to-Network Relay solution. SA WG2 recommends L2 UE-to-Network Relay solution proceed into normative work, subject to RAN WG2 and SA WG3 conclusion.
-	Adopt Control and User Plane Protocols as described in Annex A, with confirmation from RAN WGs.
-	The Remote UE has a NAS connection with 5GC and Remote UE Registration and Connection establishment/management, the related procedure in solution #7 can be taken as baseline.
-	For Relay discovery, the standalone discovery is used, and both Model A and Model B are supported.
-	For paging the concluded solution in clause 6.6.2 of TR 23.733 [26] can be reused based on the assumption captured in clause 4.5.5.2 of TR 38.836 [32] adopted by RAN WG2.
NOTE 2:	It is left to RAN WG2 and to decide how to support end-to-end QoS between the Remote UE and RAN.
NOTE 3:	It is left to RAN WG2 and SA WG3 to decide the details of how to support end-to-end security between the Remote UE and RAN.
Editor's note:	The radio aspects of relay (re-)selection criteria and procedures, and service continuity for L2 U2N Relay are still under discussion in RAN WG2 in TR 38.836 [32] and will be determined by RAN WG2.
Editor's note:	For mobility issue, SA WG2 may need further study after RAN WG progress.
* * * * End of changes * * * *
3GPP
SA WG2 TD

