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Abstract of the contribution: This is to conclude the UE-to-UE relay. 

1. Discussion
For the U2U relay,

The work for the L3 U2U relay is mainly in SA2. The main work for L2 U2U relay is in RAN2 and there are a lot of open issues for the L2 U2U relay. 
The solution #8 is used for the relay discovery and selection. Actually in RAN2, separate mode A and mode B discovery procedure are supported. And the discovery integrated into the Direct communication procedure is not aligned with the RAN2 discussion.

For the solution #9 in the TR, we think this is only solution in the TR for the connection establishment for L2 U2U relay. However this is not aligned with the RAN2 discussion as well, the adaption layer is proposed in RAN2, however in this solution, two layer 2 IDs are proposed for the connection establishment. If we include the L2 U2U relay into the conclusion, however we can not expect which solution/mechanism will be selected. Basically we think there are some basic open issues in the solutions in the TR.
So it is proposed that only L3 U2U relay will be included in the normative work.

Note that the above proposal is based on the current TR content.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.752.
* * * * First Change * * * *
8.4
Key Issue #4: Support of UE-to-UE Relay
For Key Issue #4 (Support of UE-to-UE Relay), the followings are taken as conclusions:


-
SA2 recommends Layer-3 proceed into normative work.

The followings are taken as conclusion for Layer-3 UE-to-UE relay:

-
No showstopper has been identified by SA2 for L3 UE-to-UE solution. SA WG2 recommends L3 UE-to-UE Relay proceed into normative work.

-
L3 UE-to-UE relay solution can support relaying of IP and non-IP traffic. For IP traffic, the IP addresses of the UEs can be either assigned by the relay (as described in sol#10) or self-assigned (as described in sol#32). For Non-IP traffic, it can be either handled via IP encapsulation or without IP encapsulation (as described in sol#49). 

-
UE-to-UE Relay discovery and selection are supported by:

-
Model A discovery (as described in sol#11);

-
Model B discovery (as described in sol#8); and

-
Integrated PC5 unicast link establishment procedure (as described in sol#8).

-
UE-to-UE relay reselection


The relay reselection can be viewed just like redoing the relay selection as described in Sol#8 or be performed as described in Sol#50. The reselection criteria are to be coordinated with RAN2 WG.

-
QoS support 


End-to-end QoS support for Remote UE is provided by splitting the QoS between the two PC5 links between the source UE and target UE. QoS splitting configuration can be provided from PCF as part of policy to both Remote UE and Relay UE or the QoS splitting can be managed by the Relay UE based on the end-to-end QoS needs. For QoS handling, Sol#31 can be considered as the starting point for the normative work.
The following are taken as conclusions for the L2 UE-to-UE Relay:

SA2 recommends L2 UE-to-UE Relay will not proceed into normative work in Rel-17.

NOTE  1:
The operation procedures for supporting the L2 UE-to-UE Relay need coordination with RAN2 to decide how the UE-to-UE Relay performs the data/signalling routing.
-
For UE-to-UE Relay discovery, both Model A and Model B are supported. It is recommended that Relay discovery is integrated into the PC5 unicast link establishment procedure.

-
For QoS handling, Sol#31 can be taken as baseline.

NOTE 2:
It is left to RAN WG2 to support the QoS enforcement in AS layer.
-
For Relay reselection, the negotiated UE-to-UE Relay reselection in Sol#50 and the Relay selection in Sol#8 can be used under different conditions. Both Sol#50 and Sol#8 can be taken as baseline.

NOTE 3:
It is left to RAN WG2 to decide the radio criteria on Relay reselection.

NOTE 4:
It is left to RAN WG2 and SA WG3 to decide the details of how to support end-to-end security between the Source UE and Target UE.
* * * * End of Changes * * * *
