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SA2 received in R2-2102009 from RAN2 a Reply LS on restricting the rate per UE per network slice with additional feedback concerning solution #22.
“RAN2's view is that SMBR enforcement can be provided by configuring different resources per slice. A solution for support of the UL SMBR without different resources will require further study in RAN2.” 
In this contribution the sourcing company provides a brief analysis of the RAN2 response and proposes a way forward.
Discussion
RAN2 informs SA2 that SMBR enforcement can be provided by configuring different resources per slice.
The approach to ‘configuring different resources’ follows the bullets below:
1. S-NSSAI(s) are configured on DRB(s) that are mapped to logical channels (LCHs).
2. The access to the resources by LCH(s) for data transfer is governed by restrictions configured for the LCH(s).
From TS 38.331 we can learn how RRC controls the configuration of resources to logical channels (LCH) (see 6.2.1). The restrictions on usage of resources to which the logical channels are mapped is the tool to support SMBR per slice referred to by the LS. These restrictions are specified in TS 38.321 (see 5.4.3.1).
Observation 0: which of these restrictions are actually available is highly dependent on the RAN capabilities, UE capabilities and RAN configuration. Furthermore, whether features like CA are used depends on dynamic factors, e.g. radio coverage, traffic pattern which are driving RRM logic that is orthogonal the SMBR key issue. Hence, they shall not be assumed to be generally available.
RRC configures the restrictions for each logical channel using the parameters listed below. We discuss each of the parameters in regard to its capabilities to realize SMBR enforcement as well as its impacts on the end user performance and resource utilization when used with the sole purpose of SMBR enforcement.
allowedServingCells determines data of which LCH the MAC multiplexer may map to which serving cell(s);
Discussion: In practice UEs support uplink carrier aggregation with at most 2 serving cells. Hence, this mapping restriction allows controlling the UL S-AMBR of at most two slices. It should also be noted that UL CA is typically only usable in good coverage situation. Otherwise, only one of the two configured UL serving cells should be scheduled and hence only one of the two slices could transmit data in a slot (no multiplexing).
Observation 1: allowedServingCells supports SMBR enforcement for two slices only.
allowedSCS-List which sets the allowed Subcarrier Spacing(s) for transmission;
Discussion: Each BWP of each serving cell uses just one SCS. If the gNB configures a UE with two (or more) BWPs with different SCSs on a serving cell, and if it restricts LCHs to use just one of these SCSs, it can control which UL grants the UE may use for which LCH (slice). Once configured in this way by RRC, the UE cannot serve the LCHs in the same slot (no multiplexing) even if the SMBR has not been reached. Even if the UE supports DCI-based BWP-Switching, the NW needs to account for the BWP-Switch delay when scheduling different LCHs (slices) interchangeably. It should also be noticed that not all SCSs can be used for all frequency bands. Typically, there is one optimal SCS per band – two might be usable. However, as of today, UEs support just one SCS for each band. 
Observation 2: allowedSCS-List disable support for multiplexing within a given slot, reducing resource utilization and end-user performance.
maxPUSCH-Duration which sets the maximum PUSCH duration (entire slot or just a subset of the symbols) allowed for transmission;
Discussion: prevents the UE from mapping a certain LCH/slice to UL grants spanning more than a certain number of slots (only mini-slots allowed). The other non-restricted LCH/slice can still use all mini-slot and full-slot formats, hence does not enforce SMBR for each slice. Inefficient from resources utilization as short grants add to the overhead.
Observation 3: maxPUSCH-Duration does not support SMBR enforcement. Impacts the resource utilization due to added overhead.
configuredGrantType1Allowed determines whether an LCH/slice may be mapped to a configured grant Type 1;
Discussion: Given only one LCH will be configured with Configured Grants (semi-persistent scheduling) while dynamic grants are applicable to all LCHs makes it impossible to enforce bitrate on different LCHs and thus slices.
Observation 4: configuredGrantType1Allowed does not support SMBR enforcement as dynamic grants can be used by all LCHs.
allowedCG-List which sets the allowed configured grant(s) for transmission;
Discussion: It introduces a list of different CGs. Poor resource utilizations as gNB has to configure different configured grants for different slices which prevents efficient multiplexing of data. 
allowedPHY-PriorityIndex which sets the allowed PHY priority index(es) of a dynamic grant for transmission.
Discussion: That restriction can only be configured with two values and thus is applicable to separate two resources only, i.e. SMBR for two slices only can be configured. No support for multiplexing within a given slot impacting the end-user performance and resource utilization.
Observation 5: allowedPHY-PriorityIndex supports SMBR enforcement for two slices only.
Conclusions and way forward
Following observations are made in the discussion section:
Observation 0: which of these restrictions are actually available is highly dependent on the RAN capabilities, UE capabilities and RAN configuration. Furthermore, whether features like CA are used depends on dynamic factors, e.g. radio coverage, traffic pattern which are driving RRM logic that is orthogonal the SMBR key issue. Hence, they shall not be assumed to be generally available.
Observation 1: allowedServingCells supports SMBR enforcement for two slices only.
Observation 2: allowedSCS-List disable support for multiplexing within a given slot, reducing resource utilization and end-user performance.
Observation 3: maxPUSCH-Duration does not support SMBR enforcement. Impacts the resource utilization due to added overhead.
Observation 4: configuredGrantType1Allowed does not support SMBR enforcement as dynamic grants can be used by all LCHs.
Observation 5: allowedPHY-PriorityIndex supports SMBR enforcement for two slices only.

Based on the observations provided above, the restrictions provided to the LCHs/slices to access resources are not addressing the Key Issue #3 on slice bitrate enforcement per UE and slice in a general manner.
In the same LS, RAN2 informs SA2 that there is no known solution for the scenario where resources separation is not possible. To sum up, solution #22 is not a viable approach to address KI#3 and is proposed to not be further progressed.
Consequently, following the guidelines provided as result of the moderated e-mail discussion, the conclusion on KI#3 in TR 23.700-40 is updated proposing to progress a PCF based solution #20. Given that in this case existing bitrate enforcement mechanisms per legacy QoS framework are used, the Editor’s note is addressed and removed. 
2. Proposal
It is proposed to capture the following changes in TR 23.700-40.
* * * * First change * * * * 
[bookmark: _Toc57131739][bookmark: _Toc57616479]8.3	Interim conclusion for Key Issue #3
For Key Issue #3 (Limitation of data rate per network slice in UL and DL per UE):
-	A new QoS parameter, Slice-MBR per S-NSSAI is defined. The UL/DL Slice-MBR limits the aggregate data rate in UL and DL per UE across all GBR and Non-GBR QoS Flows for all PDU sessions associated with a S-NSSAI for the UE. The value of UL/DL Slice-MBR is stored in the UDR.
-	PCF based solution #20 will be progressed during the normative phase.
Editor's note:	It is FFS which entity(s) performs Slice-MBR data rate enforcement.
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