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FIRST CHANGE
4.15.3.2.X	Handling AF requests when the UE is identified via DN addressing information
An AF may via the NEF request Event Exposure (as defined otherwise in other sub-clauses of clause 4.15.3) or parameter provisioning (as defined in clause 4.15.6) targetting an individual UE, identifying the target UE by providing DN addressing information (e.g. IP address and port) of the UE. 
In this case the 5GC first needs to retrieve a Permanent Identifier of the UE based on:
· the DN addressing information (e.g. IP address and port information) of the UE as provided by the AF: this may correspond to an UE IP address as allocated by 5GC or to an IP address (and port) that has been NATed (Network and Port Address Translation) by an entity controlled by the 5GC operator. In the latter case the 5GC needs to first get the translation back from the IP addressing information provided by the AF to the IP address that the 5GC has allocated to the UE,
NOTE: 	The mechanisms to get this translation are not defined.
· the corresponding DNN and/or S-NSSAI: this may have been provided by the AF or determined by the NEF using the identity of the AF;
Once this is done, the 5GC may carry out the action requested by the AF and may deliver back to the AF an UE external Identifier for an Application. This UE external Identifier for an Application may later on be used by the AF to issue further requests about the same UE. The UE external Identifier for an Application is defined in TS 33.501 [15].
The AF may have its own means to maintain the UE external Identifier for an Application through, e.g., an AF session. After the retrieval of a UE external Identifier for an Application the AF shall not keep maintaining a mapping between the returned UE external Identifier for an Application and the UE IP address as this mapping may change.


NEXT CHANGE (2)

[bookmark: _Toc20204207][bookmark: _Toc27894899][bookmark: _Toc36191979][bookmark: _Toc45193069]4.15.6	External Parameter Provisioning
4.15.6.X	Parameter Provisioning when the UE is identified via DN addressing information
Handling of Parameter Provisioning requests targeting an individual UE when the UE is identified via DN addressing information is described in clause 4.15.3.2.X. Once the procedure described in clause 4.15.3.2.X has taken place, the Parameter Provisioning as described in other sub-clauses of 4.15.6 may apply.



NEXT CHANGE (3)

[bookmark: _Toc27895213][bookmark: _Toc36192310][bookmark: _Toc45193423][bookmark: _Toc47593055][bookmark: _Toc51835142][bookmark: _Toc59100968]5.2.6.2.2	Nnef_EventExposure_Subscribe operation
Service operation name: Nnef_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.
Inputs, Required: (Set of) Event ID(s) as specified in clause 4.15.3.1 or Npcf_PolicyAuthorization_Notify and Naf_EventExposure_Subscribe service operation, Target of Event Reporting (GPSI, SUPI, External Group Identifier, or Internal Group Identifier, UE addressing information (e.g. IP address and port) or UE external Identifier for an Application as defined in clause 4.15.3.2.X), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID).
Inputs, Optional: Event Filter, (set of) Application Identifier(s), Subscription Correlation ID (in the case of modification of the event subscription), Expiry time.
Outputs, Required: When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: First corresponding event report is included, if available (see clause 4.15.1), UE external Identifier for an Application (see clause 4.15.3.2.X).



NEXT CHANGE (4)
[bookmark: _Toc20204526][bookmark: _Toc27895225][bookmark: _Toc36192322][bookmark: _Toc45193435][bookmark: _Toc47593067][bookmark: _Toc51835154][bookmark: _Toc59100980]
5.2.6.4	Nnef_ParameterProvision service
[bookmark: _Toc20204527][bookmark: _Toc27895226][bookmark: _Toc36192323][bookmark: _Toc45193436][bookmark: _Toc47593068][bookmark: _Toc51835155][bookmark: _Toc59100981]5.2.6.4.1	General
This service is for allowing external party to provision of information which can be used for the UE in 5GS.
[bookmark: _Toc20204528][bookmark: _Toc27895227][bookmark: _Toc36192324][bookmark: _Toc45193437][bookmark: _Toc47593069][bookmark: _Toc51835156][bookmark: _Toc59100982]5.2.6.4.2	Nnef_ParameterProvision_Update service operation
Service operation name: Nnef_ParameterProvision_Update
Description: The consumer updates the UE related information (e.g., Expected UE Behaviour, Network Configuration parameters, Location Privacy Indication parameters) or 5G VN Group related information (e.g. 5G VN group data, 5G VN membership management).
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: GPSI, UE addressing information (e.g. IP address and port) or UE external Identifier for an Application (as defined in clause 4.15.3.2.X),, External Group ID at least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or 5G VN related information, Validity Time or Location Privacy Indication parameters.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available, UE external Identifyer for an Application (see clause 4.15.3.2.X).
[bookmark: _Toc20204529][bookmark: _Toc27895228][bookmark: _Toc36192325][bookmark: _Toc45193438][bookmark: _Toc47593070][bookmark: _Toc51835157][bookmark: _Toc59100983]5.2.6.4.3	Nnef_ParameterProvision_Create service operation
Service operation name: Nnef_ParameterProvision_Create
Description: The consumer creates a 5G VN group.
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: GPSI, UE addressing information (e.g. IP address and port) or UE external Identifier for an Application as defined in clause 4.15.3.2.X, External Group ID for 5G VN group creation, External Group ID, 5G VN group related information (e.g., 5G VN group data, 5G VN membership management).
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available, UE external Identifyer for an Application (see clause 4.15.3.2.X).
[bookmark: _Toc20204530][bookmark: _Toc27895229][bookmark: _Toc36192326][bookmark: _Toc45193439][bookmark: _Toc47593071][bookmark: _Toc51835158][bookmark: _Toc59100984]5.2.6.4.4	Nnef_ParameterProvision_Delete service operation
Service operation name: Nnef_ParameterProvision_Delete
Description: The consumer deletes a 5G VN group.
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: External Group ID.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204531][bookmark: _Toc27895230][bookmark: _Toc36192327][bookmark: _Toc45193440][bookmark: _Toc47593072][bookmark: _Toc51835159][bookmark: _Toc59100985]5.2.6.4.5	Nnef_ParameterProvision_Get service operation
Service operation name: Nnef_ParameterProvision_Get
Description: The consumer gets the UE related information (e.g. Expected UE Behaviour, Network Configuration parameters).
Inputs, Required: GPSI, UE addressing information (e.g. IP address and port) or UE external Identifier for an Application as defined in clause 4.15.3.2.X, AF ID, requested information (e.g., Expected UE Behaviour, Network Configuration parameters).
Inputs, Optional: None.
Outputs, Required: Requested data, Operation execution result indication.
Outputs, Optional: None. UE external Identifyer for an Application (see clause 4.15.3.2.X).



NEXT CHANGE (5)

[bookmark: _Toc36192414][bookmark: _Toc45193523][bookmark: _Toc47593155][bookmark: _Toc51835242][bookmark: _Toc59101068]5.2.6.21.2	Nnef_Location_LocationUpdateNotify service operation
Service operation name: Nnef_Location_LocationUpdateNotify
Description: Provides UE location information to the consumer NF.
[bookmark: _GoBack]Inputs, Required: Identity of the AF, UE identifier (GPSI, UE addressing information (e.g. IP address and port) or UE external Identifier for an Application as defined in clause 4.15.3.2.X), event causing the location estimate (5GC-MO-LR), location estimate, age of location estimate, accuracy indication, LCS QoS class.
Inputs, Optional: None.
Outputs, Required: Success/Failure indication.
Output (optional): Failure Cause (in the case of failure indication provided), UE external Identifyer for an Application (see clause 4.15.3.2.X).


END OF CHANGES
[bookmark: _Toc20204692][bookmark: _Toc27895406][bookmark: _Toc36192509][bookmark: _Toc45193611][bookmark: _Toc47593243][bookmark: _Toc51835330][bookmark: _Toc59101156]5.2.13.2.4	Nbsf_Management_Discovery service operation
Service Operation name: Nbsf_Management discovery
Description: Discovers the PCF and PCF set selected for the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI). This operation may also be used to determine the SUPI/GPSI from the tuple (UE address, DNN, S-NSSAI)
Inputs, Required: UE address (i.e. IP address or MAC address), DNN [Conditional], S-NSSAI [Conditional].
NOTE:	For TSN scenarios the UE address contains the DS-TT port MAC address.
Inputs, Optional: SUPI, GPSI.
Outputs, Required: PCF address(es), PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available], level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]).
Outputs, Optional: None.


 


 


SA WG2 Meeting #143e


 


S2


-


2100230


 


Feb 24


th


 


–


 


March 9


th


, 2021 ; Elbonia


                   


 


 


 


 


 


 


 


 


 


(revision of 


S2


-


2009002


)


 


CR


-


Form


-


v


12.


1


 


CHANGE REQUEST


 


 


 


23.50


2


 


CR


 


2329


 


rev


 


2


 


Current version:


 


16.7.


1


 


 


 


For 


HELP


 


on using this form


: c


omprehensive instructions can be found at 


 


http://www.3gpp.org/Change


-


Requests


.


 


 


 


Proposed change


 


affects:


 


UICC apps


 


 


ME


 


 


Radio Access Network


 


 


Core Network


 


X


 


 


 


Title:


 


 


Support of the mapping from IP addressing information provided to an AF to the user 


identity


 


 


 


Source to WG:


 


Nokia, Nokia Shanghai Bell


 


Source to TSG:


 


S2


 


 


 


Work item code:


 


EDGEAPP


 


 


Date:


 


2021


-


01


-


18


 


 


 


 


 


 


Category:


 


B


 


 


Release:


 


Rel


-


17


 


 


Use 


one


 


of the following categories:


 


F


  


(correction)


 


A


  


(mirror corresponding to a change in an earlier 


 


 


 


 


 


 


 


 


 


 


 


 


 


release)


 


B


  


(addition of feature), 


 


C


  


(functional modification of feature)


 


D


  


(editorial modification)


 


Detailed explanations of the above categories can


 


be found in 3GPP 


TR 21.900


.


 


Use 


one


 


of the following releases:


 


Rel


-


8


 


(Release 8)


 


Rel


-


9


 


(Release 9)


 


Rel


-


10


 


(Release 10)


 


Rel


-


11


 


(Release 11)


 


…


 


Rel


-


15


 


(Release 15)


 


Rel


-


16


 


(Release 16)


 


Rel


-


17


 


(Release 17)


 


Rel


-


18


 


(Release 18)


 


 


 


Reason for change:


 


(R


elates with LS in S2


-


2008358)


 


An AF may only be able to identify the UE target of an AF request for Data 


Provisioning or for Event Exposure about a UE by providing 


UE


 


addressing 


information (


e.g. 


IP address and port information) 


to identify


 


this UE.


 


 


 


Summary of change:


 


An AF may request 


(


via the NEF


)


 


information


 


exposure or parameter 


provisioning targetting an individual UE, identifying the target UE by 


providing 


UE


 


addressing information (


e.g. 


IP address and port


 


of the UE


)


. 


 


In this case the 5GC


 


(NEF)


 


first needs to retrieve a Permanent Identifier of 


the UE 


 


 


Then


 


the NEF Event exposure or the parameter provisioning as defined in 


R16 may apply.


 


 


Nnef_EventExposure_


Subscribe


, 


Nnef_Location_LocationUpdateNotify 


and 


Nnef_Pa


rameterProvision


 


operations are modified accordingly.


 


The NEF 


may deliver back to the AF an 


UE external Identifier for an 


Application. This UE external Identifier for an Application may later on be 


used by the AF to issue further requests about the same UE.


 


 


 


Consequences if not 


approved:


 


An AF cannot 


identify the UE target of an AF request for Data Provisioning 


or for Event Exposure by providing 


UE


 


addressing information (


e.g. 


IP 


address and port information) 


to identify


 


this UE.


 


 


 


Clauses affected:


 


4.15.3.2.X (new)


 


; 5.2.6.2.2 ; 5.2.6.4 ; 5.2.6.21.2 ; 5.2.13.2.4


 


 


 


 


Y


 


N


 


 


 


Other specs


 


X


 


 


 


Other core specifications


 


 


TS


 


23.501


 


CR 


2385


 


affected:


 


 


X


 


 


Test specifications


 


 


(show related CRs)


 


 


X


 


 


O&M Specifications


 


 


 


 




    SA WG2 Meeting #143e   S2 - 2100230   Feb 24 th   –   March 9 th , 2021 ; Elbonia                                       (revision of  S2 - 2009002 )  

CR - Form - v 12. 1  

CHANGE REQUEST  

 

 23.50 2  CR  2329  rev  2  Current version:  16.7. 1   

 

For  HELP   on using this form : c omprehensive instructions can be found at    http://www.3gpp.org/Change - Requests .  

 

 

Proposed change   affects:  UICC apps   ME   Radio Access Network   Core Network  X  

 

 

Title:    Support of the mapping from IP addressing information provided to an AF to the user  identity  

  

Source to WG:  Nokia, Nokia Shanghai Bell  

Source to TSG:  S2  

  

Work item code:  EDGEAPP   Date:  2021 - 01 - 18  

     

Category:  B   Release:  Rel - 17  

 Use  one   of the following categories:   F    (correction)   A    (mirror corresponding to a change in an earlier                            release)   B    (addition of feature),    C    (functional modification of feature)   D    (editorial modification)   Detailed explanations of the above categories can   be found in 3GPP  TR 21.900 .  Use  one   of the following releases:   Rel - 8   (Release 8)   Rel - 9   (Release 9)   Rel - 10   (Release 10)   Rel - 11   (Release 11)   …   Rel - 15   (Release 15)   Rel - 16   (Release 16)   Rel - 17   (Release 17)   Rel - 18   (Release 18)  

  

Reason for change:  (R elates with LS in S2 - 2008358)   An AF may only be able to identify the UE target of an AF request for Data  Provisioning or for Event Exposure about a UE by providing  UE   addressing  information ( e.g.  IP address and port information)  to identify   this UE.  

  

Summary of change:  An AF may request  ( via the NEF )   information   exposure or parameter  provisioning targetting an individual UE, identifying the target UE by  providing  UE   addressing information ( e.g.  IP address and port   of the UE ) .    In this case the 5GC   (NEF)   first needs to retrieve a Permanent Identifier of  the UE      Then   the NEF Event exposure or the parameter provisioning as defined in  R16 may apply.     Nnef_EventExposure_ Subscribe ,  Nnef_Location_LocationUpdateNotify  and  Nnef_Pa rameterProvision   operations are modified accordingly.   The NEF  may deliver back to the AF an  UE external Identifier for an  Application. This UE external Identifier for an Application may later on be  used by the AF to issue further requests about the same UE.  

  

Consequences if not  approved:  An AF cannot  identify the UE target of an AF request for Data Provisioning  or for Event Exposure by providing  UE   addressing information ( e.g.  IP  address and port information)  to identify   this UE.  

  

Clauses affected:  4.15.3.2.X (new)   ; 5.2.6.2.2 ; 5.2.6.4 ; 5.2.6.21.2 ; 5.2.13.2.4  

  

 Y  N    

Other specs  X     Other core specifications    TS   23.501   CR  2385  

affected:   X    Test specifications   

(show related CRs)   X    O&M Specifications   

  

