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Abstract of the contribution: This contribution proposes a solution update to Sol. #27 in FS_eNA_Ph2 studies in Rel-17.
1. Background 
Past SA2 meetings agreed on some solutions for KI#8 as part of FS_eNA_Ph2 studies in Rel-17.
In this paper, we propose to update Sol. #27 to address below ENs in clause 6.27.1.6:

· Editor's note:
This clause is FFS and may need to be revised after SA WG4 feedback.
· Editor's note:
Whether the Application Client provides UE IP address to MNO AF or the MNO AF retrieves it from the IP header is FFS.  

This paper addresses the above as part of FS_eNA_Ph2 studies in Rel-17.  
2. Text Proposal

It is proposed to adopt the following text within the 23.700-91.   
*** Start of the change ***
6.27
Solution #27: UE data as an input for analytics generation
6.27.1.6
Correlating UE Application Client data and NWDAF requested input data.


The UE Application client provides the UE IP address/prefix and the external Application Id while the NWDAF request contains the SUPI and the internal Application Id. The MNO AF needs to correlate both.
NOTE : 
It is assumed UE IP address is known at MNO AF based on application-level interactions between UE Application client and MNO AF. The interactions to retrieve UE IP address at MNO AF is out of scope of SA2. 

In order to correlate the external and internal Application Id (or related Event ID), the MNO AF registers at the NRF as supporting both Applications (or related Event ID) as part of its NF profile.

If a SUPI is provided as the target of analytics reporting, in order to correlate the SUPI and the UE IP address/prefix, the MNO AF obtains the PDU sessions active for the SUPI, DNN and S-NSSAI if provided by NWDAF and then subscribes to Event IP address allocation and release to SMF. The procedure is shown below.
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Figure 6.27.1.6-1: Retrieving UE IP address/prefix allocated for a SUPI, DNN and S-NSSAI

1
Triggered by Naf Event Exposure request with Target for Event Reporting set to SUPI, or the Internal-Group.Id, the MNO AF contacts UDM using Nudm_SDM_Subscribe including the target SUPI, and S-NSSASI if available as well as the Data type set to UE context in SMF data. If an Internal-Group-Id is provided the MNO AF requests UDM to provide the list of SUPIs using the Nudm_SMF_Get service including the Internal Group-Id and Data type set to Group data. The UDM provide the UE context data including the SMFs serving the SUPI. This step may also be needed multiple times, one per SUPI.

2
The MNO AF contacts each SMF in the list of SMF serving the SUPI using Nsmf_EventExposure, Event Id on UE IP Address / prefix allocation change or PDU Session Establishment and/or PDU Session Release.

3
The SMF provides the UE IP address (es) / prefix (es) allocated to a SUPI.

4
The MNO AF stores it for later use, and updates it depending on the notifications from SMF.
If the target of analytics reporting is any UE, MNO AF subscribes to NRF Discovery based on the event filter provided on the area of interest (as list of TAIs) to find matching AMF instances. The SUPIs are retrieved from relevant AMF(s) based on the event filter and then the procedure to interact with SMF as above is followed per individual SUPI or list of SUPIs. 

*** End of the change ***
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