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Abstract: This paper proposes conclusion to KI#2 solutions that has strong L4 assumptions 
1. [bookmark: _Ref440216314]Introduction

Solutions 30, 33, 34, 38, and 40 assumes L4/TCP/TLS/QUIC context transfer (between EAS). Some of these underlying assumptions as required in these solutions are un-realistic as it requires touching the baseline layers below the application. Such context transfer between old EAS and new EAS may require, for example: synchronizing the TCP states such as sequence numbering, session context mirroring, window size, security contexts possibly including Initialization vector changing on packet per packet basis and so on. Additionally, there is no corresponding IETF or other specifications and thus it is not clear how to achieve such context transfer and if this is feasible and/or too complicated to implement and doable, especially when the Edge Environment is hosted by a third party, hence when the MNO and 3GPP do not control the underlying layers in the EAS. 
[bookmark: _GoBack]Some of the above mentioned underlying assumptions required to make these respective solutions work, are highlighted below:
Solution 30: “AF can manage the runtime context mirroring between Local EAS and Anchor EAS and between source Local EAS and target Local EAS in order to guarantee the service continuity. The runtime context mirroring between source EAS and target EAS remains during the period of EAS migration (from EAS migration preparation to migration completion) to prevent UL/DL packet loss, which means during the transition period, the source Local EAS continues to serve the UE, synchronization of such knowledge between source and target Local EAS is assumed to be supported by the Edge Hosting Environment.”
Solution 33: This has assumptions such as: the application context including L4 network context can be transferred between the EAS(es). Application context relocation from EAS#1 to EAS#2 is supported. The application context relocation includes the upper layer network context (e.g. TCP context or high layer context). 
Solution 34: ”If the UE receives the Local DN binding context control information, the UE forwards the control information to the High Layer OS within the UE to handle the control information properly. For example, if the control information includes Layer 4 context refresh indication, the UE removes the Layer 4 context (e.g. the TCP context) that was established with the local DN1”: this basically means that the solution assumes the 3GPP layer in the UE will remove a TCP context in the OS
Solution 38: “NOTE 1: This solution assumes the UE related contexts, including application layer contexts and transporting layer contexts (e.g. TCP), if any, can be transferred from old EAS to new EAS by EAS relocation mechanisms, to ensure the packets can be handled seamlessly by the new EAS
Solution 40: Seamless change of Edge Application Sever for stateful applications by caching application status information in NEF. NEF retrieves stateful application status information from S-AF. The S-AF retrieves application status information from S-EAS. NEF sends the application status information cached from S-AF, to configure in T-AF. The status information may include: UE GPSI, UE IP address @ S-UPF, application ID, application address @ S-EAS, application context.

 


2. Proposal
It is proposed to include the following in the TR 23.748.
9. 	Conclusions

9.x	Conclusions for KI#2

Solutions 30, 33, 34, 38, and 40 assume L4/TCP/TLS/QUIC context transfer between edge application servers. Some of these underlying assumptions as required in these solutions are un-realistic as it requires touching the baseline layers below the application. Such context transfer between old EAS and new EAS may require, for example: synchronizing the TCP states such as sequence numbering, session context mirroring, window size, security contexts possibly including Initialization vector changing on packet per packet basis and so on. Additionally, there is no corresponding IETF or other specifications and thus it is not clear how to achieve such context transfer and whether this is feasible and/or too complicated to implement and doable, especially when the Edge Environment is hosted by a third party, hence when the MNO and 3GPP do not control the underlying layers in the EAS. Therefore, solutions 30, 33, 34, 38, and 40 are not recommended to be specified in normative work. 
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