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Abstract of the contribution: Discussion on UE ID in 5GS API(s) (relates with LS in S2-2008358)
1 Discussion
This paper relates with S6-201972 received as part of S2-2008358 and discussing UE ID API.
Preserving user privacy and preventing tracking user activity is a key feature of 5G networks (for example the SUCI has been defined with this purpose and some regions are defining tight privacy rules to apply to electronic communications). Sending the GPSI to an AF may not comply with such privacy requirements. 
The request for 5GC to determine the target UE based on addressing information remains even though an extra step is added (as suggested in S2-2008358) for the 5GC to provide back the GPSI to the AF.
The potential issues caused by NAT or by multiple (DNN, S-NSSAI) with overlapping IP addresses exist also when the 5GC would be required to provide back the GPSI to the AF
5GC API(s) allowing an AF to issue a request to 5GC that identifies the target UE via addressing information is not new: for example 
-	Nnef_TrafficInfluence_Create 
-	Npcf_PolicyAuthorization_Create 
The SA6 LS in S2-2008358 does not require the translation of an IP address into GPSI, instead it leaves flexibility for SA2 to provide a solution but the limitations pertaining to the use of the IP@ as identifier were highlighted.
Following sentence from S6-201972 received as part of S2-2008358 “Temporal validity of the IP addresses assigned to the UE and their recycling may result in a mismatch” actually applies to any solution that assumes that the AF (EES/ECS) stores a mapping between a GPSI and UE IP addressing information. Solutions that assume that 5GS provides such mapping  (providing the GPSI corresponding to UE IP addressing information) would require keeping this mapping in the AF (EES/EAS) up to date leading to extra complexity for this update.

For how the 5GC retrieves the IP address allocated by 5GC to the UE based on the NAted IP addressing information provided by the AF, there are multiple alternatives
· ALT 1: the NEF fetches it via an API exposed by a NATF discovered via the NRF; NATF could be co-located with UPF. This is described in Nokia CR to 23.502 (but with Editor’s Notes)
· ALT 2: No need to define a stand-alone NATF function. For this release the NATF can be considered integral part of the UPF. Therefore, when the NEF performs a query, it needs to find the serving SMF (rather than finding the NATF).
· ALT3: When the UPF/NATF assigns a public (address, port) pair, the latter is stored in the UDR. When NEF performs the query, it fetches the information from the UDR.
 In order to make progress it is possible to not conclude on this aspect but to conclude on the requirement

2 Proposal
[bookmark: _Hlk513714389]A) It is proposed to agree and endorse following principles
1. [bookmark: _Hlk55759634]An AF may be able to only identify an UE target of an AF request for data provisioning or for Event exposure (information retrieval about a UE) by providing UE addressing information (e.g. IP address and port information) about this UE. In this case the 5GC first needs to retrieve the Permanent identifier of the UE based on such UE addressing information.
2. IP addressing information (IP address and port information) of the UE that is provided by the AF may correspond to an UE IP address as allocated by 5GC or to an IP address that has been NATed (Network and Port Address Translation) by an entity controlled by the 5GC operator. In the latter case the 5GC needs to first translate back from the IP addressing information provided by the AF to the IP address that the 5GC has allocated to the UE; 
3. Tdoc S2-2009001 and S2-2009002 are endorsed as the basis of further work
[bookmark: _GoBack]B) The work to address the use case that SA6 tries to address can proceed via R17 actual CR(s) based on the principles above. These CR(s) will be discussed in further SA2 meetings.
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