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1. Discussion
Solution #31 is a merge of Solutions 48, 49 (Alternative 2), 50 and 51 which suggests enhancements on the service experience analytics to address the following cases:

Case 1: SMF uses enhanced service experience analytics to determine the best UP path (DNAI, EC server path) 

Case 2: LDNSR (defined in TR 23.748) uses enhanced service experience analytics to determine the best EC server to route a DNS request

Case 3: AF/Application Server uses enhanced service experience analytics to determine if edge server relocation is required.

The aforementioned cases ,are clarified further within Solution #31. Figure 6.31.4-1 is updated accordingly.

2. Proposal
It is proposed to agree the following updates of Solution #31 within TR 23.700-91.
***** START OF CHANGES *****

6.31
Solution #31 (merging Sol# 48, 49(alternative 2), 50 and 51): NWDAF Assisted UP Optimization for edge computing by extending the existing service experience analytics

6.31.1
Description

This solution is proposed to address Key Issue #10: NWDAF assisted UP optimization and KI #16: UP optimization for edge computing.
This solution specifies for how NWDAF can provide service experience analytics per UP path including UPF and DNAI and Application Server instance a) to the SMF to assist UP optimization for edge computing, b) to the AF to determine if DNAI relocation is required and/or service parameters adjusting is required or c) to an LDNSR as defined in 3GPP TR 23.748 [28] to determine the best Application Server instance at the current UP path and DNAI. It is proposed to extend the existing Analytics ID as specified in clause 6.4 of TS 23.288 [5] by adding the additional input/output parameters required for this solution.
6.31.2
Input Data

The service data collected from the AF/NEF, the network data from other 5GC NFs and the network data from OAM for service experience analytics are defined in Table 6.31.2-1, Table 6.31.2-2 and Table 6.31.2-3, respectively.

Table 6.31.2-1: Service Data from AF related to the Service Experience analytics

	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	IP filter information
	AF
	Identify a service flow of the UE for the application

	Locations of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s). The NEF may map the AF-Service-Identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Service Experience
	AF
	Refers to the QoE as established in the SLA and during on boarding. It can be either e.g. MOS or video MOS as specified in ITU-T P.1203.3 [16] or a customized MOS

	Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate, and Throughput as defined in Table 6.49.2-1: Application Server Performance Data from EDN network, clause 6.49.

	Application Server Instance
	AF
	The IP address or FQDN of the Application Server that the UE had a communication session when the measurement was made

	Timestamp
	AF
	A time stamp associated to the observed level of Service Experience provided by the AF, mandatory if the observed Service Experience is provided by the ASP.


NOTE 1:
Performance Data and Application Server Instance is new input from AF, comparing to Service Data from AF defined in Table 6.4.2-1, clause 6.4.2, TS 23.288 [5].
Table 6.31.2-2: QoS flow level Network Data from 5GC NF

	Information
	Source
	Description

	Timestamp
	5GC NF
	A time stamp associated with the collected information.

	Location Info
	AMF
	The UE location information when the service is delivered.

	DNN
	SMF
	DNN for the PDU Session which contains the QoS flow

	S-NSSAI
	SMF
	S-NSSAI for the PDU Session which contains the QoS flow

	Application ID
	PCF/SMF
	Used by NWDAF to identify the application service provider and application for the QoS flow

	UPF info
	SMF
	UPF ID/address/FQDN information for the UPF serving the UE

	IP filter information
	SMF
	Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow

	QFI
	SMF
	QoS Flow Identifier

	QoS flow Bit Rate
	UPF
	The observed bit rate for UL direction; and

The observed bit rate for DL direction

	QoS flow Packet Delay
	UPF
	The observed Packet delay for UL direction; and

The observed Packet delay for the DL direction

	Packet transmission
	UPF
	The observed number of packet transmission

	Packet retransmission
	UPF
	The observed number of packet retransmission


NOTE 2:
UPF info is a new input from SMF, comparing to the ones for the QoS flow level Network Data from 5GC NF defined in Table 6.4.2-2, clause 6.4.2, TS 23.288 [5].

Table 6.31.2-3: UE level Network Data from OAM

	Information
	Source
	Description

	Reference Signal Received Power
	OAM
	The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [7] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [8]

	Reference Signal Received Quality
	OAM
	The per UE measurement of the received quality in a network cell, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [7] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [8]

	Signal-to-noise and interference ratio
	OAM
	The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [9]

	Timestamp
	OAM
	A time stamp associated with the collected information.

	Cell Energy Saving State
	OAM
	The energy saving state information of the cells within area of interest, e.g. a list of the cell which is within the area of interest and is in the energy saving state, as specified in clause 3.1 and 6.2 in TS 28.310 [20].


Editor's note:
how does OAM expose the Cell Energy Saving State of cells is depending on SA5's study and it is FFS.

NOTE 3:
"Timestamp" and "Cell Energy Saving State" are a new input from OAM, comparing to UE level Network Data from OAM as defined in Table 6.4.2-3, clause 6.4.2, TS 23.288 [5].

6.31.3
Output Analytics

The NWDAF services as defined in the clause 7.2 and 7.3, TS 23.288 [5], are used to expose the analytics.

-
Service Experience per UP path statistics information is defined in Table 6.31.3-1.

-
Service Experience per UP path predictions information is defined in Table 6.31.3-2.

Table 6.31.3-1: Service Experience per UP path statistics

	Information
	Description

	ServiceExperience per UP path (1..n)
	List of observed service experience information for each Application per UP path (including UPF and DNAI).

	> Application ID
	Identification of the application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	 >>UE location 
	Indicating the UE location information (e.g. cell ID, gNB ID, etc) when the UE service is delivered.

	 >>UPF Info
	Indicating UPF serving the UE 

	 >>DNAI
	Indicating which DNAI the UE service uses/camps on 

	 >>DNN
	DNN for the PDU Session which contains the QoS flow

	 >>Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server

	>>> Service Experience
	Service Experience over the Analytics target period (average, variance), e.g. service MOS.

	> Spatial validity
	Area where the estimated Service Experience applies.

If Area of Interest information was provided in the request or subscription, spatial validity may be a subset of the requested Area of Interest.

	> Validity period
	Validity period as defined in clause 6.1.3, TS 23.288 [5].


NOTE 1:
The UPF info, DNN and Application Server Instance Address is a output information for the Service Experience statistics as defined in clause 6.4.3, TS 23.288 [5].
NOTE 2:
The item "DNN" shall not be included if the consumer NF is an AF.
Table 6.31.3-2: Service Experience per UP path predictions

	Information
	Description

	ServiceExperience per UP path (1..n)
	List of observed service experience information for each Application per UP path (including UPF and DNAI).

	> Application ID
	Identification of the application.

	> Service Experience Type
	Type of Service Experience analytics, e.g. on voice, video, other.

	 >>UE location 
	Indicating the UE location information (e.g. cell ID, gNB ID, etc)when the UE service is delivered.

	 >>UPF Info
	Indicating which UPF the UE service uses/camps on

	 >>DNAI
	Indicating which DNAI the UE service uses/camps on 

	 >>DNN
	DNN for the PDU Session which contains the QoS flow

	 >>Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server

	>>> Service Experience
	Service Experience over the Analytics target period (average, variance), e.g. service MOS.

	> Spatial validity
	Area where the estimated Service Experience applies.

If Area of Interest information was provided in the request or subscription, spatial validity may be a subset of the requested Area of Interest.

	> Validity period
	Validity period as defined in clause 6.1.3, TS 23.288 [5].

	> Probability assertion
	Confidence of this prediction.


NOTE 3:
The UPF info, DNN and Application Server Instance Address is a new out information for the Service Experience predictions as defined in clause 6.4.3, TS 23.288 [5].
NOTE 4:
The item "DNN" shall not be included if the consumer NF is an AF.
6.31.4
Procedures




[image: image2.emf]Case 2: Consumer NF is LDNSR

Case 3: Consumer NF is AF

Case 1: Consumer NF is SMF

 

2. Namf_EventExposure_Subscribe/Notify 

Consumer NF

(e.g. SMF, AF)

NWDAF

AMF SMF

1. Nnwdaf_AnalyticsInfo_Request/Subscribe

 

 

5. Nnwdaf_AnalyticsInfo_Response/Notify

(Service MOS per UP path or EC server)

AF/EC 

server

3. Nsmf_EventExposure_Subscribe/Notify 

 

4. Naf_EventExposure_Subscribe/Notify 

8. Selects UP path to an EC 

server based on NWDAF 

analytics

PCF

6. Npcf_PolicyAuthor_Create/

Update_Request

7. PCF initiated SM Policy Association/Modification

11. Determines service 

parameters or edge 

relocation

12. Npcf_PolicyAuthor_Create/

Update_Request

9. Selects EC server based 

on NWDAF analytics

10. Route DNS request to EC server


Figure 6.31.4-1: Procedure for subscription to network performance analytics

1.
The Consumer NF sends Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request (Analytics ID=Service Experience per UP path (UPF and DNAI), Target of Analytics Reporting=any UE, Analytics Filter=Application ID, Area of Interest, and Analytics target Period(s)) to the NWDAF.
2.
The NWDAF collects the required input data from AMF as described in Clause 6.31.2

3.
The NWDAF collects the required input data from SMF as described in Clause 6.31.2

4.
The NWDAF collects the required input data from AF as described in Clause 6.31.2
5.
The NWDAF provides the data analytics, i.e. the observed Service Experience per UP path (UPF and DNAI) to the consumer NF by means of either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
Case 1: Consumer NF is the SMF
6.
An AF may send a request to influence SMF routing decisions for traffic of PDU Session as defined in clause 5.6.7, TS 23.501 [2] and clause 4.3.6.4, TS 23.502 [3].

7.
The PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2, TS 23.502 [3].

8.
During the procedure that AF influence on traffic routing as defined in 4.3.6.4, TS 23.502 [3], besides the PCC rules from the PCF, if the SMF determines that there are more than one DNAI available for the same application the SMF can also take the Service Experience analytics per UP path/EC server from the NWDAF into account to:

-
(re)select UP paths, including UPF and DNAI e.g. as described in clause 4.3.5, TS 23.502 [3];

-
(re)configure traffic steering, updating the UPF regarding the target DNAI with new traffic steering rules.


Case 2: Consumer NF is the LDNSR

9.
If the consumer NF in step 2 is the LDNSR the LDNSR determines the best Application Server Instance at the UE location.
10.
The LDNSR routes the DNS request to the EC server with the best performance at the UE location based on NWDAF analytics
Editor's note:
Whether LDNSR is a consumer depends on the solution alternatives selected in the EC Study.
Case 3: Consumer NF is AF/Application Server (e.g. EAS)


a) 11.
The AF /Application Server determines to adjust service parameters. e.g., service parameters of video for adjustment may be bit rate, frame rate, codec format, compression parameter, screen size, etc. as depicted in sol#51. In addition, 
b) the Application Server may provide a updated list of DNAI(s) for SMF to perform relocation when appropriate.
6.31.5
Impacts on services, entities and interfaces

AF:

-
Provides Performance Data to NWDAF.

-  Takes the Service Experience analytics with UP path from the NWDAF into account to adjust service parameters or may provide a updated list of DNAI(s) for SMF to perform relocation when appropriate.

NWDAF:

-
Provides Service Experience analytics per UP path (UPF and DNAI) to the consumer SMF.

-
Enhancing the service experience analytics including as output data a list of Application Server Instances and associated performance data at the requested UE location and target period.

AF:

-
Providing measured MOS performance data per Application Server Instance.

SMF:

-
Takes the Service Experience analytics with UP path from the NWDAF into account to do UP path selection and traffic steering.

***** END OF CHANGES *****
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