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1.
Issues for FS_eNS_Ph2
1.1
Centralized Quota check vs Distributed Quota Check for KI#1 and KI#2
1.1.1
Issue Description
Editor’s Note: Brief description of the Issue. 
In the TR 23.700-40 v110, for KI#1, there are two possible approaches for quota check in NW Slice quota enforcement functionality: centralized quota check and distributed quota check.
In a centralized quota check, the NW Slice quota enforcement functionality checks every new UE registration against the quota at one centralized quota management point.
In a distributed quota check, the quota that is a subset of S-NSSAI quota is distributed to one or more NW Slice quota enforcement functionalities and where every new UE registration is checked against the distributed quota of one or more distributed quota enforcement points. For each distributed quota enforcement points, when the distributed quota are consumed then the NW Slice quota enforcement functionality checks against the quota of NW Slice quota management functionality for additional instructions.

KI#2 also has similar approaches to check the slice quota. It is assumed that same approach should be used for KI#1 and KI#2.
In order to conclude KI#1 and KI#2, it is desirable to decide which one is the way forward.

1.1.2
Companies View
Question 1: Whether centralized Quota check described in 1.1.1 should be supported for KI#1 and KI#2.
	Company Name 
	Company View
(Yes/No) 
	Notes

	Qualcomm
	Yes
	Solutions that centralize the functionality at PLMN level are preferred for standardization, and can anyway be deployed in a decentralized way via implementation solutions.

Note that an NWDAF is NOT a centralized solution, since NWDAF is a functionality that is being distributed (see other SIDs), thus NWDAF is NOT an option. 

	Lenovo
	Yes
	Centralized global quota management functionality is required. 

In our view the NWDAF can manage the global quota. The NWDAF has been already concluded as NF providing analytics for Slice Load and Service Experience for a network slice in the FS_eNA KI#4 feature, which already consideres that the NWDAF may collect input data about the number of UEs and PDU Sessions per network slice.  It is beneficial to have alignement among Rel-17 features.

	Huawei
	/
	The centralized approach can work in a small network (or local slice deployment scenario). However, for a large network and/or many UEs covered by the SLA, handling all quota checking at the same point would cause in intensive network wide signalling and may result in overloading the quota checking point. 

So we do not think that having only a centralized quota checking model is enough.  

	Ericsson
	YES
	CHF, O&M

	LGE
	Yes
	We prefer centralized Quota check by using New NF or one of the existing NFs.

	Telecom Italia
	Yes
	NW Slice quota management functionality requires a counting aggregation point that has the view of the overall PLMN: this can be done by means of a new NF or by promoting one of the existing NFs (e.g. PCF). However CHF is already an aggregation point because all the activities of the users need to be reported there anyway for charging purpose, and it is already in place. Needless to say that counting the UE connected to a NW slice could be an information needed to charge the slice tenant. In addition, the already specified N41 interface between vAMF and H-CHF allows to easily address the roaming scenario as well for KI#1. Introduciong a new roaming interface between vSMF and H-CHF for KI#2 would solve also the issue of 5G data LBO retail billing actually not feasible.

	China Mobile
	No
	The centralized quota check, in my understanding is PLMN-Slice level, which is a bottleneck for this quota management and impossible to be used in real network, especially for the network like China Mobile which covers a large scale area. So the centralized quota check is not preferred.

	Samsung
	Yes
	Centralized quota check in 5GC (control plane) is essential to meet the requirement from GSMA. 

	ZTE
	NO
	Centralized quota check means there is one central management point within the slice to monitor the actual number of UE/PDU session in the slice. This has several issues: 1) this will cause more signalling in 5GC and add latency for procedures. 2) Too many signalling may overload the central point. 3) The failure of central node will destroy the whole slice. So the support of centralized quota check should not be mandatory. In stead, the distributed quota check shall be mandatory. If operator thinks the 3 issues above are acceptable then they can set the local qutoa to 0.

The CHF is not favourable to do the centralized quota check. If CHF is a centralized point, too much real time signalling will destroy the centralized CHF. If the CHF is also distributed then the coordination between the CHF are too complicated and no benefit compared to distributed quota check.

However we agree there is one NF(for example the NWDAF/NSSF) which can maintain the maximum number of UE/PDU Session within the slice, but this function doesn’t perform quota check for each UE registration/PDU session establishment procedure, only for slice information exposure.

	CATT
	Yes
	The central quota control is needed. But there is no need to add the limitation that the global quota is PLMN granularity.
For NWDAF aspects, the NWDAF can obtain UE number or PDU Session number of a slice from Quota Control/Manage NF to align with the conclusion of FS_eNA KI#4 to provide analytics for slice load. Whether the Quota Control/Manage NF is NWDAF or not depends on the conclusion of KI#1&2 of FS_eNS_Ph2.

	NTT DOCOMO
	Yes
	We agree with Lenovo’s and CATT’s comments to align with the work done in FS_eNA_Ph2. It is better to avoid multiple of signalling for the same purpose (for collecting the number of UEs/PDU Sessions).

On top of that, although the FS_eNA_Ph2 SID does consider the distributed NWDAF in a network, but it does not mean that this is the only deployment option. In release 16, the NWDAF can be considered as a centralized network entity gathering the information from different 5GC NFs and providing the analytics information to the consumer 5GC NFs subscribing for it. 

Hence, it is a matter of NWDAF deployment options. In other words, there may be a centralized NWDAF for the whole PLMN or there may be multiple NWDAFs distributed in the network. 

So, the NWDAF can support both the centralized quota check as well as the distributed quota check. This depends on how the NWDAF is being deployed in the network. 

Nevertheless, the NWDAF does not have the quota enforcement functionality but only the quota management functionality as indicated in the Table 7.1-1 in the eNS TR. The NF contains the network slice quota enforcement functionality that accepts or rejects the Registration Request or the PDU Session Establishment Request is the AMF and the SMF respectively.

	Nokia
	YES
	Our view is that the default model, which shall be supported in Release 17 to meet the GSMA requirement, is to add centralized quota monitoring and enforcement in an existing network function. This can be achieved by adding new functionality to the CHF, complementing the SLA and PDU session related functionalities, which the CHF already supports. We propose that SA5 defines the detailed solution.

	NEC
	Yes
	The quota related functionality shall be part of a new or an existing NF with the same granularity as the network slice, i.e. PLMN granularity. That would allow for optimal managing and signalling. If a new NF is chosen, it would allow for all the quota types management (i.e. KI#1/2/3/5) be housed in the same NF.

	Apple
	Yes
	Solutions that centralize the functionality at PLMN level are preferred for standardization. This can be achieved by a new functionality implemented in a new NF as shown in sol#2 (NSQ) or in an existing NF as shown in sol#3 (NSSF).

	China Telecom Corp
	YES
	For common slice, e.g. slice localized in province,centralized solution is more efficient than distributed solution.

	Matrixx
	yes
	It should be possible for MNOs to deploy a solution with centralized quota check on PLMN-Slice level. The most suitable NF for hosting this "centralized quota check" is by nature the CHF. The Quota management is a core functionality of the CHF. 

The quota distribution and control through multiple network/service functions has been part of charging framework, which includes the centralized/decentralized concept, which is similar as discussed here on ‘Central versus Distributed’. 

It is proposed the solution for centralized quota check to be covered by CHF.

	AT&T
	YES
	

	T-Mobile USA
	Yes
	We have concerns with an NWDAF based solution as the NWDAF is not mandatory and there should be an option to support quotas without deploying an NWDAF.

	Verizon
	YES
	Should be added functionality to CHF; as such, undertaken by SA5


Question 2: Whether distributed quota check described in 1.1.1 should be supported for KI#1 and KI#2
	Company Name 
	Company View
(Yes/No) 
	Notes

	Qualcomm
	Yes
	

	Lenovo
	No
	Not needed in Rel-17. Splitting and distributing the global quota in multiple local quotas would require additional mechanism to update and synchronize the local quotas. 

	Huawei
	Yes
	For a large network and/or many UEs covered by the SLA, we think that a distributed quota checking is necessary to keep the signalling load manageable. 

Furthermore, the distributed quota checking model can operate in the same way as the centralized quota checking model by providing no local quota to the distributed quota enforcement functions (e.g. for local slice deployments and/or not so many UEs covered by the SLA).

So we think that a distributed quota checking model needs to be supported.

	Ericsson
	YES
	Condition for YES:

Same NFs as in centralized solution  to be used.

CHF, with distributed deployment of CHF instances, and O&M.

	LGE
	No
	

	Telecom Italia
	No
	Splitting the quota over one or more NW Slice quota enforcement functionalities suffers from quota fragmentation and it is not clear what the criterion for splitting would be. Also roaming case is not well supported.

	China Mobile
	Yes
	Distributed quota management is suitable for the network to do quota control for slices which cover a large scale.

	Samsung
	No
	Additional standard work for distributed quota check (especially in architecture level) is not needed. The centralized quota check solution can be implemented/deployed in a distributed form anyway.

	ZTE
	YES
	NSSF is the central quota management function. The NSSF distributes the local quota towards the AMF. The AMF does quota check against the local quota and notify the NSSF when the local quota is exhausted for further instructions. The NSSF may sends more quota to AMF or instruct the AMF to performs quota enforcement to reject the new UE registration or new PDU session establishment. Based on notification from AMF the NSSF has knowledge whether the overall quota within the slice has been consumed.

If the NSSF set the local quota to zero then the AMF notifies the NSSF at every new registration or new PDU session establishment. This is exactly same as centralized quota check.

So we support distributed quota check is mandatory while centralized quota check is optional.

	CATT
	YES
	There are explicit requirements of distributed quota control from operators, so it is needed. But how to support the distributed quota control needs further discussion.

	NTT DOCOMO
	YES (CONDITIONAL)
	It is beneficial to support both centralized quota check as well as distributed quota check.

However, we see that the distributed quota check results to a more complexity, as the operator would have to further configure how to split/distribute the global quota into multiple local quotas. If the distributed quota check would result to a big impact to the existing spec, the centralized quota check should be prioritized and defer the decentralized quota check to a later release. 

	Nokia
	YES
	We are not against the distribution of local quotas, but we regard it as additional functionality. We agree with Ericsson that the same network functions (CHF) must be used for the distributed solution as for the centralized solution. We propose that SA5 defines the detailed solution. 

	NEC
	No
	Local quota storage and management would lead to an increased complexity in management and signalling as the local quotas would need re-adjustment with the UE movement between the local quota entities. 

	Apple
	No
	Splitting and distributing the global quota in multiple local quotas would complicate the quota management and increase signalling as the local quota shall be re-adjusted at each UE movement between the local quota entities. The centralized quota check solution can be deployed in a distributed form, if needed.

	China Telecom Corp
	YES
	For large scale slice, e.g. nationwide slice,distributed solution is flexible and toplogy simple than centralized solution. When a UE subscribes both province slice and country slice, as distributed solution could re-use the NF in province, it could save investment. 

If only one option is adopted in R17, we prefer distributed option.

	Matrixx
	yes
	It should be possible for MNOs to deploy a solution with decentralized quota check.

The quota distribution and control through multiple network/service functions work nodes/service nodes has been part of charging framework, which includes the centralized/decentralized concept, which is similar as discussed here on ‘Central versus Distributed’. 

It is proposed the decentralized quota check solution to be covered by CHF, leveraging from their expertise on the overall quota management framework. 

	AT&T
	YES
	

	T-Mobile USA
	No
	T-Mobile USA has no such requirement. Better to avoid multiple standardized approaches unless critical.

	Verizon
	YES
	Should be added functionality to CHF; as such, undertaken by SA5


1.1.3
Summary

19 companies has provided their views to question 1 and question 2. Thanks those companies for your inputs. The brief summary is shown as follows:
· 7 companies prefer to go with centralized quota check only. 

· 2 companies prefer to go with distributed quota check only.

· 10 companies prefers to have common solution to support both options.
In addition, from the NOTE provided by input companies, there are following further information. Please note some companies have not express their views on this regard
For centralized qutoa check option:
· 3 companies prefer NWDAF based solution. 2 companies prefer not to go with NWDAF based solution.
· 5 companies prefer CHF based solution, and 1 company prefer not to go with CHF based solution.
For distributed quota check option:

· 5 companies expressed the concern on the complexity to split/distribute the global quota into multiple local quotas 
· 4 companies conditionally support this option unless CHF based solution is used, and prefer to be defined by SA5
1.1.4
Porposed Way Forward 
Editor’s Note: This clause should contain propose a way forward. For e.g. Given that majority of companies prefer to go with option A, it is proposed that Option A is agreed as way forward.
From the summary above, it seems that the majority view is to support both options. Therefore it is proposed that: 
Proposal 1: Both centralized quota check and distributed quota check shall be supported

Proposal 2: Define a common solution to support both distributed quota check and distributed quota check.


