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Abstract of the contribution: This contribution proposes update on solution #20 to resolve remaining editor’s notes.
1. Introduction
This contribution proposes update on solution #20 to resolve remaining editor’s notes which related to progress of other key issues. Most of EN’s are not the part of the KI#6, and clarified based on conclusions agreed in other KI’s discussions.
1) Editor's note:	The procedure may need to be changed to align with the conclusion from discussion on UUAA procedure.
    : To align with conclusion for UUAA, it is proposed to update the text to clarify that UAV and USS/UTM needs to perform UUAA after completion of registration with the 3GPP network.
2) Editor's note:	It is FFS how the PDU Session Establishment is authorized and by what entity. The text will be updated based on conclusion from discussion on UUAA.
    : It is proposed to remove the EN. The EN is not needed any more, based on agreement that a DN authorization procedure can be performed for C2 communication for a UAV and a UAV controller.
3) Editor's note:	It is FFS which entity is the recipient of the counter party UE ID for use in connectivity control, and how it is used. The text will be updated based on architectural decision on the interface between USS/UTM to 3GPP network.
: It is proposed to delete the related text for TR. The detailed operation for session control in 3GPP network could be reviewed during the normative work if decision is not made in conclusion.
4) Editor's note:	How the CN addresses the USS/UTM, i.e. derives the information to contact the correct USS/UTM function, is FFS. It is assumed to reuse the DN authorization framework and be compliant with the conclusion on UUAA. The text should be updated based on conclusion achieved for the key issue on UUAA.
: It is proposed to remove the EN. How to address USS/UTM is clarified in conclusion for KI #1 and KI#2 and it will not be necessary to repeat the text here.
5) Editor's note:	Whether and how the solution works if the UAV and UAV controller are served by different PLMNs is FFS.
: In the procedure, it is clarified by the existing text that the USS/UTM sends the 3GPP network (that a UAV UE is registered) the required information for updating packet filter information to control communication with peer UAV UE. Some additional clarification texts are proposed in the procedure.
6) Editor's note:	It is FFS whether the procedure work when the UAV and the UAV controller are served by the same PLMN but by different AMFs and SMFs, or at least by different AMFs or different SMFs.
: This EN is not needed any more, since the solution is assumed to work for the case that the UAV and UAV controller are served by different PLMNs.

[bookmark: _Toc524945853]2. Text Proposal
It is proposed to adopt the following changes in the TR 23.754.
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This solution is for Key Issue #6: UAV controller and UAV association.
One of the UAS requirements is controlling the connectivity between UAV and UAV controller based on their association status. While the basic paring procedures between UAV and UAV controller may be performed using, e. g., on-site direct communication, their mutual association for UAS service needs to be authorized by the USS/UTM to enforce the permitted usage and related regulatory requirements.
A UAV UE or a UAV controller UE may communicate with the USS/UTM to request authorization of its association with the corresponding party, using 3GPP or non3GPP communication. Further, it can be assumed that the authorization of association may be performed during the UAS registration of the UAV UE or a UAV controller UE, or using a separate procedure defined for the purpose. The details of the authorization of association and the UAS registration protocol is defined between a UAV UE and the USS/UTM in the application layer and is out of scope of 3GPP.
When a UAV UE is attached in the 3GPP network, the registration and association status of the peer UAV or UAV controller UE is used in determining initiation of PDU session establishment procedure at the UAV (controller) UE as well as authorizing the requested PDU session at the network. That is, if the UAV UE starts PDU session establishment procedure for communication with a paired UAV controller that is not yet registered or associated, the PDU session should not be allowed by the network. Otherwise, the resources for the network and the UE will be wasted. When the UAV or UAV controller is registered and authorized for the association by the UTM, the counter party and the 5G network needs to be informed appropriately.
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In the solution, a UAV and a UAV controller UE performs UAS registration in the USS/UTM to get authorized for UAS service. The UAS registration procedure may be performed before UE's registration with the 3GPP network using a non3GPP networks connectivity. In the case, tThe UAV and the UAV controller are required to perform re-registration inform the USS/UTM of the change of network connectivity authentication and authorization with USS/UTM when they complete initial registration in the 3GPP network.
Editor's note:	The procedure may need to be changed to align with the conclusion from discussion on UUAA procedure.
The UAV and the UAV controller UE provide information on its desired counter party UEs to the USS/UTM during the UAS registration.
A UAV or a UAV controller initiates a PDU session establishment with DN authorization towards the USS/UTM to request authorization of association with a counter party UE selected from the received list.
The USS/UTM evaluates and sends the allowed list of counter party UEs (among the available UEs) to the UAV and the UAV controller UE.
The USS/UTM informs the counter party UE of the association request and triggers the PDU session establishment by the counter party UE.
The USS/UTM delivers the IP addresses of the UAV and the UAV controller UE to the 3GPP network to request update of the PDU sessions.
The USS/UTM provides an activation signalling for UAS communication to the UAV and the UAV controller UE when it receives completion of resource setup from the network or the two UEs.
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Figure 6.20.3-1: UAV-UAV controller association and C2 communication setup
1.	A UAV Controller UE performs initial registration in the 3GPP network and establish a PDU session for communication between the UAV Controller and the USS/UTM.
2.	The UAV Controller UE performs UAS Registration with USS/UTM using application layer signalling to get authentication and authorization for the UAS service, if it has not registered in the USS/UTM. It is assumed that the UAV may also include information on its counter party (UAV controller) UEs in the Registration signalling message. The UAS registration is replaced by a notification of network connectivity change towards the USS/UTM if the UAV Controller UE is already registered in the USS/UTM.
NOTE:	The details of such information exchange at application layer are out of scope of SA WG2.
3-4.	The UAV UE performs the same procedures as described in step 1-2 for the UAV Controller UE.
5.	The  UAV UE initiates a PDU Session Establishment with DN authorization procedure to request USS/UTM authorization on association with the UAV Controller UE.
Editor's note:	It is FFS how the PDU Session Establishment is authorized and by what entity. The text will be updated based on conclusion from discussion on UUAA.
6.	The UAV UE provides the UAV Controller UE ID to the USS/UTM during the authorization procedure. The authentication/authorization procedure may be simplified just to handle association authorization. Upon successful authorization, the USS/UTM provides the counter party UE ID to the network for use in connectivity control. The counter party UE ID can be used by the SMF to control the PDU session establishment requested by a UAV UE.
Editor's note:	It is FFS which entity is the recipient of the counter party UE ID for use in connectivity control, and how it is used. The text will be updated based on architectural decision on the interface between USS/UTM to 3GPP network.
Editor's note:	How the CN addresses the USS/UTM, i.e. derives the information to contact the correct USS/UTM function, is FFS. It is assumed to reuse the DN authorization framework and be compliant with the conclusion on UUAA. The text should be updated based on conclusion achieved for the key issue on UUAA.
7.	The UAV UE receives a PDU Session Establishment Response message from the 3GPP network for communication  with the selected counter party UE.
8	The 3GPP network provides the IP address of the UAV UE to the USS/UTM.
9.	The USS/UTM sends an application signalling to the counter party UE to trigger the PDU Session Establishment. The message includes the initiating UAV UE ID.
10.	Same DN authorization procedure as for step 5-8 is performed for the UAV Controller UE. The USS/UTM receives the IP address of the UAV Controller UE from the 3GPP network.
11-12.	The USS/UTM sends a UAS Association Update message to the 3GPP network, in which a UAV UE (or UAV Controller UE) is registered, to delivere the IP
addresses of the UAV UE and the UAV controller UE (or UAV UE, respectively).
13-14.	The 3GPP network performs the PDU session modification procedure to update packet filter information for UAS communication. The UAC and UAV controller start UAS communication.
Editor's note:	Whether and how the solution works if the UAV and UAV controller are served by different PLMNs is FFS.
Editor's note:	It is FFS whether the procedure work when the UAV and the UAV controller are served by the same PLMN but by different AMFs and SMFs, or at least by different AMFs or different SMFs.
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