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1
Overall description
SA2 thanks CT1 for their LS in S2-2008347 / C1-206508
SA2 would like to provide the following answers to CT1’s questions:
CT1’s question: If the target VPLMN decides to run NSSAA for an S-NSSAI whose NSSAA status is EAP-Success when a UE accesses the target VPLMN for the first time, how will the target VPLMN handle the S-NSSAI that is subject to NSSAA: 
Q1: will it be put in the pending NSSAI or will it be put in the allowed NSSAI included in the registration accept message sent to the UE?

SA2 reply: The S-NSSAI will be put in the pending NSSAI included in the registration accept message. Later, the S-NSSAI becomes either part of the Allowed NSSAI or Rejected S-NSSAI when the NSSAA is completed. The following description of which NSSAI is used is already defined in TS 23.501: 
	A serving PLMN shall perform Network Slice-Specific Authentication and Authorization for the S-NSSAIs of the HPLMN which are subject to it based on subscription information. The UE shall indicate in the Registration Request message in the UE 5GMM Core Network Capability whether it supports NSSAA feature. If the UE does not support NSSAA feature and if the UE requests any of these S-NSSAIs that are subject to Network Slice-Specific Authentication and Authorization, the AMF shall not trigger this procedure for the UE and they are rejected for the PLMN. If the UE supports NSSAA feature and if the UE requests any of these S-NSSAIs that are subject to Network Slice-Specific Authentication and Authorization, they are included in the list of Pending NSSAI for the PLMN, as described in clause 5.15.5.2.1.

…
To perform the Network Slice-Specific Authentication and Authorization for an S-NSSAI, the AMF invokes an EAP- based Network Slice-Specific authorization procedure documented in TS 23.502 [3] clause 4.2.9 (see also TS 33.501 [29]) for the S-NSSAI. When an NSSAA procedure is started and is ongoing for an S-NSSAI, the AMF stores the NSSAA status of the S-NSSAI as pending and when the NSSAA is completed the S-NSSAI becomes either part of the Allowed NSSAI or a Rejected S-NSSAI. The NSSAA status of each S-NSSAI, if any is stored, is transferred when the AMF changes.


Q2: how are existing PDU sessions associated with the S-NSSAI handled?
SA2 reply: SA2 assumes that the existing PDU sessions can be continuously supported until/unless the S-NSSAI becomes a Rejected S-NSSAI when the NSSAA is completed.  
2
Actions
To SA5
ACTION: 
SA2 kindly asks CT1 to take the answers above into account.
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