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1 Discussion
This contribution updates the evaluation and conclusions for Key issue #11 “Increasing efficiency of data collection”

The four aspects of KI#11 are divided into corresponding sections. 

For each section we provide the following updates.

	a
	Signalling reduction via architectural changes
	Sol #1, #9, #10 (case considering DCCF), #12, #15, #16, #35, #39.
	Summary of solutions and evaluation

	b
	Signalling reduction via parametrization and services changes
	#58, #70, #72.
	Summary of solutions and evaluation

Conclusion

	c
	Signalling reduction on Tracking and Discovery of Entities
	#10, #32, #36, #69.
	Summary of solutions and evaluation

	d
	Signalling reduction via parametrization and services changes specific to Event Exposure framework
	#33, #34, #37, #38, #71.


	Summary of solutions

Conclusion



















2 Text Proposal

It is proposed the following changes to TR 23.700-91.
* * * * Changes * * * *

7.11
Key Issue #11: Increasing efficiency of data collection
The solutions in KI#11 can be classified into four categories according to the issues that they mainly address for achieving efficient data collection:

a)
Signalling reduction via architectural changes (intersecting with KI#2): Sol #1, #9, #10 (case considering DCCF), #12, #15, #16, #35, #39. The solutions in category a address the problem of the load due to identical data collection from multiple NWDAFs.
b)
Signalling reduction via parametrization and services changes: #58, #70, #72. The solutions in the categories b are addressing changes of entities and discovery.
c)
Signalling reduction on Tracking and Discovery of Entities: #10, #32, #36, #69. The solutions in the categories c are addressing changes of entities and discovery.
d)
Signalling reduction via parametrization and services changes specific to event exposure framework: 33, #34, #37, #38, #71. The solutions in category d do address all situations of data collection.
Solutions in group "b" and "c" are independent (except from Sol #34) from the architectural issues proposed in solutions from group "a". Therefore, solutions in group "b" and "c" can co-exist with any decision taken regarding solutions of group "a".

7.11.1 Evaluation for solutions based on parametrization and services changes
The evaluation of the solutions in the category "Signalling reduction via parametrization and services changes" is provided as follows:

-
Sol #58 provides three alternatives for the definition of services that are able to provide bulked data collected for an analytics ID, the bulked data being plain collected data, aggregated collected data, or analytics ID with the collected data for generating such analytics output. The operation principles of the alternative services can be applied in NWDAF-to-NWDAF interactions for data collection as well as in NWDAF-to-Dedicated NF (e.g., DCCF). Alternatives #1 (when combined with sol#37) and #3 allow the communication models: subscribe-notify; request-response; asynchronous initiated by consumer. The alternatives can co-exist and allow different alternatives for data collection during training or inference.


-
Sol #70 provides extensions to UDM Event exposure services, in the case of persistent data collection, so that NWDAF can delegate to UDM the control of lifecycle changes in event subscriptions at SMF and AMFs when changes in NFs serving UEs happens in the system. This solution allows the management of event subscription to serving NFs to be transparent to NWDAF.
-
Sol #72 proposes to extend the mechanisms of UE analytics context transfer to allow analytics information generated for the UEs to be transferred from an initial consumer of analytics ID for such UE to a new consumer NF. Such mechanism eliminates the need for extra signalling between a new consumer NF (acting as serving NF for the UE) and an NWDAF to retrieve previous generated analytics IDs for such UE.
There have been no clear use cases brought forward for sending Analytics between NFs and what the receiving NF shall use the Analytics for. No firm statement on what is expected from the source NF is stated. This is also an optimization that will be performed very rarely since the procedures mentioned are done rarely. Therefore, this optimization is not deemed to be needed in rel-17.
From the description of the above solutions, the following observations are made:

-
Solution #58 reduces the signalling for data collection for an analytics ID in cases of NWDAF to NWDAF interactions as well as NWDAF-to DCCF (if present in the network). Additionally, the proposed analytics service extensions (alternative 3) allow for transfer of analytics IDs and/or associated data of such analytics IDs.

-
Solution #70 abstracts from the NF consumer the need for controlling the event subscription for specific UEs in serving AMFs and SMFs. Such solution can be applied either when NWDAF or DCCF (if present) are the entities responsible to collect events about specific UEs from the source NFs. The procedure automates the collection of data over UE(s) registering cycles and PDU session cycles and also achieves signalling reduction since NWDAF doesn’t need to pull information regularly from UDM.

-
Solutions, #58 (Alternative #1) essentially support reduction on signaling and/or volume of transmitted data for analytics processes (training and/or inference).

-
In Solution #72, an NF, when triggered to perform UE Context transfer for that UE to another NF can be configured to transfer analytics context related to a particular UE as part of the UE context transfer message. While the signalling reduction, compared to the target NF requesting this analytics information from the NWDAF, is neglectable, the solution provides the following benefits:


Information is immediately available at the target NF, whereas otherwise, the target NF would first need to create a new subscription with the NWDAF to collect the required Analytics.

NOTE 1:
The trigger for an NF to perform UE context transfer, as well as the corresponding service operations are already specified in Rel-16, and are extended to support including the analytics context available at the source NF. This analytics context had earlier been received from a (possibly co-located) NWDAF.

NOTE 2: 
In case of UE context transfer between NFs of the same type, it can be assumed that the target NF needs the same UE related Analytics as the source NF.

Table 7.11.1-1

	
	Impact on consumer NF
	Impact on NWDAF
	Impact on producer NF
	Impact on other NF
	Reduction of signalling

	Sol#58
	Yes
	Yes
	Yes
	N/A
	FFS

	Sol#70
	Yes (no subscription)
	Yes
	No
	Yes (UDM)
	No

	Sol#72
	Yes
	No
	Yes
	No
	No


7.11.2 Evaluation for solutions based on Tracking and Discovery of Entities
The evaluation of the solutions in the category "Signalling reduction on Tracking and Discovery of Entities" is provided as follows:
-
Sol #10 provides extensions to UDM services in order to allow NWDAFs to register their serving UEs as well as consumers to discover the NWDAFs serving UEs. The mechanism focus on reusing existing signalling exchanged among CP NFs interacting using UE Context management services in case of SMF/AMF and via AM/SM policy association in case of PCF in order to transfer analytics related information (serving NWDAF, analytics subscriptions, analytics outputs). Interactions with NWDAFs include mechanism such as in sol #37 or sol. #58 to enable asynchronous communication initiated by consumer (e.g., suppression of notifications is equivalent to deactivation-activation flags proposed in Sol #37) at NWDAF interface for analytics generation. This solution is also possible together with a DCCF (if deployed).
-
Sol #32 provides extensions for the reduction of signalling and data transfer among NFs and NWDAF in order for NWDAF to keep a mapping of entities (SMFs, AMFs), network properties (available S-NSSAIs, cells, access type), and PDU session properties (Application, DNN, DNAI) serving or associated to an area of interest. The extensions focus on enhancements to status information exposed by NRF, to event exposure services exposed by AMF and SMF. The proposed procedures can be invoked by NWDAF or by DCCF (if present in the network) in order to control the map of sources of data related to an area of interest.

-
Sol #36 provides a solution for determining the UPFs that are serving UE or an area of interest. This solution allows consumer of the proposed SMF event (e.g., NWDAF or DCCF, or UDM) to retrieve information about UPFs, which is essential so to determine the UPFs that should be the sources of data in order to train models, or calculated statistics analytics output of already defined ID (TS 23.288 [5] clause 6.4.2, Clause 6.5.2, Clause 6.7.3.2).
-
Sol #69 proposes that NWDAFs co-located with UPF discover the UEs that they serve in two steps, first discovering SMFs in the same NWDAF serving area, and then by subscribing to SMF events to extract the UE information from each PDU session event exposed by SMF with appropriated filter without defining the appropriated filters. Sol #69 and Sol. #36 are complementary when it comes to identifying the relationship of UPFs serving UEs or are of interest, as Sol #69 is a sub-case with the assumption that identifying the UPF it is equivalent to identify the co-located NWDAF serving such UE in the UP. NWDAF register itself in UDM identifying the set of UEs that it serves so that NWDAF consumers can identify the proper NWDAF to expose UPF data related to the UEs by querying UDM, following the same principle from Sol #10. UPF registers at NRF the identification of the co-located NWDAF.
From the description of the above solutions, the following observations are made:

-
Solution #32 provides extensions to NRF, NFs capabilities and NF services to expose new events or enhance existing events that allow the reduction of the need for NWDAF (or DCCF if present) to subscribe to events with "any UE" and then sort out the content and discard the unnecessary data (which leads to waste on transmission of unnecessary data). The NRF service parametrization is extended, AMF exposes a new event with available network slice information per area of interest, and SMF allows "any PDU session" as target of event reporting as well as further filters to be used in the event subscription.
-
Solution #36 provides the mechanisms for discovering the UPFs that were serving PDU sessions of UEs and/or AoI. This information was missing in R16 but it is necessary for the proper calculation of analytics IDs such as Service Experience, UE Communication; or for having the proper data about UPFs for data used for training analytics models. This proposal is deemed to be better to introduce when data collection from UPF is specified.

-
Solutions #10 and #69 propose the usage of UDM as the entity for maintaining the information about NWDAF serving UEs, when NWDAFs are co-located, respectively with CP Functions and UPF. 

Table 7.11.2-1

	
	Impact on consumer NF
	Impact on NWDAF
	Impact on producer NF
	Impact on other NF
	Reduction of signalling

	Sol#10
	Yes
	Yes
	No
	UDM
	Yes

	Sol#32
	No
	Yes
	 Yes (AMF, SMF)
	NRF
	Yes

	Sol#36
	No
	Yes
	Yes (SMF)
	No
	FFS

	Sol#69
	No
	Yes
	Yes (SMF)
	UDM
	FFS


7.11.3
Evaluation for solutions based on event exposure service enhancement
Solution evaluation for the KI#11 - Reduce signalling load for data collection.

The proposed solution #33, #34, #37, #38 and #71 enhance the event exposure services that the NWDAF consumes to collect data in order to addressing the KI#11, independently of whether there is an intermediate function or not between the event exposure service producer NF and the NWDAF (as event exposure service consumer NF).

· Sol #33 proposes different changes in the Analytics service. New parameters are added in Requests or Subscriptions to define a) which analytics subsets in Event Notification b) additional Analytics filters c) time granularity and ordering of results (to be used with maximum number or results) d) aggregation of results versus detailed lists. Sol #33 also proposes additional filters in the Event Exposure service for data collection.

· Sol #34 proposes a change in the Event Exposure service for data collection in order to check redundant subscriptions from different consumers, e.g. which would produce identical Event Report Information. As a result of the check, the producer NF shall avoid transmitting redundant information in the Event Report to supplementary consumer NFs. It is the responsibility of supplementary consumer NFs to retrieve the missing information from the original consumer NF. 
The efficiency of this solution appears dependant on the ability by an NF to retrieve already collected data from another NF without signalling impact. Solution #34 does not document such additional signalling nor coordination between NWDAFs. Some configuration of the NWDAF is required to know and maintain the data accessibility rules between NWDAFs.

· Sol #37 proposes two changes in the Event Exposure service in order to manage permanent data collection. A technique of signalling reduction, by the storage of events in a queue with deletion of the oldest events; the retrieval of remaining events is made by the consumer NF only when required (e.g. analytics request). Sol #37 also proposes a technique of data volume reduction by computing preliminary metrics incrementally per Event ID, in order to keep the trace of historical trends on various time ranges.

· Sol #38 proposes a change in the Event Exposure service for data collection in order to avoid Event Reporting when the collected data to report has little differences with the previous report. Hence, new parameters are defined in Requests or Subscriptions to specify the value granularity and the type of reports. 

· Sol #71 proposes a change in the Event Exposure service for data collection in order to improve the fair representation of the sampled UEs, when using a sampling ratio. Therefore, a new parameter “partition criteria” drives the selection of UEs in order to obtain more representative samples. A better fairness in sampling ratio may contribute to reduce the size of samples, hence reducing signalling load.

The impacts of the proposed solution #33, #34, #37, #38, #71 on the event exposure service producer and consumer NF are shown in the following table.

Table 7.11.3-1
	
	Impact on producer NF: Event Exposure Aspect
	Impact on producer NF: Data Storage Aspect
	Impact on producer NF: Data Processing Aspect
	Impact on consumer NF (other than the request for event exposure)
	Signalling reduction

	Sol#34
	Yes
	No
	No
	Yes
	No

	Sol#37
	Yes
	Yes
	Yes but negligible
	No
	Yes

	Sol#38
	Yes
	Yes
	Yes
	Yes
	Yes

	Sol#33
	Yes
	No
	No
	No
	Yes

	Sol#71
	Yes
	No
	Yes
	No
	Yes


Some details about the impacts on the event exposure service producer and consumer NF are provided in the following.
Impact on event exposure service producer NF: Event Exposure Aspect
The changes on the event exposure request transmitted from the consumer NF to the producer NF are evaluated.

The impact on the interface indicates that the information will not be provided in the Rel-16 NWDAF subscription request and these new solutions will not be used by the Rel-16 NWDAF.

And on the other hand, since the proposed solutions do not remove any parameter from the event exposure requests which are defined in the Rel-16, the Rel-16 NWDAF can still use the event exposure service framework to collect data.Sol#34: the producer NF needs to check if the received event exposure subscription request including the additional Accessible NF IDs parameter meets the redundancy condition;

· Sol#37: the producer NF needs to halt/resume the notification based on additional parameters Deactivate notification flags and Activate-deactivate notification flag;

· Sol#38: the producer NF needs prepare the notification based on the additional parameters Event Reporting Granularity and Reporting Type

· Sol#33: the producer NF needs to support Additional filters for event exposure service.

· Sol#71: the producer NF needs to receive a subscription message containing the additional partition criteria parameter to prepare the notification.

Impact on event exposure service producer NF: Data Storage Aspect
Considering that the total amount of the data needed to be stored may be large, in order to support the proposed solution, more storage resource may be required for the Rel-17 producer NFs comparing to the Rel-16 ones. This is an additional requirement on the resource deployment and allocation. And this may become an impact when the operators try to upgrade the NF to support Rel-17. An appropriate trade-off must be found between the volume of data that needs to be stored in NF and the volume and frequency of data collection.

· Sol#34: No additional data storage is required.

· Sol#37: the producer NF needs additional storage to store the past collected events not already sent to the consumer NF and also to store historical event data for the data aggregation performed at the producer NF. Moreover, as the storage requirement may be varied for each of the subscriptions, for example, the aggregation level is different in different subscription request, the overall data storage requirement of a producer NF may change dynamically. However, the list of past events may be bounded by a maximum. The data storage requirements will have even more impacts on the NF if the option from solution #37 that the event provider NF is configured to store events for all the UEs it serves without a trigger from the NWDAF is used.
· Sol#38: If the Event Reporting Granularity is set: the producer NF need to store the data of the first Notification. So that for each time there is new notification, the producer NF can load/read/retrieve the stored notification and compare it with the data for the difference.

· Sol#33: No additional data storage is required for the event exposure producer NF.

· Sol#71: No additional data storage is required for the event exposure producer NF.

Impact on event exposure service producer NF: Data Processing Aspect
In this part, it is evaluated that comparing to the Rel-16 solution (i.e. based on the event exposure service requested without the additional parameters introduced by these solutions), whether or not the producer NF needs additional data process procedure to be applied on the event exposure data, especially the data process procedure which is applied with respect to every single piece of the data. The additional data process procedure may require more computing resource to be allocated to the NF. The data processing requires more computing resource when the amount of the generated event data increases. Similar to the impact on the data storage aspect, the additional data processing requirement of the proposed solution on data processing may have impact on the producer NF deployment.

· Sol#34: No additional data processing is required for the event exposure producer NF.

· Sol#37: Depending on the value of aggregation periods, the producer NF may need additional data processing power (such as calculation power) to perform the data aggregation. However, as the computation is incremental, the additional load is negligible. And the aggregation level may have influence on the data processing power required.

· Sol#38: If the Event Reporting Granularity is set: when there is new notification generated, the producer NF needs to calculate the difference between the new notification and the stored (first) notification. And then, the producer NF will also need to compare the calculation result with the Event Reporting Granularity to see whether the calculation result exceeds the Event Reporting Granularity or not.

· Sol#33: No additional data processing is required for the event exposure producer NF.

· Sol#71: the producer NF need to evaluate each of the event data using the partition criteria value provided, so that the data can be sorted into different groups (sub-population/stratum) for further sampling procedures.
· Within the solutions in this group, the solution #33 introduce minimum impact on the deployment of the NF which acts as the event exposure service producer.

Impacts on Event Exposure Service Consumer NF
In this part, the consumer NF is evaluated in the cases where the consumer NF requests the service with and without the proposed additional parameters in its request. We'd like to see if there are any additional operations or additional requirements needed in the consumer NF so that the data received can be used.

As mentioned in the Impact on interface for subscription request, in all the proposed solutions, the event exposure service consumer NF needs to support the corresponding enhancement in the subscription request.

· Sol#34: Multiple event exposure service consumer NFs, such as NWDAFs, need accessibility to the same data. (For example, multiple NWDAFs connect to the same data repository at the same time). In the case where the NWDAF needs to retrieve the data via other NWDAF, additional signalling is needed with necessary coordination between NWDAFs. Solution #34 does not document such additional signalling nor coordination between NWDAFs. Some configuration of the NWDAF is required to know and maintain the data accessibility rules between NWDAFs.
· Sol#37: From the perspective of the event exposure service, there is no impact on the event exposure service consumer NF.

· Sol#38: If the Event Reporting Granularity is set, the consumer NF needs to identify and store the first notification received from the producer NF. And if the Reporting Type indicates that the arrival notification uses a set of data that has difference from the previous notification, the consumer NF needs to calculate what the real data is based on the newly arrival notification and the previous notification.

· Sol#33: From the perspective of the event exposure service, there is no impact on the event exposure service consumer NF. However, for the NWDAF who acts as the event exposure service consumer NF, the additional filters proposed in the solution should be supported in the first place.

· Sol#71: From the perspective of the event exposure service, there is no impact on the event exposure service consumer NF. However, the knowledge about the partition criteria value is required especially when such partition criteria may have a tight relationship with the analysing algorithm implemented in NWDAF for providing analytic services.

Evaluation of the range of applicable scenarios

The proposed solution #33, #34, #37, #38 and #71 can be further separated into two groups.

The solution #38, the data volume reduction part of the solution #37 and the solution #71 are based on the data within the content of the notification.

On the other hand, the solution #33, #34 and the signalling reduction part in the #37 can work regardless of the content included in the notification. In other words, the solution #33, #34 and the signalling reduction part of solution #37 can be applied in scenarios where some other solutions based on the data within the content of the notification are also applied.

· Solutions #37 (volume reduction part), #38, #71 can be used as tools for supporting the quality of data being collected for analytics processes (training, inference). This solution is introducing metrics on exposed data from NF. It also introduces bulk data collection. The same is also to be available in NWDAFs. Therefore, it possible to accomplish this by pre-processing of data in an NWDAF, that is distributed (perhaps collocated to an NF).
· Since the Solution #33, #34 and #37(signalling reduction part) can work regardless of the content included in the notification, they can be applied in more scenarios.

· Solution #34 applies only when NWDAFs have data accessibility between them.
Evaluation of data collection reduction effect

The reduction of data collection volume can be evaluated as follows:

· Solution #33 (Efficiency mechanisms) provide extensions to NFs capabilities and NF services to allow the reduction of the need for NWDAF (or DCCF if present) to subscribe to events with "any UE" and then sort out the content and discard the unnecessary data (which leads to waste on transmission of unnecessary data).

· Solution #33 (Sobriety) complements the efforts in R16 in order to limit the amount of data traffic from NFs to NWDAF. Sol #33 introduces the mechanisms to limit the data transfer from NWDAF to NFs, by enhancing the subscription and output parameters of NWDAF services.

· Solutions #37 (reduction of volume part) and #38 focus on enhancement at the data source in order to process the data to be expose to the consumer. Sol#37 (reduction of volume part) reduces volume of data by pre-processing events (e.g., aggregation of data from generated events), while Sol#38 achieves volume reduction based on exclusion of data samples (if not relevant according to criteria) to be notified in the exposed event. This can also be done in a distributed NWDAF (perhaps collocated to an NF).
· One of the benefits of solution #37 (signalling reduction part) is to reduce signalling load of data collection when the timing to acquire such data is not sensitive (e.g., training a model, or preparing data to handle future requests of analytics IDs). This can also be done in a distributed NWDAF (perhaps collocated to an NF).
· The effect of sol #71 is to ensure that relevant data for analytics processes (training and/or inference) are exposed by the source NFs, therefore reducing the waste of on collected data which is not representative, or the need for massive data collection in order to create datasets with good quality for analytics processes. 
· The partition criteria proposed in solution#71 introduces as stated above heavy load on the NF performing the partitioning. The load is particular large for criteria that are “dynamic” seen from a UE perspective. This is an optimization that has little proven gain compared to already existing mechanism. From this solution only “static” criteria shall be progressed. A Static criteria is a criteria where a UE belongs to the same criteria as long as it is served by the NF.
· In Sol# 34, the redundancy among the event exposure notifications is checked at the producer NF. The signalling caused by the redundant event notification can be saved. Moreover, if the multiple NWDAFs have the accessibility to the same data repository (e.g. the multiple NWDAFs are collocated), the additional signalling for the NWDAF to retrieve data via another NWDAF can be saved between the producer NF and the NWDAF. In the scenario where the Rel-16 NWDAFs are also deployed, the Solution #34 can make the Rel-16 NWDAFs the potential sources of the historical collected data so as to save more signalling.
· Sol#34 introduces counter proposals to existing agreed functionality under Architectural aspects that is making use of DCCF. Where the DCCF is believed to be used to Identify the redundancy. And the DCCF may also be used to change the Filters accordingly.
7.11.4
Signalling reduction via architectural changes
Several solutions address Key Issue #11, some possibly covering additional aspects of additional Key Issues. This evaluation focuses on solutions proposing data collection coordination / data storage functionality (referred to as e.g. DCCF, DCNF, DCC in the different solutions, and referred to as DCCF in this evaluation), and provide a recap of the options provided by these different solutions, as per Table 7.11.2-1.

Solutions that are evaluated are solutions #9, #15, #22, #35 and #39. It should be noted that solution #10 leverages DCCF functionality for two specific scenarios related to communication between NWDAFs: NWDAF requesting data for analytics or requesting analytics via DCCF, and transfer of UE specific statistics between source and target NWDAF with some help from DCCF. Since solution #10 is using DCCF functionality but is not proposing specific enhancements for data collection and storage, solution #10 is not included in this evaluation.

Table 7.11.2-1: Overview for solutions proposing data collection coordination functionality
	Sol. #
	Standalone NF or part of NWDAF
	Data consumers
	Data producers
	Data source discovery
	DCCF profile in NRF, DCCF discovery
	Path for notifications from NFs
	Historical data storage and retrieval
	Other data collection efficiency mechanisms

	#9
	Standalone NF.

There can be multiple DCCFs in a network, each Data Source is associated with only one DCCF.
	NWDAF analytics function.

NFs to request analytics.

Data repository can use the framework to collect data.


	DCCF can collect data from 5GC NFs, AFs, OAM.

DCCF can collect data from NWDAF when data consumer NF requests for analytics.

DCCF can also be used for analytics requests by NWDAF, with analytics output provided via messaging framework.
	By consumer as per Rel-16,

or

by DCCF (using NRF/UDM/BSF).
	Supported S-NSSAIs.

Source Types that a DCCF coordinates.

Serving area (e.g. list of TAIs) containing Data Sources that the DCCF coordinates.
	Via messaging framework (see NOTE 1).


	Collected data can be stored in separate data repository, upon DCCF request, or upon data consumer request.

Historical data can be retrieved via DCCF, e.g., when an NWDAF requests analytics to another NWDAF.
	Reuse or modify existing subscriptions to NFs if there are multiple data consumers.

Allow formatting of notifications according to conditions specified by the consumer, to further increase efficiency for data collection.

	#15
	DCCF can be a separate NF or can be a functionality of NWDAF (see NOTE 2).

There can be multiple DCCFs.
	NWDAF as consumer. 
Data repository can collect data from DCCF or distribute NWDAF(s).
	NFs.
	By NWDAF

using NRF, or

by DCCF
using NRF.
	Service area.

Network slices (S-NSSAIs).

Data types it can collect (individual input data defined in TS 23.288 [5] for each analytics ID).

DNN also listed as a possible parameter.
	Via DCCF or as per Rel-16, between NFs and NWDAF.
	Collected data can be stored in standalone DRF, or an NWDAF with DRF feature.
Historical data can be retrieved by DCCF.
	Reuse or modify existing subscriptions to NFs if there are multiple data consumers.

Distributed network architecture and avoid single point of failure.

	#22
	Specific NWDAFdsf is introduced.

There may be multiple NWDAFdsf deployed in a PLMN, e.g. each per data centre.
	NWDAF as consumer.
	Data collected from 5GC NFs, AF.
	By NWDAF.
	
	Via NWDAFdsf.
	NWDAFdsf caches the collected data.

It is up to NWDAFdsf implementation to handle the cached data, e.g. the NWDAFdsf drops the cached data if it has not enough storage or the cached data becomes invalid.
	

	#35
	DCNF can be a functionality of NWDAF or can be a standalone NF supporting a dedicated data collection functionality (see NOTE 3).

There can be multiple DCNFs (i.e. a DCNF per Service Area).
	NWDAF as a consumer.
	Data collected from 5GC NFs, AF.
	By DCNF.

Method 1:

DCNF determines from the list of Events the NF types that needs to be contacted. DCNF is configured with the NF types that provide the Event ID.

Method 2:

DCNF determines the NF serving the UE as per TS 23.288 [5] (using NRF/UDM/BSF)
	The DCNF may include in the registration request the Service Area supported (e.g. geographical area, or cell ID, TAI) and a list of S-NSSAI(s) indicating the network slices supported.
	Via DCNF.
	Data stored locally in DCNF, temporary.

When the DCNF determines that a second NWDAF has subscribed to an existing Event ID subscription, the DCNF forwards notifications of the existing subscription for this Event and also provides all available local data for this Event to the second NWDAF.
	Reuse or modify existing subscriptions to NFs if there are multiple data consumers.

	#39
	N/A
	NWDAF as consumer. 
	Same as Rel-16.
	N/A
	N/A
	As per Rel-16, between NFs and NWDAF.
	Direct access to Data Repository and Storage Function (DRSF) by NWDAF for storing and for retrieving data.
	

	NOTE 1:
A messaging framework is also proposed in solution #1, but with no data collection coordination function, i.e. NWDAFs directly access the messaging framework (via 3GPP Consumer Adaptor).

NOTE 2:
Solution #15 does not describe how this works when DCCF functionality is part of NWDAF. Solution #16 (for bottom-up coordination) and solution #18 (for top-down approach) mentions NWDAF having DCC functionality. Solution #18 does not explicitly list KI#11 as addressed Key Issue (see clause 6.18.1).

NOTE 3:
No description available for the solution when functionality is part of NWDAF.


From Table 7.11.2-1 the following observations are made:

-
Observation 1: Solutions #9, #15, #22 and #35 have in common a dedicated data collection coordination functionality. The functionality is mainly proposed as a standalone NF. When the functionality is provided by an NWDAF it may need further details. Whether DCCF is an NWDAF specific functionality or a new NF might depend on which data consumers to provide this service to.

-
Observation 2: Solution #9 has a wider scope in terms of possible data consumers than other solutions. It would be needed to define which consumers can access services provided by data collection coordination functionality, and for which type of data (e.g. event notifications, analytics outputs).

-
Observation 3: From data producer perspective, it is assumed that all solutions allow collecting data from similar entities as per Rel-16, i.e. NFs, AFs, OAM. Solution #9, in addition, explicitly proposes that data can be collected from NWDAF. It would be needed to define which data sources can be coordinated by the data collection coordination functionality.

-
Observation 4: There are some small variants between solutions regarding which entity finds the right data source. Some solutions (#9, #15(Alternative#1)) allow both the data consumer and the DCCF to find the right data source, solution #15(Alternative#2) and #22 leaves the functionality in the data consumer, and solution #35 only allows DCCF to find the right data source.

-
Observation 5: For DCCF registration and discovery via NRF: most solutions propose that DCCF registers supported slices and area. Solution #9 proposes to also register the NF type supported by DCCF, while solution #15 proposes to register the supported data types.

-
Observation 6: For data notifications path, solutions #15(Alternative#1), #22 and #35 propose that DCCF receives and forwards all notifications, while solution #9 and solution #15(Alternative#2) explicitly separates Data Collection Coordination (by a DCCF) from Data Collection via a messaging framework. Solution #9isolates the signalling / control functions to subscribe/unsubscribe to notifications, discover Data Sources, and ensure redundant data is not requested from a Data Source (all handled by the DCCF) from the handling and processing of a potentially large number of notifications sent by via a messaging framework. The difference between solution #9 and solution #15(Alternative#2) is the path for notifications from NFs to NWDAF, the notifications directly send between NFs to NWDAF(point to point, As per Rel-16) rather than via a messaging framework.
-
Observation 7: For data storage, two different approaches are proposed: local caching in DCCF for temporary usage (solutions #22 and solution #35), or storage in a data repository for longer-term usage (solutions #9 and #39).

-
Observation 8: All solutions relying on DCCF leverage modification or reuse of subscriptions from DCCF to NFs. In addition, solution #9 proposes some further enhancement to efficient data collection via formatting options for the notifications of data.

-
Observation 9: All solutions introducing DCCF functionality would need review by SA WG3 to investigate possible additional authorization for Consumers to access data from a Data Source via the DCCF.

-
Observation 10: for backward compatibility, although only solution #9 provides related information, it is assumed that all solutions from Table 7.11.2-1 provide the same level of compatibility. The consumer of new services from DCCF will be Rel-17 consumers, and Rel-16 consumers will continue to collect data directly from the NFs. Also, the solutions are compatible with Rel-16 data producers as no enhancement has been identified for the interface between DCCF and the data producer as part of these solutions.

-
Observation 11: All solutions introducing additional NFs (e.g. DCCF, DRF) assume that several NWDAFs will request the same data from producer NFs. Besides, introducing a new NF will inevitably result in two flows (NF to DCCF to NWDAF, or NF to NWDAF via messaging framework) of data collection instead of one (NF to NWDAF). Care needs to be taken so that the new NF (e.g. DCCF, DRF) does not become the new signalling bottleneck. Existing solutions such as set concept for DCCFs, or deploying several DCCF instances (e.g. per type of data source) can be applied to mitigate such problems.
· Observation 12: Solution #15(Alternative#2) introduces a different method of DCCF compare with other solutions that used DCCF. Comparing with the Observation 11, there is only one data flow transferred between the NFs and NWDAF, which avoids additional data transfer steps with DCCF. The NWDAF can register/update the data profile that contains the parameters of collected data to the DCCF, the profile is used to help DCCF coordinate the signalling of data collection.
* * * * End changes * * * *
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