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1. Introduction
Evaluation of this CHF based solution：
1) The procedure for interaction between AMF-CHF is optional in TS 32.255 and 32.256. The operators who have not deployed AMF charging feature still need the Slice quota management related features
2) It is not clear the CHF based solution is distributed or centralized. In our understanding this is depending on operator deployment, so the CHF can not be simply regarded as centralized based solution. Therefore it is not clear how the single CHF can be selected for specific slice.
3) Current CHF do not have the idea of Slice level quota management and control, this enhancement should be updated in SA5 scope. While it is impossible for SA2 sending the requirement to SA5 to asking further work.
4) It is obvious that, CHF is involved at latter stage of 5GS procedure. For example, for key issue2 perspective, the CHF is visited after the UPF selection for PDU session establishment, this may lead to a waste of signalling 
In conclusion, it is not preferred to introduce a NF toCHF based quota  handle the management of attributes in key issues 1&2 in normative work.
2. Text Proposal
It is proposed to capture the following changes in TR 23.700-40. 
* * * * First change * * * *
[bookmark: _Toc519004414]
[bookmark: _Toc54638291][bookmark: _Toc54638785][bookmark: _Toc54639667][bookmark: _Toc54935813]8.1	CInterim conclusion for Key Issue #1
To enable a 5GS to support network slice related quota on the maximum number of UEs, no change is required in the RAN. The following new functionalities in the 5GS are needed:
-	Storing of network slice related quota information: If a network slice is subject to a network slice quota checking on a maximum number of UEs, it is assumed that the O&M should have for this network slice a) the information of the quota of maximum number of UEs. To enable the network slice related quota enforcement, this information is configured and stored to one or more network functions in 5GC.
Editor's note:	It is FFS which network function(s) in 5GC needs to be configured to store the network slice related quota information and how it gets the network slice related quota information.
-	Managing and updating the network slice related quota on maximum number of UEs registered for the network slice: This functionality is part of the 5GC and it manages the NW Slice quota of maximum number of UEs in a S-NSSAI, monitors the current number of UEs being registered for the network slice subject to a network slice quota checking.
Editor's note:	It is FFS which network function(s) in 5GC should manages the NW Slice quota of the maximum number of UEs in a network slice.
-	Enforcing the network slice related quota on the maximum number of UEs: This functionality is part of the 5GC and it controls the registration request on the S-NSSAI subject to the quota management by accepting or rejecting the request on the S-NSSAI. In case of rejection, the function may provide a rejection cause and optionally with a back-off timer.
-	A new NF is defined to support the storing of network slice information (i.e., the maximum number of UEs allowed to be served by a network slice), and managing, updating and enforcing the network slice information for the purpose of network slice access control. The new NF can be deployed as standalone or co-located within existing NF.
Editor's note:	It is FFS which network function(s) in 5GC (new NF or existing NF) should enforce the network slice related quota on the maximum number of UEs, and how this network function in 5GC is aware that the quota on the maximum number of UEs is reached.
NOTE:	Whether to use an existing rejection cause and a back-off timer or a new rejection cause and a back-off timer, this is to be determined in Stage-3.
[bookmark: _Toc54638292][bookmark: _Toc54638786][bookmark: _Toc54639668][bookmark: _Toc54935814]8.2	Conclusion for Key Issue#2
To enable a 5GS to support network slice related quota on the maximum number of PDU Sessions, the following new functionalities in the 5GS are needed:
[bookmark: _Hlk52447725]-	Storing of network slice related quota information: If a network slice is subject to a network slice quota management on a maximum number of PDU Sessions, it is assumed that the O&M should have for this network slice a) the information of the quota of maximum number of PDU Sessions. To enable the network slice related quota enforcement, this information is configured and stored to one or more network functions in 5GC.
Editor's note:	It is FFS which network function(s) in 5GC needs to be configured to store the network slice related quota information and how it gets the network slice related quota information.
-	Managing and updating the network slice related quota on maximum number of PDU Sessions established in a S-NSSAI: This functionality is part of the 5GC and it manages the NW Slice quota of maximum number of PDU Sessions in a S-NSSAI, and updates the current number of PDU Sessions successfully established in the network slice subject to a network slice quota checking on a maximum number of PDU Sessions.
Editor's note:	It is FFS which network function(s) in 5GC should manage and updates a number of PDU Sessions successfully established in the network slice.
-	Enforcing the network slice related quota on the maximum number of PDU Sessions: This functionality is part of the 5GC and it controls the establishment of PDU session of a S-NSSAI subject to the quota management by accepting or rejecting the request. In case of rejection, the function may provide a rejection cause and optionally with a back-off timer.
Editor's note:	It is FFS which network function(s) in 5GC (new NF or existing NF) should enforce the network slice related quota on the maximum number of UEs, and how this network function in 5GC is aware that the quota on the maximum number of UEs is reached.
NOTE:	Whether to use an existing rejection cause and back-off timer or a new rejection cause and back-off timer, this is to be determined in Stage-3.
-	A new NF is defined to support the storing of network slice information (i.e., the maximum number of PDU Sessions allowed to be served by a network slice), and managing, updating and enforcing the network slice information for the purpose of network slice access control. The new NF can be deployed as standalone or co-located with an existing NF.
* * * * End of changes * * * *
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