SA WG2 Temporary Document
Page 3


3GPP TSG-WG SA2 Meeting #142E e-meeting 	S2-2009211
[bookmark: _GoBack]Elbonia, November 16 – 20, 2020	
Source:	Orange, Nokia, Nokia Shanghai Bell
Title:	KI #11: Update of evaluation and conclusion
Document for:	Approval
Agenda Item:	8.1
Work Item / Release:	FS_eNA_ph2 / Rel-17
Abstract of the contribution: This contribution updates the evaluation and conclusions on KI#11 “Increasing efficiency of data collection”.
1. Discussion
This contribution updates the evaluation and conclusions for Key issue #11 “Increasing efficiency of data collection”
The four aspects of KI#11 are divided into corresponding sections. 
For each section we provide the following updates.
	a
	Signalling reduction via architectural changes
	Sol #1, #9, #10 (case considering DCCF), #12, #15, #16, #35, #39.
	Summary of solutions and evaluation

	b
	Signalling reduction via parametrization and services changes
	#58, #70, #72.
	Summary of solutions and evaluation
Conclusion

	c
	Signalling reduction on Tracking and Discovery of Entities
	#10, #32, #36, #69.
	Summary of solutions and evaluation

	d
	Signalling reduction via parametrization and services changes specific to Event Exposure framework
	#33, #34, #37, #38, #71.

	Summary of solutions
Conclusion



2.	Proposal
It is proposed to apply the following changes to the TR 23.700-91.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]* * * * Start of changes * * * *
8.11	Key Issue #11: Increasing efficiency of data collection- Interim conclusion
8.11.1 Signalling reduction via parametrization and services changes
For service changes the following principles are proposed:
-	Make use of bulk data collection an option for data collection from NWDAF.
-	Persistent data collection:
-	Based on the NWDAF event subscription, UDM determines and recreates the event subscription with the new NF to which the UE is attached. 

8.11.2 Signalling reduction on Tracking and Discovery of Entities
For tracking and discovery of entities, the following principles are proposed:
-	Improve the NF profile stored in the NRF, as well as NRF services with supplementary information in order to facilitate the discovery of relevant NFs, in the case of data collection for any UE.
-	Improve AMF event exposure with supplementary information in order to facilitate the discovery of available network slice information relevant in an area of interest, in case of data collection for any UE.
-	Improve SMF event exposure with supplementary information in order to facilitate the discovery of relevant PDU sessions, in case of data collection for any UE.
NOTE 1: The last Event exposure is dependent on having location available in SMF. UE Location parameter is still to be optional but may be switched on per operator configuration.
-	Make use of UDM as a means to store relevant per UE information to find serving NFs.
-	As having the possibility to mute the event reporting from NWDAF also introduce for Analytics the notion of maximum duration for the storage of analytics in an NWDAF in conjunction with appropriate parameters at NWDAF service interface (e.g. time when analytics are needed, suppression of notifications).
8.11.3 Signalling reduction via Event Exposure service enhancement
For Event Exposure enhancement, the following principles are agreed for normative work.
Event Exposure for Analytics service:
· Additional Analytics filters shall be standardized on a per-analytics basis, in order to narrow down the scope of analytics, thus reducing signalling both for analytics provision and data collection.
· Additional parameters on Analytics service shall be standardized to reduce the amount of information in Analytics reports: time granularity, criteria for ordering of results (together with maximum number or results), aggregation for some analytics (e.g. load of an NF set).
Event Exposure for data collection:
· In case of permanent data collection (during model training or for other specific use cases), additional mechanisms shall be standardized in order to limit signalling while still enabling a relevant access to collected data and general trends. Therefore, the mute storage of events in the DCCF/messaging framework, the distributed NWDAF, or NFs (i.e. without event reporting) can be performed during periods where no analytics are requested, within a limited size. Because of the limited size of the data collection queue, basic metrics may be performed as a complement on Event-IDs and collected information, in order to gather historical trends.
· Additional parameters on Event Exposure service shall be standardized to reduce the amount of information per Event Report, e.g. value granularity.
· Because a better fairness in sampling contributes to reduce the size of samples, hence reducing signalling load, additional parameters may be added for this purpose, only static criteria is to be progressed. A Static criteria is a criteria where a UE belongs to the same criteria as long as it is served by the NF
8.11.4 Signalling reduction via architectural changes	Comment by Antoine Mouquet (Orange) r09: Current text from clause 8.11 go to 8.11.4 and is updated by S2-2008904.
For KI#11 for Data collection aspects, it is proposed list of principles are agreed for normative work as follows:
-	A Data Collection Coordination Function (DCCF) is used to coordinate collection of data from one or more NF(s) based on data collection requests from one or more Consumer NF(s).
-	Data Collection Coordination Function (DCCF) and Data Repository Function (DRF) are to be standardized.
NOTE 1:	DCCF and DRF can be standalone NFs, possibly co-located with NWDAF, or can be hosted by NWDAF.
-	Data Collection notification to one or more Consumer NF(s) may be supported via a Messaging Framework. Adaptors supporting 3GPP services allow NFs to interact with the Messaging Framework
NOTE 2:	The Messaging Framework is outside the scope of 3GPP. Adaptors are not expected to be standardized by 3GPP, only the interface between 3GPP entities and the adaptors is under 3GPP scope. This includes 3GPP services offered by adaptors to allow NFs to interact with the Messaging Framework.
-	The NWDAF analytics function interacts directly with the DCCF to request the collection of data. The NFs interact directly with the DCCF to request analytics to an NWDAF.
NOTE 3:	Based on the outcome of KI#1, decomposed NWDAF functions can also use the above new functions.
-	The DCCF interacts with the NFs to collect data.
-	Data is collected in a standardized manner from one or more NF(s) (including NWDAF) and OAM system.
-	The collected data and/or produced data can be stored in the DRF, which exposes the standardized interface for storage. In this case, DRF act as data source for the stored data.
-	Consumers NF(s) (e.g. NWDAF) access the data from DRF either directly or via a request to DCCF. The data that the NWDAF obtains directly from the DRF will be determined in the normative phase.
-	If a consumer NF makes a request for data via DCCF and that data are already available at the DRF, the DCCF forwards the request to DRF instead of forwarding the request to NF.
-	It is possible to use the NRF for discovery of new DCCF and DRF.
NOTE 4:	Additional authorization for Consumers to access data from a Data Source via the DCCF and to access data from DRF (directly or via DCCF) needs to be coordinated with SA WG3.
* * * * End of changes * * * *
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