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1. [bookmark: _Ref440216314]Discussions 

Solution #39 proposes seamless application relocation by 3GPP layer, i.e. UPF proxied L4 connection. This solution relies on defining two MPTCP subflows of one MPTCP session over two local PSA UPFs, (hence the MPTCP termination in the network is not unique) such as: 
-  Two MPTCP subflows of one MPTCP session are established, one is between the UE and old local PSA, the other is between the UE and new local PSA. SMF triggers to establish second MPTCP subflow which implies network initiated JOIN. How this can be realized is described in RFC8684 (whether this is doable from a MPTCP proxy per RFC 8803 is questionable and not described) .
-  N4 is enhanced to support providing the MPTCP session context from the source PSA to the target PSA via the SMF.
-  When the EAS relocation is completed, the source PSA is indicated to trigger path switching by using the MPTCP mechanism, which makes no impact on the UE. 

This solution introduces many unnecessary complexities, has unrealistic assumptions and gaps, for examplenew mechanism, some of them relying on RFCs, that might require further clarifications: 
· It introduces something new functionality called referred to as “Virtual MPTCP host” with which has MPTCP proxy functionality distributed in two PSA UPFs., The but not clear if it needs enhancements to MPTCP functionality required to make the solution work is described in RFC8684., if this is feasible at allThe, how it works e.g. is there some logic in this virtual host to have sharedthat describes the handling of the MPTCP session context, e.g., transferring MPTCP context in PSA1 to PSA2, and any need how to synchronise the TCP states on the upstream connection between the moving MP TCP proxy and EAS, etc, might require further description. 
· The proposed MPTCP context transfer between source PSA and target PSA would involve transfer of the keying material which may have a has serious security risk ( Ref: RFC 8684)e.g. sharing session keys should generally be discouraged, might need to be assessed by SA3  
· the solution is orthogonal tohas some aspects of ATSSS, but many other aspects are different, as ATSSS is about an unique MP-TCP termination in one UPF in the network.
· the solution would not work for either UE(s) or EAS not supporting MPTCP and would not work for non TCP traffic (QUIC)

2. Proposal
It is proposed to include the following in the TR 23.748.

* * * * Start of Change * * * *
[bookmark: _Toc54944250][bookmark: _Toc54945726][bookmark: _Toc54946113][bookmark: _Toc54946498]7.1.6	Evaluation for Key Issue #2: Solution #39
Solution #39 is a network-based solution and UE application layer is agnostic with EAS relocation. It does not dependent on any application layer mechanism. 
The solution relies on MPTCP proxy on UPF and requests relocation of MPTCP contexts when UPF relocation happens. There are concerns raised on whether the MPTCP context relocation is feasible or not, and potential issues on how to make the relocation seamless. It was concluded Solution #39 is not recommended in normative work in this study.

9. 	Conclusions

9.x	Conclusions for Solution #39

Solution #39 is not recommended in normative work in this study.
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