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Abstract of the contribution: This p-CR updates the Solution #16 evaluation and conclusion on ECS provisioning based on SA6’s Reply LS. 
1
Discussion

The KI#1 evaluation section that relates to ECS provisioning includes the following Editor’s Note:
Editor's note:
Solution 16 should be sent to SA WG6 and SA WG6 should be invited to comment. SA WG2 should consider SA WG6 input during evaluation of the solution together with the suitability, completeness and impacts of the core procedures proposed.

SA2 sent SA6 an LS (S2-2005963) inviting SA6 to comment on the solution.

SA6 sent SA2 a Reply LS (S2-2008359). In their Reply LS, SA6 commented on the solution.

This p-CR proposes to delete the Editor’s Note and record SA6’s input in the Evaluation.

The KI#1 conclusion section that relates to ECS provisioning includes the following Editor’s Note:

Editor's note:
Whether Solution #16 "Edge Configuration Server Based Discovery " will be proceeded in normative work will be re-evaluated after SA WG2 receives feedback from SA6.
In their reply LS, SA6 stated “Regarding Solution #16, SA6 recommends the 5GS sending the ECS address information to the UE as suitable for complementing the EDGEAPP solutions for UEs hosting an EEC and with the capability to deliver the information received from 5GC to the EEC.”
Thus, this p-CR proposes to delete the Editor’s Note and conclude that Solution #16 will be used as the basis for normative work for how the 5GC sends ECS address information to UEs hosting an EEC.
2
Proposal

This contribution proposes to implement the following updates to TR 23.748 v1.1.0.
* * * First Change * * *
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7.1.3
Evaluation for Key Issue #1: ECS address provisioning
Solution #16 deals with the case where the UE hosts an Edge Enabler Client and Application Clients as described by SA WG6 in TS 23.558 [12]. As discussed in Solution #16, SA WG6 has introduced functional entities called Edge Configuration Servers and Edge Enabler Servers (EES) which can be used by UE Applications to discover Edge Application Servers. SA WG6 has agreed that ECS address information can be provisioned by MNO through a 5GC procedure and that such 5GC procedure is in SA WG2 scope. Solution #16 describes how UE Applications can discover contact information for Edge Configuration Servers. Thus, when paired with the features specified by SA WG6 in TS 23.558 [12], Solution #16 may be considered an enablement to "discover a suitable Edge Application Server to serve the application/UE".

But in order to deliver the ECS information via NAS to EEC, UE requires a new UE capability (e.g.: enhancement in UE OS/kernel). Not all of the UE is guaranteed to support this capability. The solution will not work for the UEs that do not support this UE capability.
In [x], SA6 stated “Regarding Solution #16, SA6 recommends the 5GS sending the ECS address information to the UE as suitable for complementing the EDGEAPP solutions for UEs hosting an EEC and with the capability to deliver the information received from 5GC to the EEC.”.

* * * Next Change * * *
9.1.3
Conclusions regarding solutions for Key Issue #1 for ECS address provisioning
Solution #16 is recommended as the basis for normative work to enable the SA WG6 edge application architecture specified in TS 23.558 [12]. The following principles are agreed for supporting ECS address provisioning: 

· The UE indicates whether it supports the capability of transferring to the EEC the ECS address received from the 5GC via NAS.
· Based on the operator policy and the UE’s capability, the 5GC provides the ECS address(es) to the UE if the UE indicated that it supports transferring the ECS address received from the 5GC to the EEC.
· The 5GC may derive the Edge Configuration Server Information based on local configuration, the UE's location, and/or UE subscription information.
NOTE: The ECS (Edge Configuration Server) and EEC (Edge Enable Client) are defined in TS 23.558 [12].
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