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Abstract: This contribution proposes to keep the description of cross network service discovery in KI#1 evaluation and conclusion with the clarification of the architecture assumption.  
1. Introduction/Discussion
In SA2#141E, the evaluation and conclusion for scenario where the SNPN offers connectivity for UE(s) with credentials owned by external entity are removed due to the consideration of dependency to the roaming architecture. This contribution proposes to keep the description of that part in the KI#1 evaluation and conclusion and add the clarification on the related architecture assumption. 
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-07.
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7.1.1	General
Steer of Roaming is proposed to be handled as follows in the proposed solutions:
-	Solution #11: 
a)	After UE connects to a serving network, the service provider of UE who owns UE's the subscription may provide UE a network steering indication to guide UE to move to another network provider being listed in the indicator. This network switch indication is similar to the SoR (Steering of Roaming) as defined in TS 23.122 [5]. This indication can be part of the updated "operator controlled Network selector" list (for solution 1) or "Home SP subscription information" (for solution 2) being sent to UE using the UE Configuration Update procedure as defined in TS 23.502 [6] clause 4.2.4.2. 
b)	Alternatively, SNPN identity can be integrated into a UE policy. UE can obtain the update of the UE policy containing SNPN identity using the UE Configuration Update procedure as defined in TS 23.502 [6] clause 4.2.4.3. The obtained SNPN identity information derived from the UE policy can also be used to update the "Operator controlled network selector" list or "SP controlled network selector" list. 
c)	2 options are proposed for the service provider to get the candidate network measurement in order to identify the suitable network to steer the UE to.
-	Solution #45: eSoR is included in the Registration Accept or the DL NAS Transport to steer the UE to the desired SNPN. eSoR includes list of allowed higher priority SNPN(s) /PLMN(s), and optional the unified access control information
The item a) of the solution #11 and solution #45 are similar with different messages. The item b) of the solution #11 requires the SA3 to check whether there is a security issue to use the UE policy to update the configured network selection list. The item c) of the solution # 11 requires the network performance information of the candidate V-SNPN or PLMN networks which have the coverage for that location. Additionally how the UE reports the network performance information of the candidate V-SNPN requires more work.
7.1.2	Evaluations for scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AAA Server
This clause provides evaluations for the solutions that address the scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AAA Server (AAA-S), among these solutions:
-	Sol#4 proposes that 
-	In the case that SNPN UDM does not provide any subscription data the primary authentication and authorization towards the AAA-S is triggered by AMF based on local policy and UE indication, the AMF selects the AAA-P that supports the primary authentication and authorization towards the AAA-S. The AMF derives the external UE ID from the SUCI/SUPI or receives the external UE ID from UE. The AMF selects the AAA-P that supports the primary authentication and authorization towards the AAA-S. The AMF obtains the access and mobility subscription data from AAA-P/AAA-S to complete the registration procedures, the SMF obtains the session management subscription data from AAA-P/AAA-S to complete the session management procedures. This is applicable when UDM is not involved in the primary authentication and authorization towards the AAA-S, e.g., the UDM is not deploy in the SNPN.
-	In the case that SNPN UDM provides access and mobility subscription data, session management subscription data, the primary authentication and authorization towards the AAA-S is triggered by the UDM indication in subscription data. The AMF may re-select a AAA-P that supports the primary authentication and authorization towards the AAA-S based on the UDM indication. The AAA-P derives the external UE ID from the SUPI or receives the external UE ID from UE via AMF. The AMF obtains the access and mobility subscription data from UDM to complete the registration procedures, the SMF obtains the session management subscription data from UDM to complete the session management procedures. This is applicable when UDM is involved in the primary authentication and authorization towards the AAA-S.
-	Sol#8 proposes the similar mechanism as the Sol#4’s case that SNPN UDM provides subscription data for the UE, where CdP (Credentials Provider) replaces the AAA-S, and AAA-P is implemented by enhanced AUSF that supports delegation of authentication server role to the CdP via new NF supporting protocol interworking with CdP.
-	Sol#10 proposes the similar mechanism as the Sol#4’s case that the primary authentication and authorization towards the AAA-S is triggered by AMF based on local policy and UE indication where the AMF derives the external UE ID from the SUCI/SUPI and uses this for the security procedures. In addition, the subscription data is pre-configured at UDM or dynamically provisioned at UDM on-demand. The AMF or SMF can obtain the UE subscription data from UDM using a UE Subscription Identifier (SI-SUPI), which can be generated by UDM/UDR or be provided by the AAA server. The SI-SUPI is new key for subscription data retrieval and has impacts on the procedural level.
-	Sol#44 proposes that the similar mechanism as the Sol#4’s case that the primary authentication and authorization towards the AAA-S is triggered by AMF based on local policy and UE indication. In addition, the AAA Server can interact with SNPN UDM, supporting to provision the UE subscription data e.g., session management subscription data, access and mobility subscription data at UDM during registration procedure once the primary authentication and authorization at AAA-S succeeds. The direct interaction between AAA server and UDM has impacts on the system level.
7.1.3	Evaluations for mobility scenarios
This clause provides evaluations for the solutions that address the mobility scenario, among the solutions below described:
-	Sol#1 and Sol#2 supports mobility scenario based on roaming architecture (i.e., Inter-PLMN like interworking) between the source/target network and the Home SP, making use the PDU Session Establishment procedure with Existing PDU Session indication as defined in TS 23.502 [6] clause 4.3.2.2 to address the session continuity for the PDU sessions anchored in the home SP (SNPN or PLMN). This only addresses the session continuity for “Home Routed” PDU sessions and only considers the Inter-PLMN like interworking for mobility cases.
Editor’s note:	Evaluate solution #41 when solution and impact is clear.
7.1.4	Evaluations for simultaneous data service from both V-SNPN and Home SP (PLMN or SNPN)
This clause provides evaluations for the solutions that address the simultaneous data services from both V-SNPN and Home SP (PLMN or SNPN) of KI#2, among these solutions:
-	Sol#1 or #2 propose to support the Local Breakout PDU sessions and Home routed PDU sessions to address the simultaneous data services from both V-SNPN and Home SP (PLMN or SNPN).
-	This is not in the scope of KI#1.
Editor’s note:	Evaluate solution #50 when solution and impact is clear.
7.1.X	Evaluations for scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AUSF/UDM
In case UE credentials are owned by separate entity offering AUSF/UDM, SNPN needs to interact with AUSF/UDM in separate entity. Sol#12 proposes to reuse the cross network service discovery mechanism specified in TS 23.502 [6] clause 4.17.5 for service discovery. Sol#12 adds also cross network service registration procedure, which allows for more dynamic deployment and service update in case of multiple separate entities. 
NOTE:	Such cross network service discovery mechanism assumes that both SNPN and separate entity support SBI based interworking architecture.
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Editor's note:	This clause will capture conclusions for Key Issue #1.
8.1.1	Conclusions for scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AAA Server
The scenario where the separate entity owning the credentials has only an AAA Server is supported. It is proposed to adopt the following conclusion principles:
-	The SNPN will host a function (e.g. enhanced AUSF or new NF) supporting primary authentication and authorization of SNPN UEs that use credentials from the AAA Server.
NOTE:	Whether to use a new NF or enhanced AUSF will be determined based on feedback from SA3.
[bookmark: _Hlk54025418][bookmark: _Hlk54025406][bookmark: _Hlk54025333]-	The function (see above) forwards EAP messages to the AAA server that is acting as the EAP Server for the purpose of primary authentication and authorization. 
Editor's note:	Details of External UE ID used for this primary authentication and authorization and related aspects are FFS. 
-	The UDM supports common mobility management and session management subscription information that is needed at the time of Registration and Session Management procedure.
Editor's note:	It is FFS if the AAA server supports providing the subscription information needed for registration and session management procedure.
Editor's note:	It is FFS if subscription information for individual UEs (with credentials stored in AAA) are supported in the UDM.
-	After completing the primary authentication and authorization successfully, the AMF or SMF can retrieve the SNPN UE subscription data (i.e. mobility management and session management subscription) using SUPI from UDM. 
Editor's Note: 	Furthermore, SA2 should decide, if interfaces between existing/enhanced AUSF (or new NF) and AAA server should be in scope of SA2. The architecture to support AAA interfaces to the AAA server will be revised based on SA3's feedback.
Editor’s note: The Registration procedure supporting AAA interfaces towards the AAA server will be revised based on input from SA3 including the aspect which subscription data the SNPN should use in this scenario.
8.1.2	Conclusions for mobility scenarios
The mobility procedures are based on:
-	In the case that there are common AMF and/or N14 interface between the source network and target network, mechanism defined in TS 23.502 [6] clause 4.9.1 is re-used to address UE mobility.
8.1.3	Conclusions for simultaneous data service from both V-SNPN and a separate entity owning the credentials (PLMN or SNPN)
8.1.X	Conclusions for scenario where the SNPN offers connectivity for UE(s) with credentials owned by separate entity offering AUSF/UDM 
Discovery of AUSF/UDM in the separate entity can be supported by cross network service discovery and registration procedure as specified in TS 23.502 [6] clause 4.17.5 and solution #12, where home SP acts as Home PLMN.
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