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Abstract: This contribution proposes the overall evaluation for KI#4 Support of UE-to-UE Relay.
1. Introduction/Discussion
There are two types of solutions to address KI#4 documented in TR 23.752, i.e., L2 UE-to-UE Relay and L3 UE-to-UE Relay. This contribution provides the overall evaluation and solution comparison from the aspects of QoS and Security.
1.1 Evaluation on UE-to-UE Relay
The following table summarises all solutions on UE-to-UE Relay in this TR.
	Solution
	Applicability
	Main content

	#8
	Applicable to L2 and L3 Relay
	UE-to-UE Relay Selection

	#9
	Only applicable to L2 Relay
	connection establishment and connection management

	#10
	Only applicable to L3 Relay
	Relay supports IP router and as a DNS server

	#11
	Applicable to L2 and L3 Relay
	Relay discovery from group members

	#31
	Applicable to L2 and L3 Relay
	E2E QoS control

	#32
	Only applicable to L3 Relay
	unicast link based on IPv6 link-local address

	#33
	Applicable to L2 and L3 Relay
	Network-Assisted U2U Relay Discovery and Selection

	#36
	Applicable to L2 and L3 Relay
	Authorization for 5G ProSe UE-to-UE Relay Service

	#49
	Only applicable to L3 Relay
	Support L3 UE-to-UE Relay to handle Non-IP traffic

	#50
	Applicable to L2 and L3 Relay
	Negotiated UE-to-UE Relay reselection



Sol#9 proposes the procedures of connection establishment and connection management, and the protocol stack for L2 UE-to-UE Relay. The UE-to-UE Relay performs the link mapping for data forwarding between Source UE and Target UE. An extended unicast link is established between Source UE and Target UE, with the end-to-end security in PDCP layer. 
Sol#8 and #33 proposes the Relay selection mechanism for both L2 and L3 Relay. In Sol#8, the Target UE performs the UE-to-UE Relay selection and the Source UE performs the path selection between the direct path and indirect path. In Sol#33, the core network assists Relay discovery and selection based the relative location between the UEs.
Sol#10, Sol#32 and Sol#49 propose the procedures of connection establishment for L3 UE-to-UE relay. In Sol#10 and Sol#32, Relay UE acts as an IP router and as a DNS server. Sol#49 proposes to handle Non-IP traffic via Layer-3 UE-to-UE Relay.
Sol#11 proposes the Relay discovery of group members using the Model A and Model B, and is applicable to both L2 and L3 Relays. The solution is limited to Relay discovery within group members.
Sol#31 provides a QoS control mechanism with E2E QoS parameter division by the UE-to-UE Relay, and is applicable to both L2 and L3 Relays.
Sol#36 proposes PCF based service authorization and provisioning for the UE-to-UE Relay Service, and is applicable to both L2 and L3 Relays.
Sol#50 proposes a Relay reselection mechanism, by the negotiation between the Source UE and the Target UE via the existing Relay connection, and is applicable to both L2 and L3 Relays.
1.2 Solution comparison
On the QoS aspect, QoS handling for L2 Relay and L3 Relay uses the same mechanism (i.e., QoS parameter splitting by UE-to-UE Relay) from the SA2 perspective.
On the Security aspect, for the L2 UE-to-UE Relay, the security is enforced at the PDCP layer between the Source UE and Target UE. The transferred data/signalling between the Source UE and Target UE is protected and cannot be intercepted by the Relay UE, and this is applicable to both IP traffic and Non-IP traffic. For the L3 UE-to-UE Relay, by using the hop-by-hop security, the transferred data between the Source UE and the Target UE can be intercepted by the Relay UE. It is not clear how IPSec can be used to provide end-to-end security protection between the Source UE and Target UE, and IPSec cannot be used for Non-IP traffic.
Followings are the summary of the solution comparison.
	Evaluation criteria
	L2 UE-to-UE Relay
	L3 UE-to-UE Relay

	QoS
	QoS parameter splitting by UE-to-UE Relay.
	QoS parameter splitting by UE-to-UE Relay.

	Security
	Enforced at the PDCP layer between the Source UE and Target UE. The transferred data/signalling between Source UE and Target UE is protected and cannot be intercepted by Relay UE.
	Hop-by-hop security. The data/signalling between Source UE and Target UE can be intercepted by the Relay UE.


Thus, L2 UE-to-UE Relay solution can provide better performance on security for transferring data between the Source UE and Target UE.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.752.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc50557377]7.4	Key Issue #4: Support of UE-to-UE Relay
Key issue#4 "Support of UE-to-UE Relay" has two types of solutions: L2 UE-to-UE Relay and L3 UE-to-UE Relay.
The followings present the solution comparison from the aspects of QoS and Security.
On the QoS aspect, QoS handling for L2 Relay and L3 Relay uses the same mechanism (i.e., QoS parameter splitting by UE-to-UE Relay) from the SA2 perspective.
On the Security aspect, for the L2 UE-to-UE Relay, the security is enforced at the PDCP layer between the Source UE and Target UE. The transferred data/signalling between the Source UE and Target UE is protected and cannot be intercepted by the Relay UE, and this is applicable to both IP traffic and Non-IP traffic. For the L3 UE-to-UE Relay, by using the hop-by-hop security, the transferred data between the Source UE and the Target UE can be intercepted by the Relay UE. It is not clear how IPSec can be used to provide end-to-end security protection between the Source UE and Target UE, and IPSec cannot be used for Non-IP traffic.
Followings are the summary of the solution comparison.
	Evaluation criteria
	L2 UE-to-UE Relay
	L3 UE-to-UE Relay

	QoS
	QoS parameter splitting by UE-to-UE Relay.
	QoS parameter splitting by UE-to-UE Relay.

	Security
	Enforced at the PDCP layer between the Source UE and Target UE. The transferred data/signalling between Source UE and Target UE is protected and cannot be intercepted by Relay UE.
	Hop-by-hop security. The data between Source UE and Target UE can be intercepted by the Relay UE.


Thus, L2 UE-to-UE Relay solution can provide better performance on security for transferring data between the Source UE and Target UE.
* * * * Second change * * * *
[bookmark: _Toc50557386]8.4	Key Issue #4: Support of UE-to-UE Relay
For Key Issue #4 (Support of UE-to-UE Relay), the followings are taken as interim conclusion:
-	L2 UE-to-UE Relay solution is selected for normative work from the SA2 perspective.
* * * * End of changes * * * *
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