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Abstract of the contribution: The contribution proposes text for evaluation of solutions addressing KI#14.
1. Introduction
For KI #14, Solutions #46 has been proposed to address the following issues:
-	Study on how to detect newly released applications assisted by the NWDAF.
-	What kind of data need to be collected for new application detection?
-	What kind of analytics should be exposed?

In Solution #46, the NWDAF provides a consumer NF with a PFD information that is generated based on analysis of input data for unspecified traffic from the UPF, including packet's URL, packet's Domain Name, and IP 3-tuple etc. The NWDAF also uses historical PFD information, which it receives from the NEF (PFDF) for the known applications, to detect changed traffic characteristics and provide an updated PDF information for those applications.
It is proposed to update the evaluation clause for KI#14 based on the above observation.
[bookmark: _Toc524945853]2. Text Proposal
It is proposed to adopt the following text within the TR 23.700-91.

[bookmark: _Toc435670434][bookmark: _Toc436124704][bookmark: _Toc484181143]*** Start of the change (all new text) ***
7.	Overall Evaluation
Editor's note: This clause will provide evaluation of different solutions.
7.14  Key Issue #14: NWDAF-assisted application detection
For KI #14, Solutions #46 has been proposed to address the following issues:
-	Study on how to detect applications assisted by the NWDAF.
-	What kind of data need to be collected for application detection?
-	What kind of analytics should be exposed?
The soultion #46 defines the input and output parameters for generation of analytics information that can be used to dectect application traffic not specified by PFDs at UPF. It also defines the related procedures for data collection from NFs and AFs, and analytics exposure between NWDAF and its consumers.
In the Solution #46, the NWDAF provides a consumer NF with a PFD information that is generated for unspecified traffic based on analysis of input data from the UPF, including packet's URL, packet's Domain Name, and IP 3-tuple etc. The NWDAF also uses historical PFD information, which it receives from the NEF (PFDF) for the known applications, to detect changed traffic characteristics and provide an updated PDF information for those applications.
*** End of the change ***
3GPP
SA WG2 TD

