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Abstract: This contribution proposes the conclusion of KI#8. 
1. Discussion
There were several conclusions about UE data reporting procedure and UE data reporting parameters. For UE data reporting procedure, it was agreed to use user plane solution and NWDAF interacts with an AF in the MNO domain (proposed by solution#27) or an AF external to MNO domain (proposed by solution#64) to collect UE data as an input for analytics generation. There two soutions are not mutual exclusion and can support both as complements.
For UE data reporting parameters, the following table summarize the proposed parameters in associated solutions.
Table 1.1 Summary of proposed parameters
	Solution 
	Parameter
	Information
	Qualcomm’s view

	28
	URSP Enforcement Report
	The UE sends a URSP Enforcement Report based on an indication from network. The indication is sent by NWDAF.
It can indicate the time information.
	Not support

	29
	Collective Attribute
	Characterise collective attribute per list of UE IDs (Route, Destination, Average Speed, Time Interval spent per location)
	Agreed in 141e-meeting

	29
	Application Status 
	Indicate the flow of the application is in a foreground status (i.e. active status) or background status (i.e. inactive status)
	Not support

	62
	Applied WLANSP rule 
	An WLANSP rule that is applied while connecting to WLAN with an indication that which selection criteria is met by selected WLAN
	Not support

	62
	Discovered available WLAN(s)
	Available WLAN list discovered as described in clause of 5.3.2.3 in 24.502.
	Already supported by MDT/SON

	63
	QoS
	QoS metric(s) from UE
	NWDAF can collect from 5GC, no need from UE

	63
	Service experience contribution
	Individual score/weight of a UE's contribution to global service experience
	Agreed in 141e-meeting



For URSP Enforcement Report and Applied WLANSP rule:
There are multiple inputs and situations that would affect the applicability of the URSP rules, some rules may not be valid due to network access availability, the URSP enforcement may also depends on the URSP engine implementation. In addition, a URSP rule for an application will not be enforced by the UE if the user did not install or used the specific application for a period of time but this does not mean that the user will not start using the specific application in the future, hence it does not make sense to remove the applicable URSP rule if it is not enforced by the UE. The UE should be provided with the superset of rules that is expected to be used in a particular region beforehand. If the UE does not apply a specific URSP rule does not mean the allocated rule is not going to be matched in the future.
For Application Status:
It is not clear how does this information relevant to the network load balance analytics. Network allocates resources for the application is based on the QoS parameters allocated for the QoS flow, the service in background does not mean the QoS can be downgrade, the foreground status and background status shall not impact the network resource allocation.
QoS:
The QoS parameters is provided by SMF to UE, NWDAF can collects QoS information from SMF/UPF/PCF and there is no need to collect from UE.

2. Proposal
It is proposed to capture the following new text in TR23.700-91.
* * * * Start of Changes * * * * 
[bookmark: _Toc54770462][bookmark: _Toc54779815][bookmark: _Toc54786775]8.8	Key Issue #8: UE data as an input for analytics generation
The followings are agreed as interim conclusion for Key Issue #8.
For UE data reporting procedure:
-	The user plane based solution is agreed for UE data collection. NWDAF interacts with an AF in the MNO domain or an AF external to MNO domain to collect UE data as an input for analytics generation. The data provided by the MNO AF or external AF to NWDAF is based on collected data from UE over user plane. 
-	The UE Application is configured with the address of the AF to contact. The UE Application may be configured to contact an AF in MNO domain (i.e. a trusted AF) or an AF external to the MNO domain (i.e. an untrusted AF). How the new UE data is collected by the AF may be developed by SA4 and feedback from SA4 will be considered if there is any SA2 work to be done.
[bookmark: _Hlk53748440]-	The NWDAF to (MNO) AF interface based on Naf_EventExposure is reused and should be extended if new input data from the UE based on user plane data collection as above is needed.
NOTE 1:	For existing input data/ parameters supported for Naf_EventExposure, NWDAF contacts a trusted AF (directly) or untrusted AF (via NEF) as defined in Rel-16.
-	The user plane based solution can be applied to collect input data for both 3GPP defined services and non-3GPP defined services.
Editor´s Note:	How to correlate NWDAF request for input data, if the request contains the SUPI and internal Application Id, and the input data provided by the UE application to the MNO AF uses the UE IP address/prefix and the external Application Id is FFS and defined by SA2.
	-	For the solution that UE reports data to MNO AF directly solution:
		-	An SLA between the MNO and ASP determines: 
			- the MNO AF for the UE’s Application to connect to,
			- The information that the UE’s Application shares with the MNO AF.
			- The authentication info
			- Data Normalization algorithm
NOTE 2: 	The mutual authentication info that is used for UE and MNO AF is in the scope of SA3. 
- MNO AF registeres in NRF the served internal Application ID. The MNO AF also maps the external Application IdIs (provided by the UE App Client) into the internal Application Id that is used in Event Exposure.
		- The UE Application is provisioned the following information from Application Server:
			- the MNO AF address
			- the authorization that if UE’s application is allowed to provide data to MNO or not.
			- the parameters that are authorized to provide to the AF for UE data collection.
			- the authorization information to enable the UE’s Application to verify the MNO AF that request data.
For UE data reporting parameters:
[bookmark: _Hlk54021073]-	SA2 shall define the input data for Naf_EventExposure between NWDAF and (MNO) AF.
-	The input data from UE to (MNO) AF (including directly or indirectly i.e. via ASP server, data reporting) is out of SA2's scope.
-	(MNO) AF may perform anonymization, aggregation or normalization of the input data provided by the UE before providing this to NWDAF.
[bookmark: _Hlk54021090]-	It is recommended to conclude the following input data for Naf_EventExposure in normative work.
-	Collective (UE Behaviour) Attribute per list of UE IDs which includes Route, Destination, Average Speed, Time Interval spent per location. The NF load analytics will be enhanced based on this input data and/ or other existing input data from MDT. 
[bookmark: _Hlk54021136]-	The Observed Service experience data collection that defined for Naf_EventExposure in Rel-16 will be extended.
[bookmark: _Hlk54119964]NOTE 2:	Whether define new Event ID and Event Filter and how to extend the Rel-16 Event ID and Event Filter for Naf_EventExposure will be discussed in normative work.
Editor's note:	All the other UE data reporting parameters related to KI#8 are not precluded, the final UE data reporting parameters will be concluded in SA2#142E meeting.




* * * * End of Changes * * * * 



