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Abstract of the contribution: This contribution proposes updates to solve the Editor Notes in Solution #12
1	Introduction
This contribution addresses de following ENs:
Editor's note:	this call flow shall be aligned with the final version of the call flow of solution 22.
This pCRs updates Solution #12 to follow the principles agreed for Solution #22. For aspects that remain open in that solution, the decisions taken for Solution #22 will also apply to solution #12.
One main difference between Solution #22 and Solution #12 is the action that may be triggered by the SMF. In Solution#12, when LDNSR notifies SMF of an Edge AS, SMF may decide to re-anchor the PDU Session to a more distributed PSA. That can be then SSC mode 2 or SSC mode 3. With this re-anchoring alternative, all traffic in the PDU Session is broken out locally independently on the application.
Solution #12 as it was described in the TR showed a simpler procedure. This pCR aligns Solution #12 with Solution #22, so that ,when LDNSR gets a DNS query for an EC FQDN, LDNSR manipulates the DNS query so that an AS is selected according to the candidate DNAI/Local PSA (this is referred to as “Early DNS handling”) just like it does in Solution #22. At the same time, the Solution #12 keeps the simple procedure where the LDNSR notifies to SMF on DNS Query and drops the query after the re-anchoring as a possible alternative that is specific to Solution #12 (this is referred to as “late DNS handling”).
Editor's note:	In the SSC mode 3 case, whether the LDNSR can resume the DNS message received from the old PDU session to another DNS server of the new PDU session needs further study.
Above behaviour is not required. The UE behaviour has been clarified as follows:
In the case of “late DNS handling” (i.e. DNS drop) the UE has not received a DNS response when the Application client is notified that the new connection is available. It is reasonable to assume that the Application client issues then a traffic request and the UE sends a new DNS Query over the new PSA.
In the case of “Early DNS handling”(i.e. DNS resolution for an Edge PSA/DNAI), the Application client may have received a DNS response and an AS IP when it is notified that the new connection is available. It depends on the application whether this AS IP is reused over the new PDU Session or not. In any case, the notification can trigger a new DNS Query that is sent over the new PSA.
If SSC#3, when SMF performs the PDU Session re-anchoring:
· Former and new PDU Session coexist, and the DNS response is guaranteed to be delivered over the still available former connection. Traffic to the selected AS may already have started over the central PSA. The Application is notified (by OS) of the new connection, and it is open for application design whether to connect to same AS IP address over the new connection and when to issue a new DNS Query that is sent via the Edge PSA. The application can control the migration of the traffic to the new PDU session (and AS) in the way that e.g. affects less the latency.

If SSC#2, when SMF performs the PDU Session re-anchoring:
· Former PDU Session is terminated before the new PDU Session is established. The DNS response may or may not be delivered to the UE and then, the Application may or may not trigger a new DNS Query as soon as it gets notified (by OS) of the new available connection (it may reuse the AS IP if it has received one over the new PDU connection, this is up to application design). A new DNS Query is resolved for the Edge PSA, and traffic can start towards the selected AS over the new PDU Session. 


For SSC #3, “early DNS handling” is fastest providing connectivity to the application. Migration to the new PSA and (maybe) to a new Edge AS can be controlled by the application.
For SSC#2, it is unclear that “Early DNS handling” has performance advantages over “Late DNS handling” which is simpler and quicker, and the second is recommended for this mode.

[bookmark: _Toc50468387][bookmark: _Toc50468657][bookmark: _Toc50468928][bookmark: _Toc50630903][bookmark: _Toc50631405][bookmark: _Toc50467043]2	Proposal
It is proposed to add the following changes in TR 23.748.
**************************** Start Change ***************************
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[bookmark: _Toc43317315][bookmark: _Toc43374787][bookmark: _Toc43375248][bookmark: _Toc43801772][bookmark: _Toc43806038][bookmark: _Toc43806345]This solution addresses the Key Issue #1: Discovery of Edge Application Server (EAS), and Key Issue #5: Activating the traffic routing towards Local Data Network per AF request. The UE is Edge Computing Service agnostic.
The proposed solution supports the "Distributed Anchor Point" connectivity model. It is assumed that at PDU session establishment the SMF selects a central PSA, but local PSA is available to the SMF, and re-anchoring is used to transition to the "Distributed Anchor Point" model.
Re-anchoring could happen based on different triggers, e.g.:
1.	The UE issues a DNS query related to an EC service. The SMF will get information from LDNSR that a local PSA is needed.
NOTE:	The placement of LDNSR will decide the exact procedure.
2.	Application AF initiates a traffic influence request to PCF (through the NEF in the case of external AF), upon which the PCF initiates a routing request for the PDU session to the SMF. Based on the requested target DNAI the SMF initiates re-anchoring.
1. above is related to KI#1 and 2. above is related to KI#5.
For 1 above, LDNSR is involved and the applicable principles agreed for Solution #22 apply (for aspects that remain open in that solution, the decisions taken for Solution #22 will also apply to solution #12). Solution #12 differs from Solution #22 on the action that may be triggered by the SMF: when LDNSR notifies that an Edge AS is preferred, in solution #12 the action by SMF is to re-anchor the PDU Session to a more distributed PSA. That can be SSC mode 2 or SSC mode 3. With this re-anchoring alternative, all traffic in the PDU Session is broken out locally independently on the application. 
Solution #12 for 1 above supports two alternative procedures:
-A procedure similar to that in Solution #22: when LDNSR gets a DNS query for an EC FQDN, it manipulates the DNS so that an EAS is selected according to the candidate DNAI/Local PSA (this is referred to as “Early DNS handling”). 
-A simpler procedure where the LDNSR notifies to SMF on DNS Query and drops the query after the re-anchoring as a alternative mechanism specific to Solution #12 (this is referred to as “late DNS handling”). 

The following re-anchoring scenarios can be differentiated:
a	Support of KI#1, Re-anchoring without change of SMF where the SMF has full control over the re-anchoring. This is the case when the re-anchoring can be done using one of the following existing 5GC procedures for PSA change:
-	SSC mode 3 with IPv6 Multi-homed PDU Session (clause 4.3.5.3 of TS 23.502 [3]).
-	SSC mode 3 with multiple PDU Sessions (clause 4.3.5.2 of TS 23.502 [3]), without SMF Reallocation.
b	Support of KI#1 and KI#5, re-anchoring with re-selection of SMF where the SMF may have or may not have full control over the selected re-anchored DNAI.
In b, old SMF sends "use SMF (set) for next PDU session" or "use DNAI for next PDU session" indication to the AMF in the Nsmf_PDUSession_SMContextStatusNotify message. The AMF uses this information when selecting an SMF for the new PDU session.
Example use cases of re-anchoring where AMF does re-selection of SMF (the existing or new SMF) that could use the described functionality is listed below.
[bookmark: _Toc50466850][bookmark: _Toc50468194][bookmark: _Toc50468464][bookmark: _Toc50468735][bookmark: _Toc50630641]1.	KI#1, The selected DNAI is supported by SMF but only SSC mode 2 is supported.
2.	KI#5, Requested DNAI is outside the SMF service area. PDU session is SSC#2 or SSC#3.
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Procedure for KI#1. The trigger for re-anchoring is the discovery (DNS) for EC server by UE. The PDU Session is SSC#3 or SCC#2. The SMF supports Edge PSAs. The solution for Edge AS Discovery using DNS requires a new functionality, an enhanced DNS Forwarder here referred to as "LDNSR". 
LDNSR is a stand-alone NF (e.g., an internal AF). Solution #22 agreed principles apply to Solution #12. EC AS-FQDN is known by the system and a DNS Query is what will trigger a re-anchoring.
This is shown in Figure 6.12.2.2.1-1 below.
[bookmark: _GoBack]Steps that are specific to “Early DNS handling” are numbered as X.a whereas steps specific to “Late DNS handling” are numbered using X.b.




Figure 6.12.2..1-1 Re-anchoring without change of SMF during Edge Application Server Discovery using LDNSR
Editor's note:	this call flow shall be aligned with the final version of the call flow of solution 22.
0.	PDU Session establishment. The UE PDU session is established by SMF with UPF1 (central PSA). 5G Core existing mechanisms are used to guarantee that, if for that user PDU session Edge Computing can be applied, the UE DNS queries to EC AS-FQDN are sent to the LDNSR. One such method is e.g., sending to the UE at PDU session setup, the LDNSR address as DNS server in the PCO field.
1.	The application in the UE does a DNS discovery request to discover the EAS. The DNS request is (at least for EC AS-FQDNs) handled via central PSA (UPF1) by the LDNSR.
2.   The LDNSR checks whether the FQDN in the DNS Query is an FQDN for which it needs to provide a specific handling. EC FQDNs may have been obtained e.g. from SMF. That handling may correspond to either Late or Early DNS handling.
2a.	If Early DNS handling applies, The LDNSR checks whether the received FQDN is an EC AS-FQDN, based on local configuration and/or any instructions it may have received from SMF. If early DNS handling applies, LDNSR forwards the DNS discovery request to C-DNS that responds with a central AS IP addressLDNSR applies one of the Options described in Solution #22 clause 6.22.1.4 to convey UE IP location information for a selected DNAI/Edge PSA. The DNS response is forwarded to the UE. The UE connects to the Edge AS via the existing Central PSA (UPF1). (later and once new PDU session is established with an Edge PSA, the UE should trigger a new DNS query and an EAS will be selected, see solution #23, or other solution for KI#2, and executed in steps 7 and 8).
2b.	If late DNS handling applies, then LDNSR buffers the DNS request.
NOTE 1: in the case of SSC mode 2 re-anchoring, the DNS response in 2a. may not be delivered to the UE if the PDU Session termination happens before.
3.	Then, LDNSR informs SMF, which may trigger session re-anchoring. LDNSR provides only LDNSR notifies the SMF with thethe FQDN in the AS-DNS Query,FQDN if Late DNS handling (in this case, it for the given PDU session. also requests notification after any PDU session update). And it also provides the IP address of the EAS selected by DNS if Early DNS handling.

4.	SMF decides on re-anchoring. This is similar to the decision taken by SMF to insert an UL CL/BP in solution #22. SMF shall select a UPF/PSA closest to the user. If latest UE Location is not available and needed by the SMF, SMF can get UE location from AMF by invoking Namf_EventExposure service with OneTime Report type (as in TS 29.518 [41], clause 5.3.1). The selected Edge AS may be considered if available.
[bookmark: _Toc43317316][bookmark: _Toc43374788][bookmark: _Toc43375249][bookmark: _Toc43801773][bookmark: _Toc43806039][bookmark: _Toc43806346]5.	SMF initiates Change of PDU Session Anchor to the PSA selected in step 3 using one of the following methods:
-	SSC mode 3 with IPv6 Multi-homed PDU Session (clause 4.3.5.3 of TS 23.502 [3]).
-	SSC mode 3 with multiple PDU Sessions (clause 4.3.5.2 of TS 23.502 [3]).
-	SSC mode 2, clause 4.3.5.1 of TS 23.502 [3] with the following modifications.
-	Before starting the SSC mode procedure, the SMF may indicate to AMF "use SMF (set) for next PDU session" to the same (DNN, S-NSSAI)" in a Nsmf_PDUSession_SMContextStatusNotify message to enforce that the new PDU Session will use the same SMF (set).
-	In Step 3, AMF uses the indication if received earlier in the Nsmf_PDUSession_SMContextStatusNotify to select the SMF for the new PDU session.
	For the new PDU session, the UE may be configured with either the Local DNS or the C-DNS server address, see Solution #10.
NOTE 21:	Further re-anchoring (to a central UPF) may be triggered if EC application terminates. In that case, LDNSR will be provided again as the DNS for the PDU Session.
NOTE 32:	As for all use of SSC modes 2 and 3, all IP traffic on the PDU session is affected since UE IP address is changed from an UE IP address corresponding to the old PSA (in this case central PSA) to an UE IP address corresponding to the new PSA (in this case local PSA).
[bookmark: _Hlk53849655]6.	Once the new PDU Session has been established, the Application client may be notified by the OS that a new connection is available, and
6b. Late DNS handling. when the new PDU Session has been established, theThe SMF may indicatenotifies back to LDNSR, and theat DNS processing can resume . If the session has been re/anchored, the DNS request is dropped. Else, the DNS query is simply forwarded (with no LDNSR intervention) for resolution.(e.g., in the late DNS handling case)(when SMF has inserted an UL CL/BP and indicates whether LDNSR drops or re-directs the DNS query to the DNS Server configured for the new PDU session, e.g., by referral to this DNS server.
7. The Application may be prepared to handle OS notifications at new connection and take further actions. If SSC#3, the application may build service continuity on dual legs, e.g.: it can move flows gradually to the new connection trying to minimize e.g. the impact on the latency.
		7a. Early DNS handling. When the AS IP address is known to the UE, the application may start connecting to the Edge AS via the new Edge PSA. Else, step 8 will be triggered immediately.
NOTE 3:	Other solutions to trigger new DNS query by the UE are possible, e.g., multiple DNS servers are provided to the UE in the PCO message in Step 0; then LDNSR can respond with a ServFail code based on which the Client sends the query to the other DNS server.
NOTE 3: In the case of “late DNS handling” (i.e. DNS drop) the UE has not received a DNS response when the application client is notified that the new connection is available. It is reasonable to assume that the Application client issues immediately a new traffic request and the UE sends a new DNS Query over the new PSA (step8). In the case of “Early DNS handling”, the UE may have received an AS IP. It may depend on the application whether that AS IP address is reused over the new PDU Session. 
NOTE 4:	In the case of SSC Mode 2 Change of PDU Session re-aAnchoring and Early DNS handling, the LDNSR cannot answer may not be delievered to the UE so. D dropping the DNS query is a simpler procedure and provides similar performance is the only choiceand so, “Late DNS handling” is recommended for SSC Mode 2. Both, “Early DNS handling” or “Late DNS handing” could be used for SSC Mode 3.
Editor's note:	In the SSC mode 3 case, whether the LDNSR can resume the DNS message received from the old PDU session to another DNS server of the new PDU session needs further study.

87.	The UE sends again thea DNS query (after the establishment of the new PDU session or after receiving the redirect message).to obtain the IP address of the AS on the new PDU Session via the Edge PSA.

98.	DNS response includes an EAS that is closest to PSA (with DNS state of the art many Authoritative (DNS) Name servers already today return different responses based on the perceived topological location of the user)..
109.	The Application Traffic then starts towards theis sent to the selected Edge AS over the new Edge PSA.
NOTE 5:	The assumption is that PDU session setup is complete before the new DNS request is sent in step 7. DNS retransmission timers at UE (DNS client) are implementation dependent. Typical retransmission timer value recommendations in RFC 1536 is 4 seconds and increases exponentially.
[bookmark: _Toc50630643][bookmark: _Toc54943992][bookmark: _Toc54945468][bookmark: _Toc54945855][bookmark: _Toc54946240]6.12.2.2	Re-anchoring with AMF re-selecting different SMF, KI#5
The procedure is shown in Figure 6.12.2.2-1 below.


Figure 6.12.2.2-1 Re-anchoring with re-selection of SMF
0.	PDU Session establishment. The UE PDU session is established using SMF1.
1.	SMF1 receives a trigger related to the UE PDU session that leads to a decision on re-anchoring for this PDU session. An example of such trigger is a PCC rule possibly derived from a Nnef_TrafficInfluence API.
2.	SMF1 decides on re-anchoring for this PDU session. That decision could either be based on SLA information locally configured in SMF, or on the PCCs received from PCF for the PDU Session. SMF1 determines that SSC mode 2 or SSC mode 3 with SMF reallocation is to be used.
3.	SMF1 initiates a Change PDU Session Anchor using one of the following methods:
-	SSC mode 3 with multiple PDU Sessions (clause 4.3.5.2 of TS 23.502 [3]) with SMF Reallocation request; or
-	SSC mode 2 with different PDU Sessions (clause 4.3.5.1 of TS 23.502 [3]).
4.	In both cases in step 3, SMF1 may send a "use DNAI for next PDU session" indication to the AMF by invoking the Nsmf_PDUSession_SMContextStatusNotify message. The indication contains the actual DNAI to be used for SMF selection by AMF for the next PDU Session from the UE on the same (DNN, S-NSSAI). The AMF stores the indication.
NOTE 1:	The AMF internally stores the information indicating "use DNAI for next PDU session" related to the data network e.g. per (DNN, S-NSSAI) and the access technology e.g. 3GPP or non-3GPP access in the case of a UE establishing multiple PDU Sessions to the same Data Network. How the information is stored is based on implementation and the information is not be transferred outside, e.g. to support the UE context transfer between AMFs for AMF relocation.
5.	SMF1 sends the Namf_Communication_N1N2MessageTransfer message to AMF for PDU Session reestablishment.
6.	The UE issues a new PDU Session establishment request on the same (DNN, S-NSSAI).
7.	If AMF received the "use DNAI for next PDU session" indication from SMF1 in Step 4 for a PDU Session requested by the same UE on the same (DNN, S-NSSAI), then the AMF will use the received DNAI when selecting the new SMF. The AMF selects new SMF2 for the next PDU session establishment.
	If the AMF doesn't already have the information of which SMF can serve the requested DNAI(s), it invokes the NF discovery request with NRF which provides the list of SMF supporting the requested DNAI(s).
8.	AMF issues Nsmf_PDUSession_CreateSMContext Request including the DNAI.
9.	SMF2 considers the received DNAI from AMF when selecting a PSA for the session.
NOTE 2:	Usage reporting for the relevant EC flows may be activated to track activity. Further re-anchoring (to a central UPF) may be triggered if EC application terminates.
[bookmark: _Toc50466851][bookmark: _Toc50468195][bookmark: _Toc50468465][bookmark: _Toc50468736][bookmark: _Toc50630644][bookmark: _Toc54943993][bookmark: _Toc54945469][bookmark: _Toc54945856][bookmark: _Toc54946241]6.12.3	Impacts on services, entities and interfaces
-	SMF:
-	KI#1, common to solution #22: Eensure UE DNS requests for EC AS-FQDN reach LDNSR, e.g., select LDNSR and configure UE with the address of LDNSR as the DNS server during PDU session establishment via PCO.
-	KI#1, common to solution #22: it may pProvide (this is conditioned to Solution #22 ENs, and the provisioning alternative selected) LDNSR with :
-	the FQDNs for which LDNSR needs to provide a specific handling to match with the FQDN in the DNS Queries from the UE.
-    In the case of early DNS handling support: specific handling is same as described in Solution #22. 
-    KI #1: In the case of late DNS handling support:  specific handling needs to include new options: buffer & notify on DNS query, and then whether toeither drop or redirect the DNS query and for the latter the DNS server address to redirect the UE DNS queryforward (without further LDNSR intervention) when the session notification is received.
-	  The list of AS-FQDN for which to notify the SMF (if not locally configured in LDNSR or received by other means).
-	KI #1, re-anchoring decision triggered by LDNSR notification, providing the "SMF (set) for next PDU session" indication to AMF (extending Solution #22 possible actions at LDNSR notification).
-	KI #5, The re-anchoring decision and procedures including conveying the "DNAI for next PDU session" to AMF as described in clause 6.12.2.2.
-	AMF:
-	KI#1, using SMF (set) information received from former SMF in the selection of the new SMF.
-	KI#5, using DNAI information received from former SMF in the selection of the new SMF and conveying the DNAI.
-	LDNSR, only for KI#1:
-	Common to solution #22: KI#1, pProcessing UE DNS queries and notifying notifications to SMF of specific AS-FQDN in the UE DNS messages (Early DNS handling). 
-	Extending Solution #22: adding new options for DNS handlings in LDNSR KI#1, infor the case of “Llate DNS handling” support: buffering the UE DNS query, getting indication from SMF about dropping a DNS request or re-directing the DNS query to a local DNS Server by referral to this DNS server.forwarding for resolution without further LDNSR intervention. 

[bookmark: _Toc2086459][bookmark: _Toc43806245][bookmark: _Toc43806552][bookmark: _Toc50630907][bookmark: _Toc50631409]********************************* End Change ****************************
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