SA WG2 Temporary Document

Page 1

SA WG2 Meeting #142e
S2-2008457
16 - 20 November, 2020, Electronic
(was S2-200xxxx)
Source:
Ericsson 
Title:
KI#1, Conclusions for scenario where separate entity is a PLMN
Document for:
Approval
Agenda Item:
8.2
Work Item / Release:
FS_eNPN / Rel-17
Abstract of the contribution: This contribution proposes updates for key issue 1 conclusions to support scenario where separate entity is as PLMN.
1.
 Discussions
Requirement from 22.261:

The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.
Is SA2#140e, the LS on “extending PLMN selection to include SNPN selection for UEs with a PLMN subscription” (S2-2006030) was sent to SA with the question:
SA2 would like to ask SA1 to clarify whether PLMN selection can be extended to also support SNPN selection using a PLMN subscription with 3GPP identifiers and credentials and if so, to specify the respective requirements for that.

I.e., the requirement is clear that the separate entity can be a PLMN, but it is open on how to handle network selection.
Proposal 1: Conclude that the scenario where separate entity is a PLMN is supported.
To support this requirement, we believe the solution must fulfil these properties:

1.
The impact on PLMN network is minimized. There should not be any new NFs needed and the impact on existing NFs should be avoided. 

2.
The signalling between SNPN and PLMN network must be secured.

3. 
There must be KPIs that can be used to verify the SLAs between the PLMN and the SNPN

4.
It should be possible to hide the internal topology of the PLMN to the SNPN and vice versa. I.e., if updates are done in one of the networks (e.g., an extra UDM front-end is deployed), there should not be a need to update any configuration in the other network.
The same requirements are typically needed also for the roaming scenario and solution is already in place in current release 15/16 specifications using SEPP (for protection and topology hiding) and the roaming architecture. 

This doesn’t imply that IPX is required tobe used between SNPN and PLMNs. 
Furthermore, these requirements are specified in 22.261:

Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:

- access to subscribed PLMN services via the non-public network;

- seamless service continuity for subscribed PLMN services between a non-public network and a PLMN;

In release 16, these requirements were implemented re-using the untrusted non-3GPP solution (N3IWF) with no need for any agreement between the operator and the service provider. Seamless service continuity is not achieved for single radio UEs using N3IWF solution and UP is not optimized (requiring double encryption) and therefore it is also proposed to support user plane architecture using N9/N16 between SNPN and PLMN.

Proposal 2: Conclude that existing architectures in 23.501 can be re-used for the scenario where the separate entity is a PLMN.
S2-2007738r10 “Conclusions for UEs with an SNPN subscription” was technically endorsed in SA2#141e and some of those conclusions can be applicable also for the scenario where the separate entity is a PLMN:

-
The SIB enhancements are independent of SNPN or PLMN subscription.
-
The UE configuration enhancements are independent of SNPN or PLMN subscription. Whether integrated SNPN/PLMN lists or separate SNPN and PLMN lists are specified can be determined by CT1 based on SA1 feedback. Also whether PLMN controlled information for SNPN selection in the UE can be updated using the UE Parameters Update via UDM Control Plane Procedure as defined in TS 23.502 clause 4.20.2 or Steering of Roaming (SoR) as defined in TS 23.122 Annex C is expected to be determined by CT1.

Proposal 3: Re-use conclusions for SIB and UE configuration enhancements from “Conclusions for UEs with an SNPN subscription”.

To solve the issue on network selection, the final determination of an appropriate solution depends on SA1 feedback but independent of the answer from SA1, there is not much left for SA2 to study.
If PLMN selection can be extended to also support SNPN selection, then CT1 can specify such a solution.

If PLMN selection cannot be extended to also support SNPN selection, then UE need to select SNPN access mode and the network selection algorithm can re-use what was endorsed for the SNPN subscription case.

Proposal 4: Assume that UE need to select SNPN access mode and re-use network selection from SNPN subscription scenario but acknowledge that the conclusion can be revisited during normative phase e.g. by SA2 and CT1 based on SA1 feedback.
2. Proposal 
It is proposed to update TR 23.700-07 as follows.
*** Start of changes ***
8.1.X
Conclusions for UEs with a PLMN subscription
The following enhancements will be progressed in the normative phase on how to perform SNPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN:

-
Supported architectures:
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Figure X: Architecture for access to an SNPN and SNPN services using PLMN credentials
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 Figure Y: Architecture for access to an SNPN and access to PLMN services using PLMN credentials

-
SIB enhancements as described in clause [Conclusions for UEs with an SNPN subscription]
-
UE configuration enhancements as described in clause [Conclusions for UEs with an SNPN subscription]
NOTE 1:
Whether integrated SNPN/PLMN lists or separate SNPN and PLMN lists are specified can be determined during normative phase e.g. by SA2 and CT1 based on SA1 feedback.

NOTE 2:
Whether PLMN controlled information for SNPN selection in the UE can be updated using the UE Parameters Update via UDM Control Plane Procedure as defined in TS 23.502 [6] clause 4.20.2 or Steering of Roaming (SoR) as defined in TS 23.122 [5] Annex C is expected to be determined by CT1.
NOTE 3:
Based on SA1 feedback network selection algorithm will be determined during normative phase e.g., by SA2 and CT1 
-
Network selection is done as described in clause [Conclusions for UEs with an SNPN subscription]
*** End of changes ***
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