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2. Text Proposal
It is proposed to capture the following changes in the TR 23.700-40.
* * * * First change * * * *

6.40
Solution #40: Separate SUPI/GPSI per isolated set of S-NSSAIs
6.40.1
Introduction

This solution addresses KI#6 "Constraints on simultaneous use of the network slice".
6.40.2
High-level Description
In this solution, in order to isolate the usage of slices by the UE, the UE is allocated different identities to use with sets of S-NSSAIs that require isolation. So, for example, the UE is allocated SUPI1/GPSI1 for S-NSSAI1, and SUPI2/GPSI2 for S-NSSAI2 if S-NSSAI1, and S-NSSAI2 require isolation. The UE has to register with the identity corresponding to the S-NSSAI it wants to use. This ensures that the UE can never use the S-NSSAIs requiring isolation simultaneously.

The network or operator ensures that the UE profile is created accordingly. There is no need for real-time checking by the network as existing procedures for configured S-NSSAI, and Allowed S-NSSAI are re-used for the registered identity. Furthermore, UE profile can be updated by the network any time using existing procedures.

To support the above, the UE will be provisioned with a User Profile associated with a single subscription, but will also be allocated an independent alias SUPI/ GPSI (s) for every set of S-NSSAIs that has be used independently. These additional alias SUPI(s), GPSIs and the compatible S-NSSAI(s) they are bound to, can also be used to authenticate the UE if the S-NSSAI(s) require secondary authentication. Alias SUPIs have no subscription associated with them. They are simply used for the purpose of slice switching between isolated sets using the registration procedure. Alias SUPIs are received at initial registration of the UE, in the Registration Accept response, and are considered configuration information by the UE and stored accordingly.

There will be a single alias SUPI associated with every set of compatible slices(s). However, the number of GPSIs depend on how many S-NSSAIs in the compatible slices require network authorization. There will also be a distinct alias SUPI per set of compatible slices.

The alias SUPI enables the UE to request the network to use a new set of compatible S-NSSAIs reusing the exiting Registration procedure but with a new registration type.

After acquiring the Associated-Identifiers (alias SUPIs) following initial UE registration, if the UE wants to use a different S-NSSAI (s) in a different set, the UE initiates a new type of registration, for swapping set of slices. This new Registration type reuses the same security association of the UE subscription. This new Registration type instructs the AMF to terminate all activity with the currently registered Identifier regarding the bound S-NSSAI(s) for the registered identifier; meaning all PDU sessions using the S-NSSAI(s) can be released. The new S-NSSAI(s) associated with the Registering aliasSUPI of an Associated-Identifier will be the new Allowed NSSAI.

Only one SUPI  can be registered at a time when an initial 5G registration includes Associated-Identifiers in the Registration Accept response.

Only the SUPI associated with the subscription registers and/or deregisters the UE completely.

A aliasSUPI cannot explicitly deregister, except through a Registration for swapping slices of another aliasSUPI, including the subscription SUPI. Hence, the deregistration of any aliasSUPI is implicit by the registration of another (alias SUPI or subscriptionSUPI for slice swapping), and the AMF may release the PDU sessions associated with the implicitly deregistered SUPI.

When it comes to subscription data, all subscription data in the profile applies to primary SUPI and secondary SUPIs included in the Registration Accept response.

A Registration for swapping slices refreshes the registration. A regular 5GC  registration (does not include the new registration type) equally refreshes the registration regardless of the currently registered alias SUPI.

Regarding NSSAI configuration, the AMF will receive all sets of slices from UDM during the registration procedure (partitionedas described). AMF then sends a single list including all S-NSSAIs to NSSF (i.e. as per existing Subscribed S-NSSAIs). NSSF returns the configured S-NSSAIs to AMF. AMF then associates each S-NSSAI as needed to be returned based on the registering SUPI. Hence the subscription SUPI will have a list of configured S-NSSAI, allowed S-NSSAI, and required GPSIs. Similarly, each alias SUPI in the Registration Accept response will equally have a list of configured S-NSSAI, allowed S-NSSAI, and required GPSIs.

This keeps NSSF agnostic to alias SUPIs.

In this solution, the UE does not need to indicate its support to network for Associated-Identifiers since the solution uses existing Release 15 and 16 mechanisms for configured and Allowed S-NSSAI. 

6.40.3
Procedures
6.40.3.1
Initial Registration of Default SUPI

The call flow below shows the typical registration for TS 23.502 [6] with the added impacts from the solution in bold.

UDM will have to be pre-configured with the Associated-Information in the UE profile.
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Figure 6.40.3.1-1

-
It can be seen in step 14b, that the UDM will be configured with Associated-Identifier Information element (IE) as additional element in the Access and Mobility subscription related data. The Associated-Identifier Information element may contain a list of SUPIs, GPSIs and related subscribed S-NSSAI for each SUPI/GPSI. This information is returned in step 14b, and it is stored in AMF, and the AMF creates a Configured NSSAI per Associated-Identifier. If this is a periodic Registration, then AMF does not impact the currently registered Associated-Identifier, if applicable.


For each associated Identifier there is a single distinct aliasSUPI associated with every set of compatible slices(s). However, the number of GPSIs depend on how many S-NSSAI in the compatible slices require network authorization.

-
In step 21, Associated-Identifiers and the related Configured NSSAI are included in Registration Accept. The UE stores this information just like the AMF.

6.40.3.2
Registration for swapping sets of Isolated slices.

The Next call flow shows when the UE decides it wants to use a new slice associated with a new Associated-Identifier.

The call flow shows the impact of a Registration for swapping sets of slices on the Registration procedure depicted in TS 23.502 [6].
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Figure 6.40.3.1-2

-
It can be seen in step 0 the UE selected the Associated-Identifier corresponding to the requested S-NSSAI (created based on the Configured NSSAI for the selected Associated-Identifier) and initiated registration with the aliasSUPI associated with the selected Associated-Identifier for swapping slices using a new Registration Type.

-
In steps 1 and 3, and if this is a Registration for swapping slices, and not e.g. an initial or mobility registration, then the AMF will need to acquire Associated-Identifiers from the old-AMF, in addition to other information.

-
In step 5, AMF receives Associated-Identifiers.

-
In step 5b, AMF validates the registering Associated-Identifier. The AMF always uses the subscription SUPI for the interaction with UDM.

-
In step 14f, the new AMF updates/Stores the received Associated-Identifiers received from step 5b if any.

-
In step 14g, the AMF manages the PDU session associated with the deregistering SUPI (alias SUPI for an Associated-Identifier or subscription SUPI) based on operator policy.

-
In step 21, Associated-Identifiers may be included in Registration Accept and the related Allowed NSSAI. The UE stores this information just like the AMF if received. Since this a Registration for swapping set of isolated slices the new GUTI, is based on the subscription SUPI.
6.40.3.2
Backward compatibility
Given that this solution uses existing S-NSSAI concept since Release 15, e.g. subscribed-S-NSSAI, configured S-NSSAIs, etc., the solution does not require any coordination for upgrades between elements supporting this solution namely the UE and AMF at home or in any VPLMN, nor does it require any declaration from the UE towards the network as to whether it supports this feature or not. It is assumed that the UDM is upgraded.
A UE not supporting this feature and interworking with an AMF supporting the feature only processes the subscribed/configured S-NSSAI associated with the subscription SUPI. The UE will not be able to use S-NSSAIs associated with the alias SUPIs.
A UE supporting this feature and interworking with an AMF not supporting the feature shall not receive the alias SUPIs to the UE. The UE will not be able to use S-NSSAIs associated with the alias SUPIs.
An AMF in the visited domain not supporting this feature behaves like a UE not supporting the feature. The UE, regardless of its support for the feature or lack thereof, will not be able to use S-NSSAIs associated with the alias SUPIs.
An AMF in the visited domain supporting this feature behaves like a UE supporting the feature. The UE, regardless of its support for the feature or lack thereof, will not be able to use S-NSSAIs associated with the alias SUPIs if the home network does not support the feature.
6.40.4
Impacts on services, entities and interfaces
The following impacts are foreseen by this solution:

UE:

-
Handles Associated-Identifiers and related information (e.g. Configured NSSAI, Allowed NSSAI, alias SUPI, etc..) received in Registration Accept (or UE Configuration Update).

-
Support the new registration type for swapping sets of isolated slices.

AMF:

-
Supports the new registration type, and support required handling when the subscription SUPI/alias SUPI of Associated-Identifier registers for swapping sets of isolated slices.

UDM:

-
Supports the provisioning of Associated-Identifiers and subscribed S-NSSAIs per Associated-Identifier, part of the Access and Mobility subscription data.

NOTE:
Whether to use an existing rejection cause and a back-off timer or a new rejection cause and a back-off timer, this is to be determined in Stage-3.
* * * * End of changes * * * *[image: image3.png]
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