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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes update the solution assumption in solution #30.

1	Proposal
It is proposed to agree the changes on solution assumption:

/******************Start of Change *****************/
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This solution addresses KI#2: Edge relocation, following aspect is covered:
-	How to handle change of the serving EAS (without UE mobility) to support seamless change, e.g. preventing or reducing packet loss.
This solution assumes:
1)	The ECdge applicationHosting Environment can handle the runtime session context mirroring for connection based Protocol (e.g. TCP and DTLS over UDP) with different IP addresses.
2)	There is at least one Anchor EAS (can be either deployed or virtual one) for each EC service for a specific service area serving several local DNs.
3)	AF is configured to know the Anchor EAS IP address(es).
4)	The Anchor EAS IP address is returned to the UE during the EASserver discovery procedure for the EC service.
5)	One real deployed Anchor EAS can be usedis introduced to serve several neighbouring Local DNs, when the UE moves within these Local DNs, network shouldwill not trigger the UE to re-discover the Anchor EAS.
6)	AF can manage the runtime context mirroring between Local EAS and Anchor EAS and between source Local EAS and target Local EAS in order to guarantee the service continuity. The runtime context mirroring between source EAS and target EAS remains during the period of EAS migration (from EAS migration preparation to migration completion) to prevent/reduce UL/DL packet loss, which also means during the transition period, the source Local EAS continues to serve the UE, synchronization of such knowledge between source and target Local EAS is assumed to be supported by the Edge Hosting Environment.
7)	EASs are able to synchronize the protocol states, e.g., TCP states such as port number and sequence numbering.
8)	OTT Application signalling cannot notify UE aboutdoesn't include the target EAS IP address or, HTTP redirect is not supported by application, otherwise, the AF shall not influence the 5GC on EAS IP address replacement.
[bookmark: _Toc43317412][bookmark: _Toc43374884][bookmark: _Toc43375345][bookmark: _Toc43801869][bookmark: _Toc43806135][bookmark: _Toc43806442][bookmark: _Toc50466922][bookmark: _Toc50468266][bookmark: _Toc50468536][bookmark: _Toc50468807][bookmark: _Toc50630749][bookmark: _Toc50631251]6.30.2	Procedures
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Figure 6.30.2.1.1-1: EAS IP address replacement in the middle of EC Session
1.	UE requests to establish a PDU Session.
2.	UE discovers the IP address of the application server for the EC service, and the Anchor EAS IP address is returned to the UE via EAS Discovery procedure.
3.	UE communicates with the Anchor EAS.
4.	AF Influence happens, the EAS IP address replacement information is sent to the SMF and the SMF reconfigures the UL CL UPF and Local PSA with EAS IP address replacement information. Or UE moves to an area where the Local PSA has been configured to enforce EAS IP address replacement.
	UL CL is configured by SMF to forward the destination IP address in the UL packet equals to the Anchor EAS IP address to Local PSA.
	Local PSA is configured by SMF to enforce the EAS IP address replacement as described in step 6.
	Detailed enhancement to the AF Influence procedure is described in clause 6.30.2.2.1.
5.	Early Notification procedure with enhancement described in clause 6.30.2.2.4 is triggered, SMF notifies AF about the current serving EAS IP address (Anchor EAS IP address for this scenario), AF triggers to mirror the runtime context between Anchor EAS and Local EAS. Once the Local EAS is ready, AF responds to SMF about the Local EAS IP address. SMF reconfigures Local PSA for EAS IP address replacement between Anchor PSA and Local PSA.
6.	Local PSA starts EAS IP address replacement:
-	For UL traffic, the destination IP address is replaced with the Local EAS IP address at Local PSA;
-	For DL traffic, the source IP address is replaced back with the Anchor EAS IP address at Local PSA.
7.	Late Notification procedure with enhancement described in clause 6.30.2.2.4 is triggered, SMF notifies AF about the start of the EAS IP address replacement. AF decides when and how to stop the Anchor EAS from serving the UE.
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Figure 6.30.2.1.2-1: EAS IP address replacement procedure after DNAI and Local EAS IP address change
1.	For UL traffic, the destination IP address is replaced with the Source Local EAS IP address at Local PSA; for DL traffic, the source IP address is replaced back with the Anchor EAS IP address at Local PSA.
2.	Early Notification happens, the SMF notifies AF about the source EAS IP address and source and target DNAI, AF initiates runtime session context migration from source Local EAS to target Local EAS. When the resource in target Local EAS is ready, the AF responds with target Local EAS IP address to SMF. SMF decides whether to relocate UL CL and Local PSA and configures the EAS IP address replacement information in Local PSA WG2 if PSA relocation happens.
Detailed enhancement to the User Plane Management procedure is described in clause 6.30.2.2.4.
3.	Local PSA WG2 starts EAS IP address replacement:
-	For UL traffic, the destination IP address is replaced with the Target Local EAS IP address at Local PSA;
-	For DL traffic, the source IP address is replaced back with the Anchor EAS IP address at Local PSA.
4.	Late Notification procedure with enhancement described in clause 6.30.2.2.4 is triggered, SMF notifies AF about the start of the EAS IP address replacement. AF decides when and how to stop the Anchor EAS from serving the UE.
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Figure 6.30.2.1.3-1: EAS IP address Change under same DNAI due to EAS migration
1.	For UL traffic, the destination IP address is replaced with the Source Local EAS IP address at Local PSA; for DL traffic, the source IP address is replaced back with the Anchor EAS IP address at Local PSA.
2.	AF triggered EAS migration without DNAI change as described in clause 6.30.2.2.5 with enhancement.
3.	Local PSA starts EAS IP address replacement again:
-	For UL traffic, the destination IP address is replaced with the Target Local EAS IP address;
-	For DL traffic, the source IP address is replaced back with the Anchor EAS IP address.
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Figure 6.30.2.1.4-1: From EC to Non-EC Environment due to UE Mobility
1.	Local PSA enforces EAS IP address replacement:
-	For UL traffic, the destination IP address is replaced with the Local EAS IP address;
-	For DL traffic, the source IP address is replaced back with the Anchor EAS IP address.
2.	Due to UE Mobility to a Non-EC environment, Early Notification is triggered, target DNAI is set to empty value, AF knows the UE moves out of EC environment and mirrors the runtime session context from local EAS to Anchor EAS. Once ready, the AF responds to SMF and SMF removes UL CL and Local PSA for the PDU Session.
3.	UL and DL traffic goes through Remote PSA, no EAS IP address replacement happens at Remote PSA.
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Figure 6.30.2.2.1-1: Processing AF requests to influence traffic routing for Sessions not identified by an UE IP address
The EAS IP address replacement information needs to be included in steps 2, 3a, 4, 5 and 6 in the AF Influence procedure described above.
The SMF and Local PSA UPF need to maintain the following EAS IP address replacement information:
-	Anchor EAS IP address: This is the IP address discovered by UE during EAS discovery procedure, from UE viewpoint, this IP address doesn't change during the lifetime of a PDU Session, as such, re-discovery of EAS is not needed for the PDU Session.
-	Serving Local EAS IP address per DNAI: For each target DNAI pointing to a local DN, where the outbound traffic will be routed to, the AF provides the IP address of a Local EAS in the local DN, which will be used for replacement in 5GC.
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During the EAS IP address discovery procedure (based on the conclusion of KI#1), the Anchor EAS IP addresses is returned to UE, UE will always use this Anchor EAS IP address as the destination IP address for this EC service before another round of EAS discovery procedure is triggered by 5GC.
When the solution described in this solution is not deployed in the edge of 5GS, the traffic for this service is always between UE and the Anchor EAS; otherwise, the traffic for this service is always between UE and one of the local EASes by replacing the EAS IP address in Local PSA UPF.
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In Local PSA UPF:
-	For uplink traffic, the destination IP address equalling to Anchor EAS IP address is replaced with the Serving Local EAS IP address;
-	For downlink traffic, the source IP address of the current Serving Local EAS is replaced with the Anchor EAS IP address for the UE.
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Figure 6.30.2.2.4-1 (Figure 4.3.6.3-1 inTS 23.502 [3]): Notification of user plane management event
The current serving EAS IP address for an EC service and source DNAI are included in steps 2a, 2b 2c.
For the target DNAI, the AF selects the target EAS and the target EAS IP address needs to be included in steps 2d, 2e, 2f for Early Notification, or in step 4d, 4e, 4f for Late Notification.
SMF needs to send the Anchor EAS IP address and target EAS IP address to Local PSA UPF as described in step 6 of clause 6.30.2.2.1, and Local PSA UPF starts the EAS IP address replacement as described in clause 6.30.2.2.3.
SMF needs to notify the AF about the start of EAS IP address replacement in Late Notification.
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For load balancing purpose, the AF may move some UE(s) from the source EAS to target EAS in the same local DN identified by the DNAI.
For the abnormal condition of EAS, the AF may move all the UEs being served by the source EAS to a target EAS in the same local DN.
The AF influence content information defined in clause 5.6.7.1 (table 5.6.7-1) of TS 23.501 [2] needs to include following additional information:
-	List of UE IP address and port number: The IP address and port number of the UE(s) whose traffic should be moved from source EAS to target EAS in the same local DN identified by DNAI.
-	Source EAS IP address for the impacted DNAI: The IP address of source EAS in local DN identified DNAI which is currently serving the UE(s).
-	Target EAS IP address for the impacted DNAI: The IP address of target EAS in local DN identified DNAI which the edge application traffic will be moved to.


Figure 6.30.2.2.5-1: Handling an AF request targeting individual UE(s) IP Address to the relevant PCF
Depending on the AF deployment (see TS 23.501 [2], clause 6.2.10), the AF may send the AF request to PCF directly, in which case step 1 is skipped, or via the NEF.
1.	[Conditional] If the AF sends the AF request via NEF, the AF sends Nnef_TrafficInfluenceCreate/Update/Delete Request targeting an individual UE address to the NEF. This request corresponds to an AF request to influence traffic routing that targets an individual UE address.
	When NEF receives an AF request from AF, the NEF ensures the necessary authorization control and , as described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC. The NEF responds to the AF.
2.	[Conditional] AF/NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF if the PCF address is not available on the NEF based on local configuration, otherwise step 1 is skipped.
NOTE:	The AF/NEF finds the BSF based on local configuration or using the NRF.
3.	BSF provides the PCF address in the Nbsf_Management_Discovery response to AF/NEF.
4.	If step 1 was performed, NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the AF request. If an AF sends the AF request directly to the PCF, AF invokes Npcf_PolicyAuthorization service and the PCF responds to the AF.
5.	The PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association Modification procedure as described in clause 4.16.5.2. When a PCC rule is received from the PCF, the SMF may take appropriate actions, when applicable, to reconfigure the User plane of the PDU Session, such as:
-	Adding, replacing or removing UPF(s) in the data path, e.g. to act as UL CL, Branching Point, and/or PDU Session Anchor e.g. as described in clause 4.3.5.
-	Allocate a new Prefix to the UE (when IPv6 multi-Homing applies).
-	Updating the UPF regarding the target DNAI with new traffic steering rules.
-	Subscribe to notifications from the AMF for an Area Of Interest via Namf_EventExposure_Subscribe service operation.
-	Updating the Local PSA UPF with the additional AF influence information to re-enforce the updated replacing EAS IP address(es) per DNAI and replace the source EAS IP address with the target EAS IP address for the specific DNAI for specific UEs identified by list of target UE identifier(s), or the list of UE IP address and port number.
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AF:
-	Receives source EAS IP address and source DNAI;
-	Sends the EAS IP address replacement information to 5GC.
PCF/NEF:
-	Forwards source EAS IP address and source DNAI to AF;
-	Forwards the EAS IP address replacement information to SMF.
SMF:
-	Notifies the source EAS IP address and source DNAI to AF (via PCF/NEF);
-	Notifies the start of EAS IP address replacement to AF (via PCF/NEF);
-	Receives and stores the EAS IP address replacement information;
-	Sends the EAS IP address replacement information to Local PSA UPF;
-	Adds the Anchor EAS IP address into the packet forwarding filter.
Local PSA UPF:
-	Receives and stores the EAS IP address replacement information;
-	Enforces the EAS IP address replacement.
EAS
-	Impact on the protocol layers for state synchronization e.g. TCP sequence numbering.

/*******************End of Change****************/
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