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1 Discussion
[bookmark: _Hlk52390894]R16 Nnef_TrafficInfluence allows to target one UE, a group of UE (implicitly referring to an IMSI group created in the 5GC) or all UE.
Refer to TS 29.522 Table 5.4.3.3.2-1: Definition of type TrafficInfluSub that contains NOTE 2:        One of individual UE identifier (i.e. "gpsi", "ipv4Addr" or "ipv6Addr"), External Group Identifier (i.e. "externalGroupId") or any UE indication "anyUeInd" shall be included.
Information on the category of users (typically gold silver bronze but may relate to tariff plans, all this being different for different operators) and on users having subscribed to specific services is key for operators as they depict directly relate with the commercial agreements between users and operators. Such information is already defined in 5GS specifications (see informative annex of this Tdoc).
For eMBB usage, specific traffic routing (offload to very local UPF) may only target some category of users and/or users having subscribed to specific services: very local traffic offload is expensive and would apply only for such users with specific tariff plans.
For example: A subscriber  accessing eMBB buys a subscription package for a specific service that requires traffic offload (e.g. summer package to watch internet TV or Gaming Boost package)  but the operator wants a single DNN for eMBB / Internet access (possibly the UE supports a single PDU Session) OR the operator wants to avoid the burden of different (DNN, S-NSSAI) per service package);
Relying on user groups to group users that have subscribed to a set of packages of a baseline eMBB service would be cumbersome as it may either mean creating many such groups (the number of combinations of subscription package is high) or this may mean creating tremendously huge user groups. 
Moreover, relying on DNN and/or S-NSSAI to isolate different services may be a solution when the services are very different in nature so as to segregate 5GS usage between eMBB, corporate services for different 3rd parties, V2X, Public Safety, and the like. However, it would be too costly to manage different DNN and/or S-NSSAI just for the sake of differentiating tariff plans.
For users having subscribed to such a package it is needed to allow offload of the corresponding traffic at the closest PSA UPF (User Plane Function). The operator may want to only do insertion of a very local PSA UPF only for users belonging to some category of users and/or users having subscribed to specific services.
An example way how this may work
1	Nnef_TrafficInfluence tells that users with package “advanced game” are subject to advanced traffic offload (specific DNAI)
2	User LTH has not yet subscribed to the “advanced game” package: the PCF does not indicate (to SMF) the specific DNAI corresponding to the “advanced game” package
[bookmark: _GoBack]3	User LTH now subscribes to the “advanced game”  package: the PCF is triggered and now indicates (to SMF) the specific DNAI corresponding to the “advanced game” package  the SMF now considers advanced traffic offload for traffic of user LTH 

2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.748 as follows

FIRST CHANGE (all text is new)
[bookmark: _Toc31192358][bookmark: _Toc31192518][bookmark: _Toc31193009][bookmark: _Toc31616188][bookmark: _Toc31616263][bookmark: _Toc31616339][bookmark: _Toc31616415][bookmark: _Toc31616491]6.X	Solution #X: usage of user category and subscribed services to control local offload
[bookmark: _Toc500949099][bookmark: _Toc23255037][bookmark: _Toc26346409][bookmark: _Toc26346622][bookmark: _Toc26773892][bookmark: _Toc31192359][bookmark: _Toc31192519][bookmark: _Toc31193010][bookmark: _Toc31616189][bookmark: _Toc31616264][bookmark: _Toc31616340][bookmark: _Toc31616416][bookmark: _Toc31616492]6.X.1	Description
[bookmark: _Toc500949101]The operator may want to only do insertion of a very local PSA UPF only for users belonging to some category of users and/or users having subscribed to specific services.
Thus Nnef_TrafficInfluence API is extended to support targeting not only one UE, a group of or Any (all) UE but also to targeting subscription to:
-	one or more category of users and/or
-	one or more specific allowed services 
The information on the target list of categories of users and/or on the target list of services is as defined in 23.503 Table 6.2-2: « PDU Session policy control subscription information ».
The information on the target list of categories of users and/or on the target list of allowed  services may be included in a Nnef_TrafficInfluence  request targeting a group of UE or targeting Any UE. If added in the Nnef_TrafficInfluence request it means the AF request targets all UE(s) in the group (respectively all UE) for which the PDU Session policy control subscription information contains one of the categories of users and / or allowed  services listed in the AF request.
This information applies only in non-roaming case (as the meaning of categories of users and allowed  services is only PLMN specific).

[bookmark: _Toc23255038][bookmark: _Toc26346410][bookmark: _Toc26346623][bookmark: _Toc26773893][bookmark: _Toc31192360][bookmark: _Toc31192520][bookmark: _Toc31193011][bookmark: _Toc31616190][bookmark: _Toc31616265][bookmark: _Toc31616341][bookmark: _Toc31616417][bookmark: _Toc31616493]6.X.2	Procedures
The impacts on the 5GC procedures are
[bookmark: _Hlk50628724][bookmark: _Toc326248711][bookmark: _Toc510604409]-	Add “Allowed services, Subscriber categories” as target identifier in TS 23.501 § 5.6.7
 -	Add “Allowed services, Subscriber categories” to Nnef_TrafficInfluence_Create and Nnef_TrafficInfluence_Update operations in 23.502§ 5.2.6.7.2 and 5.2.6.7.2;
-	Add “Allowed services, Subscriber categories”  in UDR data model: (Data Set = Application Data; Data Subset = AF traffic influence request information). Adding Allowed services, and/or Subscriber categories  as data key for this UDR Data Set +Data Subset.

[bookmark: _Toc23255039][bookmark: _Toc26346411][bookmark: _Toc26346624][bookmark: _Toc26773894][bookmark: _Toc31192361][bookmark: _Toc31192521][bookmark: _Toc31193012][bookmark: _Toc31616191][bookmark: _Toc31616266][bookmark: _Toc31616342][bookmark: _Toc31616418][bookmark: _Toc31616494]6.X.3	Impacts on existing entities and interfaces
AF, NEF: addition of “Allowed services, Subscriber categories” in to Nnef_TrafficInfluence_Create and Nnef_TrafficInfluence_Update
NEF, PCF and UDR:Addition of  “Allowed services” and “Subscriber categories”  in UDR data model: (Data Set = Application Data; Data Subset = AF traffic influence request information)
PCF: take into account “Allowed services” and “Subscriber categories”  read in UDR data (Data Set = Application Data; Data Subset = AF traffic influence request information) to build PCC rules
The SMF and UPF are not impacted by this solution.


NEXT CHANGE (2)

Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#8: Edge Application Server discovery using anycast DNS
	X
	
	
	

	#9: Assist DNS resolution without connectivity between local and central data network
	X
	
	
	

	#10: DNS for Distributed Anchor
	X
	
	
	

	#11: DNS over HTTP
	X
	
	
	

	#12: PDU session triggered re-anchoring
	X
	X
	
	X

	#13: 5GC support for UE selection of the DNS to use
	X
	
	
	

	#14: IP address discovery for the Service Switch mechanism- DNS handling in both UPF and EC
	X
	
	
	

	#15: IP address discovery for the Service Switch mechanism-DNS handling in UPF
	X
	
	
	

	#16: Edge Configuration Server Based Discovery
	X
	
	
	

	#17: Provisioning EC Parameters including EAS information to the UE
	X
	
	
	

	#18: Mapping the AS IP address to Edge Server IP address
	X
	
	
	

	#19: Edge Application Server discovery using an Address Resolution Function
	X
	
	
	

	#20: DNS Inspector based EAS Discovery
	X
	
	
	

	#21: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications based on Provisioning Domains
	X
	X
	
	

	#22: DNS based EAS discovery supporting session breakout.
	X
	
	
	

	#23: DNS for AS Discovery at Edge Relocation
	
	X
	
	

	#24: Support of edge relocation, triggering of new DNS query by the UE
	
	X
	
	

	#25: Seamless Change of Edge for Stateful Applications
	
	X
	
	

	#26: Persistent address allocation for mobile UEs that need MEC access
	
	X
	
	

	#27: Reducing packet loss during EAS relocation
	
	X
	
	

	#28: Supporting application server change based on AF notification
	X
	X
	
	

	#29: CN-based edge relocation
	
	X
	
	

	#30: UE Agnostic EAS IP address replacement for traffic subject to edge computing
	
	X
	
	

	#31: Application Relocation with UE assistance
	
	X
	
	

	#32: UE DNS cache flush
	X
	X
	
	

	#33: IP preserving PSA relocation
	
	X
	
	

	#34: Local DN notification to the UE during ULCL operations
	
	X
	
	

	#35: Edge relocation considering with user plane latency requirement (SMF decision)
	
	X
	
	

	#36: Edge relocation considering with user plane latency requirement (AF decision)
	
	X
	
	

	#37: AF-based EAS End-Point-Address update via External Parameter Provisioning
	
	X
	
	

	#38: EAS change with reducing packet loss in uplink
	
	X
	
	

	#39: EAS relocation coordinated with PSA change
	
	X
	
	

	#40: Seamless change of Edge Application Sever for stateful applications by caching application status information in NEF
	
	X
	
	

	#41: Network Information Provisioning using the IP path
	
	
	X
	

	#42: Providing selected radio information to an App requiring it
	
	
	X
	

	#43: Low Latency exposure API by using the distributed CAPIF framework feature
	
	
	X
	

	#44: Network Information Exposure to Local AF with Low Latency
	
	
	X
	

	#45: Using AS or NAS message notify UE's application layer
	
	
	X
	

	#46: Local NEF Deployment for network information exposure to Local AF with Low Latency
	
	
	X
	

	#47: User Plane based Network Information Provisioning
	
	
	X
	

	#48: QoS monitoring information exposure based on unstructured data transmission mechanism
	
	
	X
	

	#49: Network Information Provisioning to EAS with low latency based on User Plane
	
	
	X
	

	#50: Activating the traffic routing towards Local Data Network per AF request
	
	
	
	X

	#51: Edge Relocation for all connectivity models
	
	X
	
	

	#52: Service Continuity at EAS relocation with PSA coexistence in session break-out scenarios
	
	X
	
	

	#53: Service Continuity at Edge Relocation with DNS triggered insertion of BP/ULCL and Edge PSA
	
	X
	
	

	#54: EAS relocation for SSC mode 3 PDU Session
	
	X
	
	

	#55: Multiple AFs
	
	X
	
	

	#56: Edge NEF based Network Information Provisioning
	
	
	X
	

	#X : usage of user category and subscribed services to control local offload
	X
	
	
	





NEXT CHANGE (3)



Annex: this is just for information and not aprt part of the actual change
23/503 specifies the following
Subscriber category: is a means to group the subscribers into different classes, e.g. gold user, silver user and bronze user.

The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control data" is described in Table 6.2-1:

Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional



Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional



Thus, PCF may read information on Subscriber category and on allowed services in policy control subscription stored in UDR to determine suitable policies for a UE.
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