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Abstract of the contribution: This paper proposes to update Solution #49 in TR 23.752.
1. Discussion
In Solution #49 of TR 23.753, the UE-to-UE relay maintains a mapping between L2-ID_R and a pair of source and target UEs.
It is proposed to clarify that the source and target UEs also need to store the mapping information to identify the original UE when receiving packets from the UE-to-UE relay.
2. Proposal
It is proposed to agree the following changes into TR 23.752.
* * * * Start of Changes * * * * 

6.49
Solution #49: Support Layer-3 UE-to-UE Relay to Handle Non-IP Traffic
6.49.1
Description
6.49.1.1
General
The user plane protocol stack assumed in this contribution is illustrated by Figure 6.49.1.1-1. Since there is no IP headers in the Non-IP packets, the UE-to-UE relay cannot use destination IP addresses to forward the packets, In this solution, the UE-to-UE relay uses the Layer-2 IDs in the incoming Layer-2 frames to find the correct outgoing PC5 links. Basically, the solution is based on the following principles:

1.
For a specific source UE, it establishes a PC5 link for Non-IP traffic with the UE-to-UE relay for each target UE it wants to communicate via that relay. This principle means that the Non-IP traffic to different target UEs from the same source UE cannot share the same PC5 link between the source UE and the UE-to-UE relay.

2.
For each pair of source and target UEs, the UE-to-UE relay assigns itself a Layer-2 ID, denoted as L2-ID_R, which is used in the Non-IP PC5 link to the source UE and the Non-IP PC5 link to the target UE. The UE-to-UE relay maintains a mapping between L2-ID_R and a pair of source and target UEs. The source and target UEs store the mapping information when establishing relay path between the source and target UEs via the UE-to-UE relay. When the source and target UEs send Non-IP traffic to each other via the UE-to-UE relay, they use L2-ID_R as the destination Layer-2 ID. When the UE-to-UE relay receives a packet, according to the L2-ID_R and the source L2-ID it can forward the packet to the correct PC5 link based on the mapping, it also changes the destination L2-ID from L2-ID_R to the correct Layer2 ID of the target UE. The source and target UEs identify the original UE when receiving packets from the UE-to-UE relay according to the mapping information.
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Figure 6.49.1.1-1: User plane protocol stack of PC5 when using Layer-3 UE-to-UE relay to forward Non-IP traffic

6.49.1.2
QoS handling

Regarding QoS handling, solution #31 is adopted to achieve end-to-end QoS control via UE-to-UE relay. Basically, for a specific PC5 QoS flow, say PFI_s, in the Non-IP PC5 link with the source UE, the UE-to-UE relay maps it to a specific PC5 QoS flow, say PFI_t, in the Non-IP PC5 link with the target UE. Incoming traffic from one of the flows is forwarded by the UE-to-UE relay to the other flow.
6.49.1.3
Security

For end-to-end security, IPsec cannot be used, since it is not IP traffic. It is up to the application to implement end-to-end security for non-IP traffic.

Editor's note:
How to handle end-to-end security for Non-IP traffic is FFS and shall be co-ordinated with SA WG3 group.
6.49.2
Procedures
6.49.2.1
Relay path establishment procedure

Figure 6.49.2.1-1 illustrates the procedure of path establishment procedure for Non-IP traffic communication via a Layer-3 UE-to-UE relay.

0.
Source UE and target UE do the relay selection. In this step, any solution for UE-to-UE relay selection can be applied here.

1.
Source UE wants to start Non-IP communication with the target UE. It starts to establish a PC5 unicast link with the relay by sending a Direct Communication Request to the relay as defined in clause 6.3.3.1 TS 23.287 [5]. In the request, the source UE indicates that the PC5 link is used for Non-IP communication to the target UE.

Editor's note:
It is FFS if traffic type, e.g. IP or Non-IP, can be derived from the ProSe Application ID.

2.
The UE-to-UE relay assigns itself a Layer-2 ID, denoted as L2-ID_R, which is used in the Non-IP PC5 link to the source UE and the Non-IP PC5 link to the target UE. The UE-to-UE relay creates the mapping between the L2-ID_R and the pair of UEs.
3.
UE-to-UE relay sends a Direct Communication Request to the target UE, indicating that the link is used for Non-IP communication with the source UE. It also provides the mapping information in the request.

4.
Target UE and the UE-to-UE relay setup security for the PC5 link.

NOTE:
Whether L2-ID_R is provided in step 3 or step 4 is coordinated with SA WG3.

5.
Target UE stores the mapping information, and sends Direct Communication Accept.

6.
UE-to-UE relay and the source UE setup security for the PC5 link.

7.
UE-to-UE relay sends Direct Communication Accept with L2-ID_R and provides the mapping information. The resource UE stores the mapping information.

8.
Non-IP communication between the source and the target UE via the relay. When the source and target UEs send Non-IP traffic to each other via the UE-to-UE relay, they use L2-ID_R as the destination L2-ID. When the UE-to-UE relay receives a packet, according to the L2-ID_R and the original UE L2-ID it can forward the packet to the correct PC5 link based on the mapping between the L2-ID_R and the pair of UEs, it also changes the destination L2-ID from L2-ID_R to the correct L2-ID of the destination UE. The source and target UEs identify the original UE when receiving packets from the UE-to-UE relay according to the local stored mapping information.
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Figure 6.49.2.1-1 Path establishment procedure for Non-IP traffic communication via a Layer-3 UE-to-UE relay

6.49.2.2
Layer-2 ID update procedure

Figure 6.49.2.2-1 illustrates the procedure of Link Identifier Update.
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Figure 6.49.2.2-1 Link identifier update procedure for Non-IP PC5 link with a Layer-3 UE-to-UE relay

1.
The source UE decides to change its identifier(s), it sends Link Identifier Update Request with its new Layer2-ID to the UE-to-UE relay as defined in clause 6.3.3.2 TS 23.287 [5]. The source UE keeps sending data traffic to the UE-to-UE relay with the old identifiers until it sends the Link Identifier Update Ack to the relay.

2.
Upon receiving the Link Identifier Update Request message, the UE-to-UE relay assigns a new L2-ID_R for the link with the source UE and the link with the target UE.

3.
UE-to-UE relay sends Link Identifier Update Request to the target UE with the new L2-ID_R and provides new source UE identifier. The UE-to-UE relay keeps sending data traffic to the target UE with the old identifiers until it sends the Link Identifier Update Ack to the target UE.



4.
Target UE sends Link Identifier Update Response with its new Layer2-ID and updates the stored mapping information. The target UE continues to receive traffic with the old Layer-2 ID from UE-to-UE relay until the target UE receives traffic with the new Layer-2 ID from the relay. After sending the Link Identifier Update response, the target UE keeps sending data traffic to the relay with the old identifier until it receives the Link Identifier Update Ack message from the relay.

5.
UE-to-UE relay sends Link Identifier Update Response to the source UE with the new L2-ID_R and provides new target UE identifier. The UE-to-UE relay continues to receive traffic with the old L2-ID_R from the source and target UE until it receives the traffic with new L2-ID_R from both the source and target UEs. After sending the Link Identifier Update response, the UE-to-UE relay keeps sending data traffic to the source UE with the old identifier until it receives the Link Identifier Update Ack message from the source UE.

6.
The source UE sends the Link Identifier Update Ack to the UE-to-UE relay and updates the stored mapping information. The source UE continues to receive traffic with the old Layer-2 ID from the relay until the source UE receives traffic with the new Layer-2 ID from the relay.


After step 5 and step 6, the UE-to-UE relay maintains a mapping between the new L2-ID_R and the new identifiers of the source and target UEs. The UE-to-UE relay keeps the mapping between the old L2-ID_R and the old identifiers of the source and target UEs until the relay receives the traffic with the new identifiers from both the source and target UEs.

7.
The UE-to-UE relay sends Link Identifier Update Ack to the target UE.

8.
The source and target UEs start using their new identifiers and the UE-to-UE relay starts to use the new L2-ID_R. Based on the new mapping information, the UE-to-UE relay transfers the packets accordingly, and the source and target UEs identify the original UE when receiving packets from the UE-to-UE relay.
6.49.3
Impacts on Existing Nodes and Functionality
The UE-to-UE relay needs to support the mapping between the L2-ID_R and the pair of source and target UEs. Regarding QoS handling, the impact to the UE-to-UE relay is the same as solution# 31.
The source and target UEs identify the original UE when receiving packets from the UE-to-UE relay based on the mapping information.
* * * * End of Changes * * * * 
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