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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes a way forward of UE behaviour and responsibility in KI#2 edge relocation.
1	Introduction
This contribution evaluates the responsibility of UE in edge relocation scenario and analyses the UE impact of each solutions for KI#2.
2	Discussion
2.1	Scenarios Classification and Responsibility of UE
This evaluation focuses on responsibility and impact of UE in KI#2 Edge Relocation.
Responsibility of UE: UE aims at assisting 5GC to execute network side relocation and better serve the business continuity in edge relocation scenarios. 
1) Discovery of new EAS IP address: The key issue of UE behaviour in edge relocation is how to get new EAS IP address when EAS relocates. Edge computing business is provided by operator or 3rd parties. Unlike the system-level in UE such as SMS, MMS, UE has no responsibility to make a particular design for edge characteristic. So, re-use the traditional and mature mechanism is recommended because it is based on existing UE capability and don’t need to particularly designed. 
2) Enhancement in quality of service and UE capability: There exists various enhancement mechanism in edge relocation solutions for service continuity, multi-path user plane, local DN configuration provision and PvD introduced in URSP rules etc. Each characteristic needs to be analysed separately. 
3) Transfer L4 layer context and maintaining Synchronization: Another responsibility of UE is keeping updated of UE context (L4 layer context). L4 layer context is facing to edge application and under control of EAS. This is application mechanism and is out of scope of SA2. But some solutions have enhancement in UE of context reservation such as Sol#33.
[bookmark: _Hlk51852272]2.2	Short description of UE behaviour and impact in solutions
A short description of the UE behaviour and impact in proposed solutions are addressed below:
	Solution#21
	Enhanced URSP rules associated with PvDs can be added/updated/removed to/from UE upon UE relocation, which may enable UE applications to select a new PvD, corresponding to a new Data Network (e.g., Local Data Network) in some cases, to communicate with the same or a different service instance on the same or different DN after UE relocation. This needs UE to accommodate the PvD enhancement of URSP rules. 

	Solution #23
	The UE is Edge Computing Service agnostic. A new IP connection is notified by OS and application client can trigger a DNS request for new EAS IP address.

	Solution #24
	For UL CL, SMF/UPF generates an ICMP message to UE for unreachable of EAS. UE will trigger a DNS query for new EAS when receives ICMP message or after a TTL. 

	Solution #25
	The EAS has anycast addresses that are routed to. When relocation happens, old EAS sends application layer redirect message with URL of EAS2 to UE. UE requests DNS to translate URL. DNS returns anycast address of new EAS.

	Solution #26
	No particular UE behaviour.

	Solution #27
	This solution assumes application layer mechanism is used to notify the UE with the new EAS IP address, for example via HTTP redirection.

	Solution #28
	The changed IP address of application server may be sent to the SMF with the notification. If the SMF supports to send the changed IP address which is acquired with AF notification to the UE via NAS PCO in the case that application layer solutions are not applicable or limited in any deployment environments.

	Solution #29
	The UE is unaware of the edge relocation. The UPF/PSA/UL CL is responsible for IP address replacement. For UL, destination is replaced by target EAS IP address and for DL, the source IP is replaced back to source EAS IP address. 

	Solution #30
	UE is agnostic to EAS IP address replacement. The UPF/PSA/UL CL is responsible for IP address replacement. The general operation is for UL, destination is replaced by target EAS IP address. And for DL, the source IP is replaced back to source EAS IP address. 

	Solution #31
	This solution assumes it is difficult to synchronize the transport layer state of the application between old EAS and new EAS. It does not support notifications of EAS change to UE via application layer, and EAS change notification is delivered to UE via ePCO of NAS message.

	Solution #32
	The UE is unaware of the ULCL insertion/removal/change. UE stores DNS record in cache. When EAS is not optimal, in order to avoid re-connect to old EAS, the SMF sends a DNS re-resolution indication to UE to remove the cache. UE will trigger a new DNS query for proper EAS. 

	Solution #33
	SMF sends an indication of IP preservation and upper layer context control information to UE. The same UE IP address is allocated to both the first and second PDU Session. The upper layer network context bound to the first PDU Session is preserved during the procedure. 

	Solution #34
	Newly introducing a local DN configuration in UE. Local DN configuration includes several useful local network configuration information. SMF sends the local DN binding context control information to the UE to control whether the upper layer context information in High Layer OS should be refreshed or not.

	Solution #35
	No particular UE behaviour.

	Solution #36
	No particular UE behaviour.

	Solution #37
	AF-based EAS End-Point-Address update via External Parameter Provisioning. EAS IP address is delivered in UE policy association procedure and UE OS delivers the IP to application layer.

	Solution #38
	No particular UE behaviour.

	Solution #39
	By re-using the MPTCP functionality, the UE and the UPF may establish 2 MPTCP sub-flows (or data paths) from 2 different ANs (e.g. 5G and WiFi). Edge relocation is realized by activating another sub-flow towards new EAS. UE should support MPTCP and interactions with MPTCP Proxy functionality in UPF and handle two IP assignment for sub-flow towards PSA1/PSA2.

	Solution #40
	No particular UE behaviour.

	Solution #51
	The same as solution#23. 

	Solution #52
	For session break-out scenarios, application client in UE is instructed for when and how to switch to the new EAS, using Application Layer procedures such as HTTP re-direct. 

	Solution #53
	After insertion of UL CL/BP, coordination at the application layer that allows an application client in UE to inform the application server of a new EAS IP address (obtained via DNS), which may trigger EAS service context migration including providing instructions the Application client for the switch to the new EAS.

	Solution #54
	The AF (or old EAS) redirects the UE to the target EAS based on application mechanism. The UE establishes connection with target EAS.

	Solution #55
	No particular UE behaviour.


2.3	Attitude towards acquiring and changes EAS IP Address
According to analysis of UE behavior, UE can either get EAS IP address or agnostic to IP replacement. 
The method of UE querying/receiving new EAS IP address can be classified as: application mechanism, DNS based query, 5GC NAS procedure and pre-configured in UE/APK.
· #25, #27, #54: EAS IP address is provided via application mechanism such as HTTP re-direct. This is mature and existing mechanism that UE supports.
· #23, #24, #32, #51, #52, #53: UE will trigger a DNS query for new EAS when OS is notified of IP changes or UE receives 5GC indication. L-DNS, ECS option and anycast mechanism discussed in KI#1 can be included. 
· None: Pre-configured the EAS IP address in UE or application APK. It is easy for edge computing provider to know the topology of MEC deployment and IP address. When EAS IP address is changed or updated, Application Client in UE can be notified by applicated updated or application mechanism. 
· #28, #31, #37: The SMF send NAS message that carries EAS IP address to UE via ePCO and UE delivers EAS IP address to upper layer such as Application Client. This depends on UE capability and if UE doesn’t have the capability to deliver to upper layer, the overall edge system can’t work. 
EAS IP address can be provided via application mechanism such as HTTP re-direct. This is a purely existing application mechanism and widely used in UE. This has no UE impact and no need for normative work. This mechanism is preferred in edge relocation scenario.
DNS is a traditional mechanism that has already supported by UE. When UE OS notifies the change of IP connection or 5GC has already accomplished the relocation of user plane and sends indication to UE, UE can trigger a new DNS query for proper EAS. And L-DNS, ECS option, anycast mechanism discussed in KI#1 of 23.748 makes enhancement to find proper EAS IP address quickly. This has no UE impact and normative work is included in KI#1. This mechanism is preferred in edge relocation scenario.
Pre-configured the EAS IP address in UE or application APK is also acceptable. This also refers to SA6 EDGEAPP architecture. When application APK is installed on UE, the EAS IP address can be pre-configured in UE. It is easy for edge computing provider to know the topology of MEC deployment and IP address. When the original EAS IP address is changed or updated, application client in UE can be notified by updated or application mechanism. This has no UE impact and no need for normative work. 
The final method that EAS IP address carried in NAS messages sent to UE makes impact on UE. The SMF sends NAS message that carries EAS IP address to UE via ePCO and UE OS/kernel must deliver EAS IP address to upper layer such as Application Client. It depends on UE capability to support deliver EAS IP address to upper layer. Now UE doesn’t support this capability. UE OS are specific designed and UE has no guaranteed to support this application characteristic via 5GS. Also, for service providers such as operators and 3rd party, they can’t know in advance whether all of the edge computing consumer own this UE capability. The UE without this capability will no longer enjoy this edge service. It is harmful for ecology of edge computing service and widely deployment. Without UE capability, it 5GC can’t provide EAS IP address to application layer via NAS messages. It is not recommended for normative work.
UE can also be agnostic to EAS IP updated and replacement represented by Sol#29 and Sol#30. UE can be permanently settled Anchor EAS IP address for remote PSA and central EAS. When UE moving between EAS service area, optimal EAS is determined between AF and 5GC. EAS IP replacement is done in UPF. When UE moving out of EC-Service area, UPF replace back to Anchor EAS IP address. From the point of UE, this brings no UE impact. But there are security issues with traffic hijacking which should be sent to SA3 for further discussion.
2.4	Enhancement in quality of service and UE capability
Sol #21, #24, #32, #33, #34 and #39 provide enhancement in UE capability to better handle the edge relocation scenario. 
Solution 21 introduces enhanced URSP rules associated with PvDs. It enables UE applications to corresponding to a new Data Network (e.g., Local Data Network) in some cases where the EAS instance located. AF includes information regarding Provisioning Domains that enables the UPF to select a PSA associated to specific DNAIs, by associating PvD IDs to DNAIs. Implementation of PvD seems complex. UE can reuse the existing URSP rules to realize associating PDU sessions without any changes. It is not recommended to introduce PvD in URSP rules in UE. 
Solution 24 introduces ICMP message sent to UE when UE tries to contact the old edge application server. The UPF/SMF will respond with an ICMP Destination Unreachable Message and the message will be a trigger for UE to issue a new DNS query for appropriate EAS. ICMP is widely supported in UE. Receiving ICMP message with the help of 5GC is an appropriate time to trigger the DNS process. It is recommended for normative work. 
Solution 25 hopes UE to anchor on anycast EAS to deal with EAS discovery for relocation. This is the mechanism has been discussed in KI#1 and can find the proper EAS in local when EAS relocation happens. It is recommended for normative work and anycast is preferred to use in UE.
Solution 32 wants to realize a fast procedure of discovery EAS IP address. The mechanism has the same implementation as solution 24 that network sides indicates UE to trigger DNS procedure. DNS cache in UE still refers to the old EAS which may not be optimal. This will cause waste of time and resource to connect. So, when DNAI changes, the 5GC indicates UE to refresh the cache and triggers a new DNS query for proper EAS. The existing mechanism in UE is that if the OS is aware of the changes of destination IP, the DNS query is retriggered and the cache is cleared. It is recommended for normative work.
Solution 33 introduce IP address preservation indicator and the upper layer retain indicator sent by SMF to UE. This aims at the situation that UE IP will keep unchanged and L4 context are still useful. UE IP address is allocated by 5GC and in solution 33, the preservation of IP address sent by UE to SMF still needs the decision by SMF. UE has no decision-making and it can totally let the network side decide whether the UE IP preserve or not. For context preservation, it is the same mechanism as solution 24 that networks side participates in application layer control. It can be a choice but the priority is lower than controlled by application layer itself. The design of preservation sent to UE is unnecessary. It is not recommended for normative work.
Solution 34 gathers important local configuration parameters into a newly introduced local DN notification to UE. Maybe UE can accept some local configuration information or parameters. But descriptions of the advantages and benefits are not obvious in solution 34, for example when UE receives DNAI and IP range, how to use it to improve the quality of service. It is recommended for UE to accept some local configuration information but it is not recommended for normative work of how to use it.
In Solution 39, the UE and the UPF may establish 2 MPTCP sub-flows (or data paths) from 2 different ANs (e.g. 5G and WiFi). The network relocation is accomplished by switching between two sub-flows. But UE should handle one IP assignment for sub-flow toward PSA1 at establishment of MPTCP-enabled PDU Session and another IP assignment for the second sub-flow towards PSA2. Also, UE needs to support MPTCP functionality and interact with MPTCP proxy in UPF. This MPTCP protocol, if implemented, also requires the cooperation of the server side, that is, the application side. On the other hand, android terminal should adapt to MPTCP and is also not guaranteed to support this protocol. Solution 39 can only be an optional plan in edge relocation. It is recommended for normative work just for an optional plan.
2.5	Principle and conclusion of way forward of UE behaviour
According to the anlysis about each solution, the proposed way forward when moving into normative phase is:
· UE can either get the EAS IP address or agnostic to IP replacement.
· For acquiring new EAS IP address, mature and existing mechanism that doesn’t have UE impact is preferred. For example, application mechanism (e.g.: HTTP re-direct), DNS based mechanism and pre-configured in APK are recommended. 5GC provides EAS IP address by NAS message to application layer via UE OS/kernel depends on UE capability. UE doesn’t support this characteristic and this mechanism is not recommended.  
· Normative work of DNS based mechanism for local EAS selection is carried out in KI#1. And OS can be notified of new IP connection and received indication from chips of new DNS triggers. Whenever IP connection changes, UE can remove the cached DNS record.
· For UE agnostic to IP replacement scenario, security issues should be for further study.
· Solutions faced to MPTCP protocols can only be the optional solution and UE selectively supports this feature
· Edge relocation procedure can be well done under existing mechanism of SA2. Any other enhancement in UE is not recommended. It can only acceptable for UE receiving some parameters while has no action.

3	Proposal
************* Start Changes *************
7	Overall Evaluation
[bookmark: _Hlk51852185]7.x	Evaluation of UE behaviour and responsibility in Key Issue #2 for Edge relocation
Responsibility of UE: UE aims at assisting 5GC to execute network side relocation and better serve the business continuity in edge relocation scenarios. 
1) Discovery of new EAS IP address: The key issue of UE behaviour in edge relocation is how to get new EAS IP address when EAS relocates. Edge computing business is provided by operator or 3rd parties. Unlike the system-level in UE such as SMS, MMS, UE has no responsibility to make a particular design for edge characteristic. So, re-use the traditional and mature mechanism is recommended because it is based on existing UE capability and don’t need to particularly designed. 
2) Enhancement in quality of service and UE capability: There exists various enhancement mechanism in edge relocation solutions for service continuity, multi-path user plane, local DN configuration provision and PvD introduced in URSP rules etc. Each characteristic needs to be analysed separately. 
3) Transfer L4 layer context and maintaining Synchronization: Another responsibility of UE is keeping updated of UE context (L4 layer context). L4 layer context is facing to edge application and under control of EAS. This is application mechanism and is out of scope of SA2. But some solutions have enhancement in UE of context reservation such as Sol#33.
According to the anlysis about each solution, the proposed way forward when moving into normative phase is:
· UE can either get the EAS IP address or agnostic to IP replacement.
· For acquiring new EAS IP address, mature and existing mechanism that doesn’t have UE impact is preferred. For example, application mechanism (e.g.: HTTP re-direct), DNS based mechanism and pre-configured in APK are recommended. 5GC provides EAS IP address by NAS message to application layer via UE OS/kernel depends on UE capability. UE doesn’t support this characteristic and this mechanism is not recommended.  
· Normative work of DNS based mechanism for local EAS selection is carried out in KI#1. And OS can be notified of new IP connection and received indication from chips of new DNS triggers. Whenever IP connection changes, UE can remove the cached DNS record.
· For UE agnostic to IP replacement scenario, security issues should be for further study.
· Solutions faced to MPTCP protocols can only be the optional solution and UE selectively supports this feature
· Edge relocation procedure can be well done under existing mechanism of SA2. Any other enhancement in UE is not recommended. It can only acceptable for UE receiving some parameters while has no action.
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9.x	Conclusions of UE behaviour and responsibility in Key Issue #2 for Edge relocation 
Solution #21, “Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications based on Provisioning Domains” is not recommended into the normative phase. 
Solution #23, “DNS for AS Discovery at Edge Relocation” is recommended into the normative phase.
Solution #24, “Support of edge relocation, triggering of new DNS query by the UE” is recommended into the normative phase.
Solution #25, “Seamless Change of Edge for Stateful Applications” is recommended into the normative phase.
Solution #28, part of “Supporting application server change based on AF notification” is not recommended into the normative phase. 5GC provides EAS IP address to UE via NAS messages is not recommended into the normative phase.
Solution #30, “UE Agnostic EAS IP address replacement for traffic subject to edge computing” is recommended into the normative phase after safety studies.
[bookmark: _GoBack]Solution #31, “Application Relocation with UE assistance” is not recommended into the normative phase. 
Solution #32, “UE DNS cache flush” is recommended into the normative phase.
Solution #33, “IP preserving PSA relocation” is not recommended into the normative phase.
Solution #34, part of “Local DN notification to the UE during ULCL operations” is not recommended into the normative phase. It is not recommended for normative work of how to use local DN notification.
Solution #37, part of “AF-based EAS End-Point-Address update via External Parameter Provisioning” is not recommended into the normative phase. 5GC provides EAS IP address to UE via NAS messages is not recommended into the normative phase.
Solution #39, “EAS relocation coordinated with PSA change” is recommended into the normative phase for optional solution.

*************** End Changes ***************
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