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1. Discussion
In the solution update it is clarified that when an NWDAF derives analytics for Application Server Performance, the NWDAF can receive as input service data from the AF the Location of the Application represented by a DNAI. The NWDAF can use the Location of the Application to derive application server performance on per DNAI basis. A Consumer NF (e.g. SMF) can use the "Application Server Performance" Analytics to determine the best DNAI path at the UE location.

In addition, the following editor's note was added pending the conclusions of FS_enh_EC study.
Editor's note:
The Consumer NF that requires Application Server Performance Analytics is FFS and will be determined according to the conclusions made for Key Issue#1 in the FS_enh_EC study.
In the FS_enh_EC study carried out in 3GPP TR 23.748 a new function is proposed to be introduced, a Local DNS Resolver (LDNSR) function, that determines if a UE DNS request should be send to a local DNS or a cloud DNS. The LDNSR can leverage the "Application Server Performance" analytics from the NWDAF to determine the L-DNS server of the EDN network that has the best performance at the UE location. The solution update provides a procedure on how the LDNSR can leverage the NWDAF app server performance analytics.

Further details are provided in the update of Solution #49.

***** START OF CHANGES *****

6.49
Solution #49: Selecting an Edge Application Server instance/DNAI path based on NWDAF analytics

6.49.1
Description

The solution addresses Key Issue #16: UP optimization for edge computing.

As part of the Edge Computing work in SA2 described in 3GPP TR 23.748, the scope is to facilitate the 3GPP network to assist a UE in discovering an Application Server instance in an Edge Network. In such cases when an application client in the UE (client app) initiates an Application Server (server app) discovery the 3GPP network selects an Application Server instance (server app instance) in an Edge Network that is close to the location of the UE to ensure a low latency connection. However, this may not be always the case as at the time that the Application Server instance is selected the instance may have limited computing/network resources available due to serving a high number of UEs. Application Server instances that are not situated close to the UE may have more computing resources available at the time an application in the UE requests to discover an Application Server instance and thus offer better performance. This is illustrated in Figure 6.49.1-1, where the 3GPP network selects the server app instance of the EDN network in Location 1 because this is the closest to the UE, however, this server may provide an average latency (50ms) that is larger to average latency of an Application Server instance located at the EDN of Location 2 (10ms), which is not the closest to the UE's present location.
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Figure 6.49.1-1: Selecting an Application Server instance in an EDN network

The solution leverages the NWDAF to provide performance analytics indicating a best Application Server instance at the location where an application in the UE requests to discover an Application Server. The NWDAF collects performance data of Application Servers in each Edge Data Network and utilize this data to know the communication performance experienced by many UEs, in different locations, time of day etc. When the 3GPP network is required to select an Application Server instance, analytics from the NWDAF are used to determine the Application Server instance that provides the best performance at the time the UE requests to discover an instance at the UE's present location. This is illustrated in Figure 6.49.1-2.
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Figure 6.49.1-2: 3GPP network selecting the best application server instance at the UE location based on analytics from the NWDAF

In addition, the Application Server Performance Analytics provided by the NWDAF can be used by the SMF to determine the DNAI path that offers the best performance at the UE location.
Two alternatives are provided. In Alternative 1 the NWDAF collect from the AF, QoS performance data such as Average Packet Delay, Average Loss Rate and Throughput that the NWDAF uses to derive analytics for Application Server performance. In alternative 2, the Observed Service Experience analytics are leveraged where the NWDAF collect from the AF measured MOS performance data from each Application Server instance.

6.49.2
Alternative 1 - Performance Data Collection from AF

6.49.2.1
Description of solution

The NWDAF collects from an AF the performance of an Application Server instance associated with a communication session of a UE. The performance data includes the Average Packet Delay, Average Loss Rate and Throughput performance.

The NWDAF uses the performance data to derive analytics of Application Server performance at the UE location. A consumer NF uses such analytics to select the best Application Server instance for a UE.
6.49.2.2
Input Data

The performance data collected by an Edge Data Network are shown in the table below. The NWDAF interfaces with an AF in an EDN to collect performance data. A function in the EDN network measures the performance every time a UE establishes a communication session with an Application Server Instance in an EDN. For simplicity it assumed that this function additionally supports AF functionality.

NOTE:
It is assumed that the EDN network implements functionality to measure the performance data of one or more applications deployed in an EDN.

Table 6.49.2.2-1: Application Server Performance Data from EDN network

	Information
	Source
	Description

	Application ID
	AF
	The application identity associated with the communication session of the UE when the measurement was made

	UE identifier
	AF
	IP address of the UE at the time the measurements was made

	UE location
	AF
	The location of the UE when the performance measurement was made

	Application Server Instance
	AF
	The IP address or FQDN of the Application Server that the UE had a communication session when the measurement was made



	Location of Application
	AF/NEF
	Locations of application represented by a list of DNAI(s) as described Service Data provided by AF in 3GPP TS 23.288

	Performance Data
	AF
	The performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate and Throughput.



	Timestamp
	AF
	A time stamp associated to the communication session of the UE


6.49.2.3
Output Analytics

The NWDAF provides analytics (statistics and/or predictions) for Application Server Performance shown in tables 6.49.2.3-1 and 6.49.2.3-y.
Table 6.49.2.3-1: Application Server Performance Statistics
	Information
	Description

	Application ID
	Identifies the Application that a UE had a communication session with an Application Server network Slice for which analytics information is provided.

	Application Server Performance (1…n) 
	List of Application Servers with measured performance data.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server

	> Location of Application
	Identifies the DNAI path of the UE when communicating with the Application Server 

	> Performance of Application Server
	Performance of the Application Server over the Analytics target period.


Table 6.49.2.3-y: Application Server Performance Predictions
	Information
	Description

	Application ID
	Identifies the Application that a UE had a communication session with an Application Server network Slice for which analytics information is provided.

	Application Server Performance (1…n) 
	List of Application Servers with predicted performance data.

	> Application Server Instance Address
	Identifies the Application Server Instance (IP address of the Application Server) or FQDN of Application Server

	> Location of Application
	Identifies the DNAI path of the UE when communicating with the Application Server 

	> Performance of Application Server
	Predicted performance of the Application Server over the Analytics target period.

	> Probability Assertion
	Confidence of this prediction


6.49.2.4
Procedures
6.49.2.4.1
Collecting performance data from EDN networks

The figure below shows the details on how the NWDAF collects performance data from each EDN network measuring the performance of UE communication sessions with each EDN.
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Figure 6.49.2.4.1-1: NWDAF collecting performance data from each EDN network

0.
The NRF contains domain names served by each NEF. The AF configures via the NEF a list of applications supporting the reporting of performance data of Application Server Instances.

NOTE:
Step 0b may be carried out based on configuration at NEF or based on a new API procedure defined between the AF and the NEF.

1.
The NWDAF is configured to collect performance data for an application. The NWDAF may be configured to collect performance data for an application when e.g. there is a Service Level Agreement between the network operator and application service provider or when the NWDAF is required to provide performance analytics for this application.

2.
The NWDAF identifies the AF(s) that reports performance data for this application. Alternatively, the NWDAF may discover the NEF that interfaces with the AF(s) that reports performance data for this application. The NWDAF may retrieve this information from the NRF or may be requested as part of an Analytic request from a NF consumer.

3.
The NWDAF may interface with the NRF to obtain a list of NEFs that interface with one or more AFs reporting performance data for this application.

4.
The NWDAF subscribes with every AF that can provide performance data for the considered application. The subscription request contains an Event ID identifying the type of information to report (i.e. performance data), an identifier of the application, and additional parameters already specified in TS 23.288 [5], such as a target of event reporting (i.e. any UE) and Event Filter information (for example report performance data at a particular time of day).

5.
If the request goes via the NEF the NEF forwards the request to the appropriate AF in each EDN that the NEF can interface to (NEF registers domain names supported at the NRF).

6.
The NEF forwards the request to the AF(s)

7.
The performance measuring function in the EDN measures performance data every time an application client (client app) in the UE establishes a communication session (such as a TCP connection) with the Application Server Instance (server app instance) supporting the considered application.

8.
The performance measuring function in the EDN may get the UE location by sending a Location Report request to a Location Manager Server (see TS 23.434 [17], clause 9.2.2). The Location Manager Server than asks the Location Management Client in the UE to provide its location

9.
After the communication session is completed the AF may report the performance data for this communication session to the NWDAF. Alternatively, in order to minimize the signalling between the AF and the NWDAF, the AF may send a single report to the NWDAF containing performance data for multiple communication sessions.


In addition to the performance data the AF report the UE IP address, the address/ID of the edge application server instance hosting the application, a timestamp denoting when the performance was measured and an identifier for the application. The report may be sent to the NWDAF via the NEF.

6.49.2.4.2
NWDAF providing analytics indicating a best application server instance

The following figure describes how analytics provided by the NWDAF assist the 3GPP network to select an optimal Application Server instance when an Application Client in the UE requests to discover an Application Server Instance.
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Figure 6.49.2.4.2-1: NWDAF deriving analytics for Application Server Instance performance

0.
The NWDAF collects performance data of communication sessions with Application Server Instances each one associated with an Application from multiple EDN network as described in Figure 6.49.4.1-1.

1.

A Consumer NF decides to requestfrom the NWDAF  analytics of performance of server app instances hosted at an EDN at the UE location. The NF may query the NRF to determine the NWDAF providing analytics at the UE location.

2.
A request for Analytics is sent to the NWDAF. The request includes an Analytic ID identifying the type of analytics required (i.e. server app performance), the location of the UE where the performance data are requested and optional filters such as time of day.

3.
The NWDAF derives performance analytics for the considered application taking into account the present UE location, DNAI path and the requested time of the day.

4.
The NWDAF reports analytics containing a list of one or more Application Server Instances and associated statistical performance data
5.
The Consumer NF uses the analytics to determine the best Application Server or DNAI path at the UE location 

If the Consumer NF is the LDNSR as proposed in 3GPP TR 23.748, the LDNSR can use the Application Server performance analytics as follows:
Editor’s Note: Whether LDNSR is a consumer depends on the solution alternatives selected in the EC Study
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Figure 6.49.2.4.2-X: Procedure when the consumer NF is the LDNSR

1.
An application in the UE decides to discover the address of an Application Server

2.
The Application sends a DNS request over user plane signalling

3.
The request is received by an LDNSR using procedures defined in 3GPP TR 23.748. The LDNSR determines the UE location based on procedures defined in 3GPP TR 23.748. The LDNSR decides to request Application Server performance analytics. The LDNSR sends a request to the NWDAF to receive analytics of application server performance at the UE location. The NF may query the NRF to determine the NWDAF providing analytics at the UE location.

4.
A request for Analytics is sent to the NWDAF. The request includes an Analytic ID identifying the type of analytics required (i.e. server app performance), the location of the UE where the performance data are requested and optional filters such as time of day.

5.
The NWDAF derives performance analytics for the considered application taking into account the present UE location and the requested time of the day.

6.
The NWDAF reports analytics containing a list of one or more Application Servers and associated statistical performance data

7.
The LDNSR determines the L-DNS to route the UE request taking into account performance analytics provided by the NWDAF at the UE location. If the LDNSR supports L-DNS functionality the LDNSR may select the Application Server instance (IP address) that offers the best performance. In such case step 8 below is bypassed.
8.
The LDNSR routes the UE request to the selected L-DNS
9.
The L-DNS provides to the UE a DNS response. 
If the Consumer NF is the SMF the SMF can use the Application Server Performance Analytics to determine the best DNAI path at the current UE location.
6.49.3
Alternative 2 - Leveraging observed service experience analytics

6.49.3.1
Description of solution

The NWDAF is triggered to derive observed service experience analytics from a consumer NF. The Observed Service experience is targeted to a specific DNAI and Application. The NWDAF collects measured MOS experience data from each edge application server instance (AF instance) as currently described in TS 23.288 and TS 29.517 to derive analytics. The AF additionally includes in the measured MOS performance data the address of the Application Server Instance that the UE had a communication session when the MOS measurement was made.

6.49.3.2
Input Data

The NWDAF interfaces with an AF in an EDN to collect MOS measurement data. The AF reports the measurement data as currently described in Table 6.4.2-1 of TS 23.288 additionally including an identifier of the Application Server Instance that the UE had a communication session when the measurement was made.

Table 6.49.3.2-1: Application Server Performance Data from EDN network

	Information
	Source
	Description

	Application ID
	AF
	To identify the service and support analytics per type of service (the desired level of service)

	IP filter information
	AF
	Identify a service flow of the UE for the application

	Location of Application
	AF
	Location of Application represented by a list of DNAI(s)

	Application Server Instance ID
	AF
	The IP address or FQDN of the Application Server that the UE had a communication session when the measurement was made



	Service Experience
	AF
	Measured MOS performance data

	Timestamp
	AF
	A time stamp associated to the Service Experience provided by the AF


6.49.3.3
Output Analytics

The Application Service Experience output analytics contained within the Observed Service Experience statistics and predictions defined in TS 23.288 [x] include additionally the Application Server Instance address that the UE had a communication session with when the MOS measurement was made.
Tables 6.49.3.3-1 and 6.49.3.3-y provides information on the contents of the Application Service Experience statistics and predictions contained within Observed Service Experience analytics.
Table 6.49.3.3-1: Observed Service ExperienceStatistics
	Information
	Description

	>Application Service Experience (1…n) 
	List of observed service experience information for each Application.

	>> Application ID
	Identification of the application.

	>> Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	>>Location of Application
	Identifies the DNAI path of the UE when communicating with the Application Server 

	>>Service Experience
	Service Experience over the Analytics target period (average, variance).

	
	


Table 6.49.3.3-y: Observed Service Experience Predictions
	Information
	Description

	>Application Service Experience (1…n) 
	List of predicted observed service experience information for each Application.

	>> Application ID
	Identification of the application.

	>> Application Server Instance Address
	Identifies the Application Server Instance (IP address/FQDN of the Application Server).

	>>Location of Application
	Identifies the DNAI path of the UE when communicating with the Application Server 

	>>Service Experience
	Predicted Service Experience over the Analytics target period (average, variance).

	
	

	> Probability assertion 
	Confidence of this prediction


6.49.3.4
Procedures

The procedure describes how a Consumer NF requests analytics for service experience to identify the best Application Server Instance.
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Figure 6.49.3.4-1: Alternative 2 procedure

0.
The NWDAF collects MOS service data each data associated to a specific Application Server Instance. The data are described in Table 6.49.3.2-1.
1.

A Consumer NF decides to request from the NWDAF analytics of service experience. The NF may query the NRF to determine the NWDAF providing analytics at the UE location.

2.
A request for Analytics is sent to the NWDAF. The request includes an Analytic ID identifying the type of analytics required (i.e. server app performance), the location of the UE where the performance data are requested and optional filters such as time of day.

3.
The NWDAF derives service experience analytics based on the MOS service data provided by the AF.

4.
The NWDAF reports analytics containing a list of one or more Application Server Instances and associated service experience
5. The Consumer NF determines the best Application Server and/or DNAI path at the UE location. 
If the Consumer NF is the LDNSR the LDSNR uses the Analytics to determine the EDN that has the best performance at the UE location and determine the L-DNS server to forward a DNS request by a UE.

If the Consumer NF is the SMF the SMF can use the Application Server Performance Analytics to determine the best DNAI path at the current UE location.

6.49.5
Impacts on services, entities and interfaces
Alternative 1:

NWDAF:

-
Collecting performance data of Application Server Instances from each EDN

-
Deriving Analytics containing a list of Application Server Instances and associated performance data at the requested UE location and target period
AF:

-
Providing measured performance data of the performance associated with the communication session of the UE with an Application Server that includes: Average Packet Delay, Average Loss Rate and Throughput
Alternative 2:

NWDAF:

-
Enhancing the service experience analytics including as output data a list of Application Server Instances and associated performance data at the requested UE location and target period.
AF:

-
Providing measured MOS performance data per Application Server Instance.
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