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Abstract: This contribution addresses the ENs in the Solution#41.
1. Background
This contribution proposes to clarify Solution#41 (Simultaneous use of the network slice via Configured NSSAI), and remove the following ENs:
Editor's note: The description of how the mechanism supports different deployment scenarios will be added here.
2. Text Proposal
It is proposed to capture the following changes in the TR 23.700-40.
* * * * First change * * * *

6. 41
Solution #41: Simultaneous use of the network slice via Configured NSSAI
6.41.1
Introduction
This solution addresses the Key Issue #6, "Constraints on simultaneous use of the network slice", which defines different attributes of network slice to describe whether a network slice can be simultaneously used with other network slices.
This solution allows UE to request the network slices that can be simultaneously used based on the attributes of network slice. The S-NSSAIs in the Requested NSSAI would not be rejected by network due to slice incompatibility. Therefore, this solution can improve the chances for UE to register network slices successfully and has no impacts on the procedures of network slice selection as defined in R15/R16.
This solution allows the UE to have active PDU Sessions simultaneously for all the S-NSSAIs in the Allowed NSSAI. In other words, only network slices S-NSSAIs for which the UE is able to have PDU Sessions simultaneously can be included in the Allowed NSSAI.
This solution applies to both roaming and non-roaming scenarios. In roaming scenario, the constraints on simultaneous use of the network slice depends on the global constraints on network deployments from both VPLMN and HPLMN (see clause 6.41.2 for details on how the HPLMN constraints are taken in account in roaming scenario).
6.41.2
High-level Description

Based on the operator's operational or deployment needs, a network slice is associated with one or more Simultaneous Usage Groups, in order to distinguish which network slices can be grouped with this network slice. The network slices belonging to the same Simultaneous Usage Group (called as SUG) can be simultaneously used by the UE and served by the same/common AMF Set. The purpose of a SUG identifier is just to compare whether two slices belong to the same group (can be used simultaneously), and therefore its value is arbitrary.

The Figure 6.41.2-1 depicts an example for Simultaneous Usage Group of Network Slices, in which case the Network Slice A belongs to the multiple SUGs (i.e. both in SUG#1 and SUG#2, and served by different Network Slice instances) and can be simultaneously used with the Network Slice B from the SUG#1 or with Network Slice C/ Network Slice D from the SUG#2. The Network Slice E belonging to the SUG#3 is incompatible with other Network Slices and is served by a dedicated AMF.
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Figure 6.41.2-1
: Example for the deployment of Simultaneous Usage Group of Network Slices
It is assumed that the OAM is already configured with the network slices deployment based on the GST information and the AMF/NSSF is configured with the SUGs per S-NSSAI by the OAM.
To support simultaneous access to network slices in the UE, the AMF/NSSF determines the SUGs of each S-NSSAI in the Configured NSSAI based on the configuration. The NSSF/AMF analyses based on the different input (network slice deployment, configuration derived from the SLA, subscriber information coming from the UE, e.g. Subscribed S-NSSAIs) the compatibility matrix of the different S-NSSAIs and derives a number of SUGs for the S-NSSAIs to be provided in the Configured NSSAI. An updated Configured NSSAI can be sent whenever the subscription is updated from the UDM (e.g. change of Subscribed S-NSSAIs), or when network configuration is updated.
-
After receiving the SUGs included with the Configured NSSAI, the UE takes into account the SUGs of each S-NSSAI in the Configured NSSAI when the UE derives the Requested NSSAI by selecting only S-NSSAIs that all belong to at least one common SUG.

For example, if the Configured NSSAI includes slices S1, S2, S3, with S1 belonging to SUG1 and SUG2, S2 belonging to SUG1 and S3 belonging to S3, it can provide the following S-NSSAIs in the Requested NSSAI: {S1}, {S2}, {S3}, {S1, S2}, {S1, S3}, but not {S1, S2, S3} or {S2, S3}. How the UE determines which combination to select among the possible choices is a UE internal implementation consideration.
-
Only the S-NSSAIs belonging to the same SUG can be included in the Requested NSSAI. The network determines the Allowed NSSAI based on Requested NSSAI, which is the existing mechanism as defined in Rel-15/Rel-16. The Allowed NSSAI granted by network allows the UE to have active PDU Sessions simultaneously for all the S-NSSAIs in the Allowed NSSAI. If the UE does not support the SUG functionality, or includes incompatible network slices due to mis-implementation, the network rejects the incompatible slices as per the existing specification.
-
For roaming scenario, the SUGs for VPLMN S-NSSAI are decided based on the roaming SLA (e.g., slice mapping), the constraints on the simultaneous usage of network slices both in the HPLMN and in the VPLMN. It means that the AMF/NSSF in the serving PLMN should ensure the constraints on simultaneous use of the network slices from HPLMN and simultaneous use of the mapped network slices from VPLMN will not cause conflicts, based on the configuration.

-
If UE needs to access one or more S-NSSAI(s) which are not in the current Allowed NSSAI and the UE has already established one or more PDU Session(s) associated with specific S-NSSAIs, the UE shall first check the SUGs of each S-NSSAI in the new Requested NSSAI. The UE or AMF may decide to release the current PDU sessions based on preference if the SUGs of the S-NSSAI(s) for current PDU sessions conflict with the SUGs of the S-NSSAI(s) from new Requested NSSAI. If the PDU Session Release is triggered by AMF based on the SUGs of the S-NSSAI(s), it is assumed that the S-NSSAI(s) from new Requested NSSAI have high priority.

-
When a differentiated treatment is required between UEs, this can be conveyed (since Rel-15) by using different S-NSSAIs (typically different SD fields) in the subscription for the similar services (e.g."gold" vs "silver"), allowing the serving network to map the HPLMN network slices to serving network network slices taking in account the SLA of the network. This allows also to cover both separate "compatibility" constraints and deployment constraints. As this is a mechanism already available since Rel-15, it is not necessary to invent a different mechanism to support the same functionality. 
-
This solution allows to support in the same PLMN a deployment where isolation is required between AMFs serving non-"compatible" network slices (i.e. AMFs are not allowed to belong to both network slices), and a deployment where isolation is not required, or even not desired (i.e. AMFs are allowed or required to belong to both network slices). In that case, it is even possible to support both network slices by the same network slice instance if so desired. Note that the mechanism supports any combination of (in)compatibility between network slices that the UE supports.
-
This solution supports scenarios where a slice not subject to compatibility or incompatibility constraints can be selected with both network slices being not compatible with each other. This means that, given three slices S1, S2, S3, if S1 and S2 are marked as incompatible with each other, this does not prevent S3 to be compatible with both or either S1 and S2 as desired. Note that the mechanism supports any combination of (in)compatibility between network slices that the UE supports.
NOTE:
While the solution is based on the clear definition that the network slice compatibility parameter is defined per network, it could be enhanced (if SA2 determines to go beyond the requirements of KI#6) by allowing the UDM in the HPLMN, if wanted, to provide SUGs as part of the UE subscription information for each S-NSSAI. In that case, the AMF/NSSF in the serving network needs to determine the SUGs to be provided to the UE as part of the registration or configuration update procedure by combining the input from the UDM (UE Subscribed S-NSSAIs and possibly SUGs), the SLA information it may already have, and the deployment constraints of the serving network.
-
As part of the registration, the UE provides an indication of its support for SUGs. If it is not provided (e.g. Rel-15/16 UEs), the AMF may keep the SUG information in UE Context for faster assessment of compatible network slices in subsequent UE registrations, but does not send this information to the UE. Slice rejection information is provided to the UE as in Rel-15/16.
NOTE:
As a UE supporting SUGs should only send network slices that are not incompatible with each other (i.e. all slices included in the Requested NSSAI should have at least one SUG in common), there is no need for new rejection codes for this scenario.
6.41.3
Procedures

During the Registration Accept message as described in the clause 4.2.2.2 of TS 23.502 [6] and UE Configuration Update Command from the AMF as described in the clause 4.2.4.2 of TS 23.502 [6], the SUGs per S-NSSAI are provided to the UE with the Configured NSSAI.

After receiving the SUGs included with the Configured NSSAI, the UE takes into account the SUGs of each S-NSSAI in the Configured NSSAI when it derives the Requested NSSAI, which only contain the S-NSSAIs belonging to the same SUG.
The UE or AMF may decide to release the current PDU sessions as described in the clause 4.3.4 of TS 23.502 [6], based on preference if the SUG IDs of the S-NSSAI(s) for current PDU sessions conflict with the SUG IDs of the S-NSSAI(s) from new Requested NSSAI.
6.41.4
Impacts on services, entities and interfaces
UE:

-
Support the handling of SUGs of each S-NSSAI included with the Configured NSSAI.

AMF/NSSF:

-
Determine the SUGs of each S-NSSAI from Configured NSSAI.
(Optionally) UDM:

-
(if decided so by SA2) the UDM could send SUG information for Subscribed S-NSSAIs.
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