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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes evaluation for the merged solution 27 and conclusion KI#2.

1	Proposal
It is proposed to agree the changes:

[bookmark: _GoBack]/**************Start of Change (all new text)*************/
[bookmark: _Toc50631396][bookmark: _Toc50630894][bookmark: _Toc50468919][bookmark: _Toc50468648][bookmark: _Toc50468378][bookmark: _Toc50467034]7.X	Evaluation of solutions for Key Issue #2
For the UE unawareness solution, there are two main solutions (Sol#29 and Sol#30), both solutions use AF influence procedure to influence SMF to configure UPF for the EAS IP address replacement information, while the two solutions have following difference:
(1) For the network function enforcing the EAS IP address replacement, Solutions #29 proposes to use UL CL, while Solution #30 proposes to use local PSA UPF. Since UL CL was designed for traffic offloading to the local DN and all traffic (both destine for central DN and local DN), if UL CL is further enhanced to enforce EAS IP address replacement , which would require higher traffic processing capability in UL CL and cause heavy load. In order to avoid such situation in UL CL, a more suitable candidate would be local PSA UPF as proposed in Solution #30.
(2) On the naming of being replaced EAS IP address (source or anchor EAS), the naming itself doesn’t make much difference, but as Sol#30 works under the assumption that one Anchor EAS deployed for each EC service and AF is configured to know the Anchor EAS IP address, it says, the Anchor EAP IP address is the one discovered by UE. While in Sol#29, there is no dependency on the Anchor EAS, the relocation happens between general source EAS and target EAS.
(3) On AF notifying 5GC about its capability of supporting UE awareness solution (i.e. EAS IP address replacement approach) as proposed in Sol#29, since such solution category would require the EC platform (e.g. AF, EAS) to support some special handling on runtime session context migration and synchronization, this indication is foreseen to be required, which can also be used for merging the solutions with UE awareness and UE awareness as proposed in Sol#27 update. This enhancement can be easily applied to any other solutions addressing the EAS IP address. The solution #27 also supports the UE unawareness solution with referring to Sol#30 with enhancement of AF notifying the 5GC about EAS IP address replacement capability which is similar with the EAS capability indication (i.e. the application server relocation is transparent to the UE) as proposed in Sol#29, this part can be adopted as an enhancement for Sol#30.
[bookmark: _Toc50631405][bookmark: _Toc50630903][bookmark: _Toc50468928][bookmark: _Toc50468657][bookmark: _Toc50468387][bookmark: _Toc50467043]9.X	Conclusions for Key Issue #2
To solve the issue of change of EAS with EAS IP address change with or without PSA change, for the UE unawareness solution, it is concluded to use solution #30 as baseline, without depending on Edge Hosting Environment to handle the runtime session context mirroring with different IP addresses and with the enhancement of EAS capability indication (i.e. supporting EAS IP address replacement) as proposed in solution #29 and #27 for normative work.
Editor's note: It is FFS whether Anchor EAS is used for the UE unawareness solution.
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