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1. Overall Description:

[bookmark: _GoBack]SA2 thanks CT4 for the LS asking for clarification in stage 2 specifications with regards to the handling of the AAA-S address in NSSAA procedures.

In general figures in 23.502 do not include all parameters, and even when they do, the step description takes precedence. However, for this case, SA2 has agreed on the attached CRs and would like to answer CT4 questions as follows: 

1. Whether the AAA-S address is conveyed by AMF to the AUSF/NSSAAF in step4?

[S2 Response]: It has been decided that the AMF will not provide the AAA-S address to the NSSAAF in step 4 of the NSSAA procedure described in section 4.2.9.2 of TS 23.502.


2. In clause 5.15.3 of 23.501, there is the text "the indication whether the S-NSSAI is subject to Network Slice-Specific Authentication and Authorization and associated AAA Server Address", does it imply that the AAA-S address is stored in UDM/UDR and AMF gets the associated AAA Server Address from the UDM/UDR? Or is there any other mechanism to get the associated AAA Server Address?

[S2 Response]: It has been decided that the UDM will not store nor provide the AAA-S address to the AMF. 

The NSSAAF needs to determine the AAA-S that needs to be used for NSSAA procedures per S-NSSAI based on local configuration at NSSAAF.

2. Actions:
To CT WG4 group.
ACTION: 	SA2 kindly requests CT4 to take into consideration the answers to the provided questions.

3. Date of Next SA2 Meetings:
3GPP TSG SA2#142e	November 16-20 2020	E-Meeting

