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	Reason for change:
	In current TS 23.501, 

The port management information listed in TS 23.501 Section 5.28.3.1 does not allow for providing VLAN information to DS-TT. Furthermore, as stated in TS 23.501 Section 5.28.3.3, “in this Release, the VLAN Configuration Information are pre-configured at the TSN AF and the NW-TT and is not exchanged between the TSN AF and the UPF/NW-TT.” Furthermore, “this Release of the specification does not support the modification of VLAN Configuration Information at the TSN AF.”

Therefore, the example given in Annex I, NOTE 1, would require a pre-configuration of VLAN information at all DS-TT involved, TSN AF, and NW-TT. It is required that all VALN IDs used by DS-TTs would also be present at NW-TT and TSN AF is informed about VLAN IDs. In particular, when DS-TTs are added to the 5GS Bridge, this would require significant efforts to configure the 5GS Bridge.

Annex I, NOTE 1, further notes that the device source or destination MAC address may be used to identify TSN Streams. Both may only be used if the corresponding steam identification function is defined. It should be clarified in the NOTE.

Due to the shortcomings of the above, another example to identify the ingress port should be mentioned. The IEEE Std 802.1Q-2018 defines the Static Filtering Database, which is also mandatory to be supported by the TSN AF in order to properly forward frames. The Static Filtering Database also contains a “ReceivePort” (ieee8021QBridgeStaticUnicastReceivePort / ieee8021QBridgeStaticMulticastReceivePort), [IEEE Std 802.1Q-2018, Table 17-2], which identifies the ingress port where the correspdonding Static Filtering Entry applies. This allows for uniquely identifying the ingress port where the corresponding TSN Stream is expected to be received. A CNC providing information required by TSN AF would be able to include this reference to the receive port. This information would only be used by the TSN AF to identify the ingress and no further changes in the 5GS are necessary including no pre-configuration of VLAN information at DS-TT, TSN AF, and NW-TT would be required, and no need to provide MAC address connected to DS-TT or NW-TT to the TSN AF.

This is static information and will not change because it is expected that devices will be connected to only one DS-TT for the time of operation. 




	
	

	Summary of change:
	1) Clarification of Annex I on requirements to implement examples of ingress port identification, in particular necessary pre-configuration impact on DS-TT, TSN AF, and NW-TT, respectively.

Inclusion of alternative example which allows for identifying ingress port without impact on DS-TT and NW-TT.



	
	

	Consequences if not approved:
	Functionality could not be properly implemented.
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[bookmark: _Toc27847129][bookmark: _Toc36188262][bookmark: _Toc45184176][bookmark: _Toc47343018][bookmark: _Toc51769721][bookmark: _Toc51829788]Annex I (normative):
TSN usage guidelines
[bookmark: _Toc27847130][bookmark: _Toc36188263][bookmark: _Toc45184177][bookmark: _Toc47343019][bookmark: _Toc51769722][bookmark: _Toc51829789]I.1	Determination of traffic pattern information
As described in clause 5.27.2, the calculation of the TSCAI relies upon mapping of information for the TSN stream(s) based upon certain IEEE standard information.
Additional traffic pattern parameters such as maximum burst size and maximum flow bitrate can be mapped to MDBV and GFBR.
The traffic pattern parameter determination based on PSFP (IEEE Std 802.1Q [98]), when available, is as follows:
-	Periodicity of a TSN stream is set equal to PSFPAdminCycleTime if there is only one PSFPGateControlEntry with a PSFPgateStatesValue set to Open in the PSFPAdminControlList. If there is more than one PSFPGateControlEntry with a PSFPgateStatesValue set to Open in the PSFPAdminControlList, then the Periodicity of the TSN Stream is set equal to sum of the timeIntervalValues from the first gate open instance to a next gate open instance in the PSFPAdminControlList. For aggregated TSN streams with same periodicity and compatible Burst Arrival Times, the periodicity of the aggregated flow of these TSN Streams is set equal to PSFPAdminCycleTime received from CNC for one of the TSN streams that are aggregated.
NOTE:	Given that only TSN streams that have the same periodicity and compatible Burst Arrival Time can be aggregated, the PSFPAdminCycleTime for those TSN streams is assumed to be the same.
-	Burst Arrival time of a TSN stream at the ingress port is determined based on the following conditions:
-	The Burst Arrival Time of a TSN Stream should be set to PSFPAdminBaseTime plus the sum of the timeIntervalValues for which the PSFPgateStatesValue is Closed in the PSFP AdminControlList until the first gate open time (i.e. until PSFPgateStatesValue set to Open is found). If the PSFPgateStatesValue is Open for the first timeIntervalValue, then the Burst Arrival time is set to PSFPAdminBaseTime. For aggregated TSN streams, the arrival time is calculated similarly, but using the time interval to the first PSFPgateStatesValue that is Open from the aggregated TSN streams.
-	Burst Size of a TSN stream at the ingress port (which is useful to map to MDBV) is determined based on the following conditions:
-	The Burst Size may be determined from TSN Stream gate control operations in the PSFPAdminControlList. If in the PSFPAdminControlList, IntervalOctetMax is provided for a PSFPGateControlEntry with an "open" PSFPgateStatesValue, the Burst Size is set to the IntervalOctetMax for that control list entry. If IntervalOctetMax is not provided, the Burst Size is set to the timeIntervalValue (converted from ns to s) of the PSFPGateControlEntry with an "open" PSFPgateStatesValue multiplied by the port bitrate.
-	When multiple compatible TSN Streams are aggregated, the Burst Size is set to the sum of the Burst Sizes for each TSN stream as determined above.
-	Maximum Flow Bitrate of a TSN stream (which is useful to map to GBR) is determined as follows:
-	The Maximum Flow Bitrate of a TSN Stream is equal to the summation of all timeIntervalValue (converted from ns to s) with PSFPgateStatesValue = Open, multiplied by the bitrate of the corresponding port, and divided by PSFPAdminCycleTime. For aggregated TSN streams, the same calculation is performed over the burst of aggregated streams (calculated using superposition, i.e., timeIntervalValue with PSFPgateStatesValue = Open of every stream is summed up, as they are assumed to have same periodicity, compatible Burst arrival time, and same traffic class if they are to be aggregated.
[bookmark: _Hlk52538468]When CNC configures the PSFP information to the TSN AF, the TSN AF may use local information (e.g. local configuration) to map the PSFP information to an ingress port of the 5GS bridge. Another method to identify the ingress port of the 5GS bridge for the TSN stream is to exploit the information element ieee8021QBridgeStaticUnicastReceivePort (or ieee8021QBridgeStaticMulticastReceivePort) (as specified in IEEE Std 802.1Q [98]) of a Static Filtering Database entry. This information element is provided to the TSN AF by the CNC or pre-configured in the TSN AF and matches a TSN stream’s destination address in which case local configuration is not needed.
NOTE 1:	As an example, for the local configuration, the PSFP can use either the destination MAC address and VLAN identifier, or the source MAC address and VLAN identifier for stream identification. The TSN AF is pre-configured with either the MAC address of Ethernet hosts behind a given DS-TT port (identified by the DS-TT MAC address), or the VLAN identifier used over a given DS-TT port, or both. When the TSN AF determines that one of the known Ethernet host's MAC address appears as a source or destination MAC address, it can identify that the ingress port is the associated DS-TT port or an NW-TT port, respectively. If VLAN identifier is applied to identify a TSN stream, the DS-TT needs to be pre-configured with VLAN information, the NW-TT must be pre-configured with VLAN information matching the VLAN information of all DS-TTs connected, and TSN AF must be pre-configured with VLAN information. If the source or destination address is used to identify the TSN stream, both the corresponding stream identification function and the physical device MAC address must be used. 
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