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Abstract of the contribution: This paper proposes a conclusion for key issue 1 on updating SNPN selection information in the UE.
Discussion
This paper proposes a conclusion for updating SNPN selection information in the UE. The conclusion is based on the following considerations.
Integrity protection for delivery of SNPN selection information
At present Solution 1 and/or Solution 2 documented in TR 23.700-07 [1] are the prime candidates to be selected for normative work to enable SNPN selection based on credentials from a different entity. 
One aspect that has not been discussed much thus far is how the Home SP can update the SNPN selection information in the UE.
Before discussing the technical details it is important to highlight that the serving network may have an incentive to keep the UE on its own network, i.e. to avoid that the UE reselects to a different, potentially competing network. Given this, there is a risk that the serving network may tamper with any SNPN selection information that the Home SP expects the serving network to deliver to the UE. Tampering with includes both modifying SNPN selection information but also not delivering updated SNPN selection information to the UE at all.
Observation 1: The serving network may tamper with (modify, not deliver to the UE) the SNPN selection information provided by the Home SP, e.g. to avoid that the UE reselects to a different, potentially competing network.
[bookmark: _Hlk52368933]Such tampering with can be avoided by integrity protecting the SNPN selection information between the Home SP and the UE and by having the UE acknowledge the reception of the SNPN selection information.
[bookmark: _Hlk52369266]Observation 2: The serving network can be prevented from tampering with the SNPN selection information by integrity protecting the SNPN selection information between the Home SP and the UE and by having the UE acknowledge the reception of the SNPN selection information.
Both solutions 1 and 2 assume that the SNPN selection information in the UE can be updated by the Home SP using the UE Configuration Update procedure as defined in TS 23.502 [2] clause 4.2.4.2. (Solution 2 also mentions UE parameter update procedure as another option.)
The drawback of the UE Configuration Update procedure is that it neither supports integrity protection of subscription information between UDM and UE, nor a protected acknowledgment from UE to UDM.
Observation 3: Solutions 1 and 2 in TR 23.700-07 1] assume that the SNPN selection information in the UE can be updated by the Home SP using the UE Configuration Update procedure as defined in TS 23.502 [2] clause 4.2.4.2. The UE Configuration Update procedure is however not secure against tampering with SNPN selection information by the serving SNPN.
[bookmark: _Hlk52369571]As mentioned above, Solution 2 also lists the UE Parameters Update via UDM Control Plane Procedure as defined in TS 23.502 clause 4.20.2 as an alternative.
The benefit of the UE Parameters Update via UDM Control Plane Procedure is that it supports the required functionality to prevent the SNPN from tampering with the SNPN selection information.
Observation 4: Using the UE Parameters Update via UDM Control Plane Procedure as defined in TS 23.502 [2] clause 4.20.2 to update SNPN selection information in the UE is secure against tampering with SNPN selection information by the serving SNPN.
Conclusion 1: Use the UE Parameters Update via UDM Control Plane Procedure as defined in TS 23.502 [2] clause 4.20.2 to update SNPN selection information in the UE.
SNPN selection information for AAA-only Home SP
Given Observation 1 ("The serving SNPN may tamper with the SNPN selection information provided by the Home SP [...]"), it is clear that any solution for dynamic updates of SNPN selection information requires support of integrity protection for the SNPN selection information and the subsequent acknowledgement between the Home SP and the UE.
No solution has been proposed in TR 23.700-07 [1] to enable a AAA-only Home SP to dynamically update the SNPN selection information in the UE.
Observation 5: No solution has been proposed in TR 23.700-07 [1] to enable a AAA-only Home SP to dynamically update the SNPN selection information in the UE.
Given this, it can be concluded that in Rel-17 there is no support for dynamic updates of the SNPN selection information in the UE by a AAA-only Home SP.
Conclusion 2: Rel-17 does not support dynamic updates of the SNPN selection information in the UE by a AAA-only Home SP.
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8.1.1	Conclusions for UEs with an SNPN subscription
8.1.1.1	Conclusions when Home SP owns AUSF and UDM
The following conclusions are made for updating SNPN selection information in the UE:
-	Home SP controlled information for SNPN selection in the UE can be updated by the Home SP using the UE Parameters Update via UDM Control Plane Procedure as defined in TS 23.502 clause 4.20.2.
8.1.1.2	Conclusions when Home SP owns a AAA
The following conclusions are made for updating SNPN selection information in the UE:
-	In Rel-17 there is no support for dynamically updating the Home SP controlled information for SNPN selection in the UE if the Home SP only owns a AAA server.
Editor's note:	This clause will capture conclusions for Key Issue #1.
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