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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes evaluation for the merged solution 27 and conclusion KI#2.

1	Proposal
It is proposed to agree the changes:

/********************Start of Change***************/
[bookmark: _Toc50631396][bookmark: _Toc50630894][bookmark: _Toc50468919][bookmark: _Toc50468648][bookmark: _Toc50468378][bookmark: _Toc50467034]7.X	Evaluation of solutions for Key Issue #2
Solution #27 applies to the connectivity model of “Session Breakout” and “Multiple PDU Sessions” and solves the following issues:
· change of EAS with EAS IP address change and local PSA change;
· preventing or reducing packet loss.
To support the change of EAS with EAS IP address change, UE awareness solutions (option 1a, 1b, 1c) and UE unawareness solution (option 1d) can be applied based on the EC platform and EAS capability:
· For the UE awareness solutions:
· Option 1a has been supported by Rel-15/16 5GS specification with assuming application layer redirection mechanism is in place, no normative work from SA2 is expected.
· [bookmark: _GoBack]Option 1b and 1c requires NAS message (i.e. PDU Session Modification Command) to include some new parameters to trigger the UE to initiate the DNS re-resolution.
· For the UE unawareness solution:
· Option 1d does not impact UE but requires the EC platform to support session context migration (e.g. TCP/UDP port number and other runtime session context), if the AF indicates its capability of supporting EAS IP address replacement, this option can be applied by SMF.
To support the preventing or reducing packet loss, the option 2a and 2b can be applied:
· Both Option 2a and 2b require the target PSA UPF to buffer the UL packet for EC session.
· Option 2b requires the temporary forwarding tunnel between source PSA UPF and target PSA UPF for the purpose of forwarding the packets towards the old EAS, which requires the new EAS can process the old EAS’s IP packets. When the EAS IP address is changed (non IP anycast address case), how to route the UL IP packet with the destination IP address of old EAS can be left to N6 routing deployment in operator’s network.

[bookmark: _Toc50631405][bookmark: _Toc50630903][bookmark: _Toc50468928][bookmark: _Toc50468657][bookmark: _Toc50468387][bookmark: _Toc50467043]9.X	Conclusions for Key Issue #2
To solve the issue of “how to handle changes of the (local) PSA when applications do not support the change of client address”, currently specified SSC mode 1 with UL CL in Rel-15 5GS specification for a PDU Session can be applied, no normative work is needed.
To solve the issue of change of EAS with EAS IP address change with or without PSA change, option 1b, 1c and 1d in solution #27 are selected for normative work.
NOTE 1: Option 1a does not require normative work in SA2.
NOTE 2: Change of the EAS without EAS IP address change (e.g. IP anycast address) is out of SA2 scope.
To solve the issue of preventing or reducing packet loss with EAS and local PSA change, option 2a and 2b in solution #27 are selected for normative work.
/*******************End of Change****************/
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