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Discussion

TS 23.503 defines, as per subscription information, Subscriber Category. Excerpts from TS 23.503 below:

Clause 3.1:

Subscriber category: is a means to group the subscribers into different classes, e.g. gold user, silver user and bronze user.

Clause 6.2:

"The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control data" is described in Table 6.2-1:

Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional

	Tracing Requirements
	Tracing requirements as defined in TS 32.421 [18]
	Optional

	PEI
	The Permanent Equipment Identifier of the UE.
	Optional

	OSId
	Identifies the operating system supported by UE.
	Optional

	Indication of UE support for ANDSP
	Indicates the UE support for ANDSP.
	Optional

	S-NSSAI subscription information
	Contains the list of subscribed S-NSSAIs, its associated subscribed DNNs. For each DNN, the Allowed PDU session types and the Allowed SSC modes.
	Optional


[…]

The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control data" is described in Table 6.2-2.

Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows for the DNN and S-NSSAI.
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce policies based on subscriber spending limits
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment
	Optional

	Background Data Transfer Reference ID(s)
	Reference ID(s) for Background Data Transfer Policies that apply to the UE.
	Optional

	Local routing indication
	Indication on whether AF influence on traffic routing is allowed or not allowed
	Optional

	[…]
	
	


The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.

The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.

Solution #75 proposes that an AF can provision analytics control information in 5Gs, to be further used e.g. by NFs to define their analytics strategy. It would be useful to allow an AF to provide analytics control information for specific user categories.

2
Proposal

It is proposed to update TR 23.700-91 as follows.

*** Start Change ***
6.75
Solution #75: AF influencing NFs triggers for interactions with NWDAF

6.75.1
Description

This solution addresses Key Issue #13 "Triggering conditions for analytics".
Recently, there has been an increase extension on the role of AFs influencing different aspects of how 5GS controls the UEs and/or group of UEs related to the AFs. Examples of the AF capabilities to influence 5GS for specific UEs and/or group of UEs are providing: traffic and routing information, QoS reference information for session management, specific charging requirements, service parameters for UEs, among others. The main motivation is that AFs can provide valuable information to 5GS, so that 5GS NFs can better make use of its resources and provide adequate services to the UEs and/or group of UEs related to such AFs. In this solution, we propose the same principle to be applied for the selection of UEs and/or group of UEs to be considered during the triggers for analytics IDs consumption by 5GS NFs.

It is possible that NFs themselves can decide which UEs or group of UEs may be used as target of analytics ID when such NFs subscribe/request analytics IDs to NWDAF (e.g., as defined in Solution #45, in clause 6.45). Nevertheless, AF may be the able to influence 5GS NFs triggering analytics subscription/request on determining the specific UEs and/or group of UEs and/or categories of subscribers that should be included in such request. When NFs decide to trigger analytics ID for a specific UE and/or group of UE and/or specific category of subscribers, such NF may take decisions on such UEs and/or group of UEs and/or specific category of subscribers treatment based on such analytics ID. Nevertheless, AFs know better at the application level what are the UE requirements and the UEs behaviour. Therefore, this contribution aims at AF indicating to 5GS the UEs and/or group of UEs and/or specific category of subscribers that might not be useful to devote 5GS resources (such as data collection) to specifically treat such UEs based on analytics ID.

We propose a new solution where AFs can influence the decision of NFs on selecting the UEs and/or group of UEs and/or categories of subscribers to be included in a subscription to an analytics ID when such NF is triggering the analytics subscription/request to analytics IDs for specific UEs and/or group of UEs. Such influence is related to AFs requesting to 5GS that certain UEs and/or group of UEs and/or categories of subscribers should be removed or included on a request for analytics information, when NFs trigger the request/subscription to NWDAF.

The effect of the solution is that AFs support NF to select an appropriated set of UEs and or group of UEs when triggering the subscription to analytics ID, and therefore supporting a better usage of operator's network resources during the generation of analytics information.

This solution may be used standalone or combined with other solutions already defined in the TR 23.700-91.

The main principles of the solution are:

-
NFs are by default allowed to consume analytics IDs with the target of analytics setup for UEs and/or group of UEs and/or categories of subscribers that they consider suitable.

-
AFs provides the Analytics Subscription Information (ASI), which defines the properties of analytics IDs for specific UES or group of UEs or categories of subscribers. The properties are the request to include a restriction or to remove a restriction for NFs to consume analytics IDs from NWDAF for the indicated UEs and/or group of UEs and/or categories of subscribers controlled by the AF. The effect of removing a restriction is that NFs are allowed once again to consume the analytics IDs for any UEs and/or group of UEs and/or categories of subscribers that they determine as necessary.

NOTE:
An indication of a restricted analytics ID for a specific UE and/or group of UE and/or categories of subscribers does not prevent a 5G NF to consume the same analytics ID for a different set of UEs and/or group of UEs.

-
The analytics subscription information, is stored at UDM, and serve as triggers for:
-
NFs to interact with NWDAF for analytics IDs upon UE registration, session management, UE mobility;

-
UDM to notify NFs about changes in the restrictions for analytics IDs for specific UEs and/or group of UEs and/or categories of subscribers.

6.75.2
Procedure
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Figure 6.75.2-1: AF influencing consumption of analytics IDs for specific UEs and/or group of UEs

There are two possible options for enabling the analytics subscription information to be stored at UDM:

1a.
(Option 1: Via Configuration) The analytics subscription information is configured, stored, and maintained at UDM.
NOTE 1:
If Step 1a is executed, the Steps 1b, 2 and 3 are skipped.
1b.
(Option 2: Via AF directly or indirectly with NEF support) AFs provides the analytics subscription information (ASI) to UDM, directly if AF is allowed by operator to do so, or via NEF. UDM exposes services that can be invoked with the following input parameters: identification of NF providing the ASI, list of one or more restricted analytics IDs for specific UEs or group of UEs or specific Subscriber categories.

Editor's note:
Whether Option1 and Option 2 are in the scope of the KI, the reason why the NF triggers for analytics are AF driven are FFS.

2.
UDM receives, stores, and maintains the analytics subscription information based on interaction with AF (via NEF).

3.
UDM provides to AF (directly or via NEF) the identification of the ASI to enable AF to change the properties of the analytics IDs or the list of UEs or group of UEs or subscriber categories associated with stored ASIs.

4.
One or more UEs are performing session establishment or UE registration or UE mobility via interactions with 5GS.

5.
The NF (e.g., AMF if the UE is performing registration), when selecting the list of UEs and/or group of UEs or categories of subscribers to be included in the subscription to analytics IDs they are configured to trigger, determines that there is an available ASI information about the UE (or UEs, or groups of UEs or categories of subscribers). The NF invokes the service exposed by UDM to retrieve the restrictions associated with an ASI. The parameters included in the request are a list of analytics IDs, identification of the UEs and/or group of UEs and/or categories of subscribers, Notification Target Address and identification of the NF requesting the ASI.

NOTE 2:
AFs indicate to 5GS ASI per Analytics ID. Different NFs may be configured by the operator to subscribe to different analytics IDs. When the NFs are triggering subscription to their configured analytics ID, they check with UDM whether there exist an ASI that can support them in the decision of which UEs and/or group of UEs and/or categories of subscribers can be included as analytics target of the analytics ID subscriptions to be triggered.
Editor's note:
How the AMF or any NF considers the ASI vs their own internal triggers is FFS.

Editor's note:
How the AF knows the ASI that is related to each NF is FFS.

Editor's note:
Which procedures defined in 23.501 needs this ASI is FFS.

6.
UDM verifies if there exist ASIs related to the parameters included in the received request from the NF.

7.
UDM provides a response to the NF based on the matching of the requested fields and the maintained ASIs.

7a.
If there is a match for to some or all of the fields in the request, UDM sends to the NF the list of restricted analytics IDs for UEs and/or group of UEs and the associated ASI.
7b.
If there was not a match for any field, UDM sends to the NF an indication of no applicable ASI for any of the requested fields.

NOTE 3:
The NF might also receive the ASI in case of UE mobility from the previous NF serving the UE or group of UEs, e.g., via UE context transfer. In this case, the NF may not perform the steps 5 – 7.
8.
Based on the received information from UDM, the NF triggers interactions with NWDAF.

8a.
In case the NF receives an indication of no application ASI, the NF can decide according to its internal logic or configuration to further request analytics ID related to the UEs and/or group of UEs and/or categories of subscribers.

8b.
In the case the NF receives one or more restricted analytics IDs for the one or more UEs and/or group of UEs and/or categories of subscribers, the NF triggers subscriptions/request to NWDAF taking into consideration the received restricted analytics IDs for specific UEs and/or group of UEs and/or categories of subscribers.

NOTE 4:
The operators may configure NFs with further mechanism to decide on the enforcement (or not) of received restricted specific UEs and/or group of UEs to be considered in the subscription to an analytics ID.
NOTE 5:
The steps 9 – 11 may be executed in parallel to the steps 4 – 8.

9.
OAM (9a) or AF (9b) provides updated ASI to UDM. Examples of updates on ASI are change the properties from imposed restriction to removed restriction (or vice versa) on analytics IDs for a list of UEs and/or group of UEs and/or categories of subscribers; or change the list of UEs and/or group of UEs and/or categories of subscribers for restricted analytics IDs (i.e., include or remove UEs and/or group of UEs).
10.
UDM identifies the NF consumers of ASI that are affected by the updated ASIs. UDM uses the Notification Target Address to interact with the identified NF consumers of ASI to provide the updated restrictions.

11.
The one or more NFs that received the updated restrictions from UDM further interact with NWDAF in order to comply with the updated restrictions imposed or removed for its consumption to analytics IDs for UEs and/or group of UEs and/or categories of subscribers.

6.75.3
Impacts on services, entities and interfaces
AF:

-
Provide analytics subscription information to 5GS

NEF:

-
New services to allow AF providing analytics subscription information to be stored at UDM.

UDM:

-
New data structure for storing the analytics subscription information

-
New services or extension of existing services for interactions between UDM and NFs to allow the analytics subscription information to serve as trigger for NFs to consume analytics IDs from NWDAF for specific UEs and/or Group of UEs and/or specific subscriber categories.

AMF, SMF, PCF:

-
Retrieve or be notified about the requested or removed restrictions on using specific UEs/ Group of UEs/ subscriber categories on the subscription to analytics ID, upon the execution of session management procedures.

-
Extensions of the information exchanged between AMFs, SMFs, and PCFs to support the exchange of the restriction to analytics IDs for specific UEs and/or group of UEs and/or subscriber categories during mobility procedures.

*** End Change ***
3GPP
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